
 
 



 
 

 

 

 

 

 

˙˒˭ˠ˚ˍ˝˛ˑ˚ˍ ˚ˍˠˤ˚ˍ ˗˛˚ˡ˒˝˒˚ˣ˕˶ˍ 
˞˛ˏ˝˒˙˒˚˕˟˒ ˟˝˒˚ˑ˛ˏ˕ ˚ˍ 

˛˜˥˟˒˞˟ˏ˒˚ˍ˟ˍ 
˗˛˚˟˝˛˘ˍ ˚ˍ ˗˝˕˙˕˚ˍ˘˛˟ 

 
 
 
 
 

INTERNATIONAL SCIENTIFIC CONFERENCE 
CONTEMPORARY TRENDS IN SOCIAL CONTROL 

OF  CRIME 

  



 

 

ʄɽɬʋʅɸʈʆɼʅɸ ʅɸʋʏʅɸ ʂʆʅʌɽʈɽʅʎʀɱɸ 

 

 
ʉʆɺʈɽʄɽʅʀʊɽ ʊʈɽʅɼʆɺʀ ʅɸ ʆʇʐʊɽʉʊɺɽʅɸʊɸ 

ʂʆʅʊʈʆʃɸ ʅɸ ʂʈʀʄʀʅɸʃʆʊ 

 

 

 

 

 

 

30-31 ʄʘʿ 2016, ʆʭʨʠʜ 

 

 

 

ʊʦʤ IV  

 

 

 

 

 

 

 

 

 

 

 

ʉʢʦʧʿʝ 2016 

 

  



 

 

INTERNATIONAL SCIENTIFIC CONFERENCE  
 

 

CONTEMPORARY TRENDS IN SOCIAL CONTROL OF 

CRIME  

 

 

 

 

 

 

 

30-31 May 2016, Ohrid 

 

 

 

Volume IV 

 

 

 

 

 

 

 

 

 

 

 

Skopje 2016  



 
 

ʀʟʜʘʚʘʯʠ:  

 
ʋʥʠʚʝʨʟʠʪʝʪ Ăʉʚ. ʂʣʠʤʝʥʪ ʆʭʨʠʜʩʢʠñ 

ɹʠʪʦʣʘ 

ʌʘʢʫʣʪʝʪ ʟʘ ʙʝʟʙʝʜʥʦʩʪ ï ʉʢʦʧʿʝ 

 

ɿʘ ʠʟʜʘʚʘʯʠʪʝ:  

 

ʧʨʦʬ. ʜ-ʨ ʉʘʰʦ ʂʦʨʫʥʦʚʩʢʠ, ʨʝʢʪʦʨ ʥʘ 

ʋʥʠʚʝʨʟʠʪʝʪʦʪ Ăʉʚ. ʂʣʠʤʝʥʪ 

ʆʭʨʠʜʩʢʠñ ï ɹʠʪʦʣʘ 

ʧʨʦʬ. ʜ-ʨ ʆʣʠʚʝʨ ɹʘʯʘʥʦʚʠ˃, ʜʝʢʘʥ ʥʘ 

ʌʘʢʫʣʪʝʪʦʪ ʟʘ ʙʝʟʙʝʜʥʦʩʪ ï ʉʢʦʧʿʝ  

 

 

ʂʦʤʧʿʫʪʝʨʩʢʘ ʦʙʨʘʙʦʪʢʘ: 

ʆʣʠʚʝʨʘ ʊʨʘʿʘʥʦʚʘ ɬʦʨʺʠʿʦʚʩʢʠ 

ʂʝʤʘʣ ʈʫʰʠʜ 

 

ʇʝʯʘʪʠ: 

ɸɼ Ăɺʘʥ ɻʦʛñ - ʉʢʦʧʿʝ  

 

 

ɸʜʨʝʩʘ ʥʘ ʠʟʜʘʚʘʯʠʪʝ: 

 

ʌʘʢʫʣʪʝʪ ʟʘ ʙʝʟʙʝʜʥʦʩʪ  1000 ʉʢʦʧʿʝ 

ʇ. ʌʘʭ 103  

ʪʝʣ: 022546211  

 

ʋʥʠʚʝʨʟʠʪʝʪ Ăʉʚ. ʂʣʠʤʝʥʪʆʭʨʠʜʩʢʠñ 

1ʚʠ Maj ʙ.ʙ. 7000 ɹʠʪʦʣʘ,  

ʪʝʣ: 047223788  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Publishers: 

 

University ñSt. Kliment  Ohridskiò 

Bitola 

Faculty of Security- Skopje 

 

For the Publishers: 

 

Saġo Korunovski, Dr.Sc Rector of 

the University ñSt. Kliment 

Ohridskiò- Bitola 

Oliver Baļanoviĺ, Dr.Sc Dean of 

the Faculty of Security- Skopje 

 

 

Computer Processing: 

Olivera Trajanova Gjorgjijovski 

Kemal Rushid 

 

Print:  

ñVan Gogò - LTD Skopje 

 

 

Address of the Publishers: 

 

Faculty of Security1000 Skopje 

P.O. Box 103 

tel: ++389(0)22546211 

 

University ñSt. KlimentOhridskiò 

1 Maj b.b.7000 Bitola 

tel: +++389(0) 47223788  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



PROGRAMM E COMMITTEE: 

Dr. Sc. Oliver Bacanovic, Dean of the  

Faculty of Security Skopje 

Dr. Sc. FerencBánfi, Director of CEPOL                         

(European Police College)   

Hélène Martini, President of the  

Association of European Police 

Colleges                      

Dr. Sc. MladenBajagic, Acting Dean of the 

Academy of Criminalistics and Police 

Studies, Serbia 

Dr. Sc. Gheorghe Popa , Rector of the  

Police Academy ñ AlexandruIoanCuzaò, 

Romania                    

Dr. Sc. BoikaIvailovaCerneva, Rector of 

the Academy of the Ministry of Interior, 

Bulgaria 

Dr. Sc. Andrej Sotlar, Dean of the  

Faculty of Criminal Justice and Security, 

Slovenia   

MilicaPajovic, Director of Danilovgrad  

Police Academy, Montenegro 

Dr. Sc. Ivan Toth, Dean of the  

University of Applied Sciences, Velika 

Gorica, Croatia 

Dr. Sc. Ivica Radoviĺ, Dean of the Faculty 

of Security Studies, 

University of Belgrade, Serbia 

Dr. Sc. Mile Sikman, Head of the 

Administration for Police Education of 

RepublikaSrpska, Bosnia and Herzegovina 

Dr. Sc. NedzadKorajlic, Dean of the 

Faculty of Criminalistics, Criminology and 

Security Studies,  

University of Sarajevo, Bosnia and 

Herzegovina 

Dr. Sc. Denis Ļaleta, President of the 

Council of the Institute of 

Corporative Security Studies (ICS), 

Ljubljana, Slovenia 

Dr. Sc. JoġkoVukosav, Dean of the Police 

College, 

Police Academy, MoI, Zagreb, Croatia 

Dr. Sc. Goran Ajdinski, Dean of the 

Faculty of Philosophy,  
University ñSt. Cyril and Methodiusò 

Skopje 

Dr. Sc. VesnaTrajkovska, Faculty of 

Security Skopje, Secretary of the 

International Programme Committee    

ORGANIZING COMMITTEE: 

 

Cane Mojanoski, Dr.Sc., Chairman 

Tome Batkovski, Dr.Sc. 

Nikola Dujovski, Dr.Sc. 

SneģanaMojsoska, Dr. Sc. 

Svetlana Nikoloska, Dr. Sc. 

Vesna Stefanovska, Dr. Sc. 

Bogdancho Gogov, Dr. Sc 

     Aleksandar Ivanov, Dr. Sc. 

  



 
 

  



 
 

CONTENTS: 

PRIVATE AND CORPORAT E SECURITY  

ECONOMIC COST OF CRI ME  

MANAGING RISKS OF CO RPORATE SECURITY  ...................................................................1 

LJUPCO STANKOVSKI, MSC, RISTO MUCHEV  

PERSPECTIVE OF PRIVATE SECURITY IN CRIME  PREVENTION IN 

COORDINATION WITH PU BLIC SAFETY IN THE R EPUBLIC OF SERBIA  .....................8 

LJUBO PEJANOVIĹ, DR.SC  

CYBERCRIMES AND NETW ORK GOVERNANCE  ................................................................ 18 

ANNA LUCIA VALVO  

PUBLIC OVERSIGHT OF PRIVATE SECURITY  IN THE REPUBLIC OF S ERBIA  .......... 23 

VOJIN PILIPOVIĹ, DR.SC  

PRIVATE SECURITY IN PROTECTION OF CRITIC AL INFRASTRUCTURES ï LEGAL 

AND PRACTICAL ASPECTS: COM PARATIVE STUDY OF MA CEDONIA AND 

SLOVENIA  ...................................................................................................................................... 33 

SAĠE GERASIMOSKI, DR.SC, ANDREJ SOTLAR, DR.SC, MIHA DVOJMOĻ, DR.SC  

ECONOMIC NATURE OF T HE ACTIVITIES  OF ORGANIZED CRIME  ............................ 47 

GORAN BOĠKOVIĹ, NENAD RADOVIĹ, VELIBOR LALIĹ  

METHODS AND TECHNIQU ES OF INTER-INSTITUTIONAL COOPER ATION IN THE 

PROCESS OF CREATING A SUCCESSFUL SYSTEM FOR PREVENTION  OF MONEY 

LAUNDERING  ................................................................................................................................ 56 

SVETLANA NIKOLOSKA DR.SC, IVICA SIMONOVSKI DR.SC  

FISCAL OFFENCES ï NOTION AND COMPENSAT ION ....................................................... 65 

JELENA ĠUPUT, DR.SC ................................................................................................................... 65 

VLADAN MARTIĹ MA .................................................................................................................... 65 

THE PHENOMENON OF MO NEY LAUNDERING  IN NON-BANKING FINANCIAL 

MARKET  ......................................................................................................................................... 74 

INA PETRAJ, DR.SC  

FINANCIAL REPORTING AS A FACTOR OF CORPORAT E CRIME  ................................ 82 

JELENA SLOVIC, DR.SC, SNEZANA MOJSOSKA, DR.SC, DR. IGOR PEJOVIC  

CRIMES CIVIL COMPENS ATION AS PART OF RESTORATIVE JUSTICE IN 

ALBANIA,  AN EFFECTIVE WAY TO PREVENT FROM CRIME  ........................................ 92 

DORINA NDREKA ASLLANI  



 
 

CONTRIBUTION OF THE REPUBLIC OF MACEDONI A ON THE ROAD TO 

MEMBERSHIP IN THE NA TO ALLIANCE  COMPARATIVE  ANALYSIS OF THE 

FINANCIAL EXPENSES  FOR THE DEFENSE IN RELATION TO THE MEMBE R 

STATES AND ASPIRING THE COUNTRI ES FOR MEMBERSHIP .................................... 100 

STOJAN TROSHANSKI, NIKOLA DUJOVSKI, DR.SC, LATIF  LATIFI  

COORDINATION AMONG T HE MINISTRY OF INTER IOR AND OTHER ENTITIES  IN 

THE CRISIS MANAGEMEN T SYSTEM .................................................................................. 112 

TONI STANKOVSKI  

CO - OFFENDING AND GROUP CRIME:  AN IMPORTANT FEATURE  OF CRIME 

AMONG CHILDREN  ................................................................................................................... 119 

OLIVER BAĻANOVIĹ, DR.SC, IVONA SHUSHAK, LLM   

TRANSNATIONAL ORGANIZED CRIME  AS A FACTOR ENDANGERING SECURITY

 ......................................................................................................................................................... 128 

ELENA POPOVA, JOVCHE ANGJELESKI, LILJANA RISTESKA  

THE FORENSIC SCIENCE IN THE LEGAL SYSTEM AND THE EXPERTISE AS A 

BASIS FOR A CRITICAL  EVALUATION AND ANALY SIS OF THE PHYSISCAL 

EVIDENCE  .................................................................................................................................... 135 

SLOBODAN OKLEVSKI, DR.SC, ZORICA ZDRAVKOVSKA  

GLOBALISATION IMPACT  AND CRIMINOLOGICAL APPROACH TO THE 

DETERMINATION  OF THE CONCEPT OF ORGANISED CRIME  .................................... 141 

DRAGANA JOVANOVIKJ  

THE RULE OF LAW AND SECURITY CHALLENGES - LEGAL AND INSTITUTIO NAL 

REFORM IN THE REPUBLIC OF M ACEDONIA  .................................................................. 152 

GORAN DIMOVSKI, VASIL ARMINOSKI  

ENVIRONMENTAL AND SO CIAL MANAGEMENT FRAM EWORK (ESMF) FOR 

FOSTERING ENVIRONEMT NAL PROTECTION AND S ECURITY IN DRINA RIV ER 

BASIN RIPARIAN COUNTRIES  ............................................................................................... 161 

SRNA SUDAR, ALEKSANDAR IVANOV , VLADIMIR CVETKOVIĻ  

ECOLOGICAL AND SOCIA L CHECK -UP FORMS FORENSIC ASPECTS OF THE 

POLLUTION  OF THE WATERS OF MAV ROVO LAKE  ...................................................... 172 

LATIF  LATIFI, MSC, MARINA MALISH SAZDOVSKA,DR.SC, STOJAN TROSHANSKI, MSC 

IMPLEMENTATION OF TH E LAW ON PREVENTION  FROM VIOLENCE AND 

MISBEHAVIOUR AT  SPORTS EVENTS IN THE REPUBLIC OF MACEDONI A ï 

OPPORTUNITIES AND CH ALLENGES  .................................................................................. 183 

PETREVSKI BLAGOJCE  

 



 
 

THE ROLE OF THE ADMI NISTRATION OF FINANC IAL INTELLIGENCE IN 

PREVENTION FROM MONE Y LAUNDERING IN THE REPUBLIC OF MACEDONI A 194 

MARIJANA JAKOVLESKA, MSC  

FINANCIAL  INVESTIGATIONS OF FI NANCIAL CRIME  .................................................. 203 

XHEMAIL LIMANI   

THE CHALLENGE TO REM AIN HUMANE IN THE  REFUGEE CRISIS WITH 

SECURITY RISKS ïSTORIES OF THE REFUGEES- ............................................................ 211 

CANE MOJANOSKI, DR.SC, ELENA DIMOVSKA, MPHIL  

RADICALIZATION OF IS LAM IN THE MIDDLE EA ST AND THE BALKANS: ISL AMIC 

THREAT  OR THREAT TO THE  ISLAM?  ............................................................................... 221 

VASIL ARMINOSKI, GORAN DIMOVSKI  

 



ii 
 

  



 
 

 

 

 

 

PRIVATE AND CORPORATE 

SECURITY 

 

 

 

ECONOMIC COST OF CRIME  

 

 



 
 

 

 



 
 

UDK: 327.36-027.511:005-022.326.5 

MANAGING RISKS OF CORPORATE SECURITY  
 

Ljupco Stankovski, MSc. 
Balkan Energy Security 

e-mail: lstankovski@balkan-energy.com.mk 

Risto Muchev 
Balkan Energy Security 

e-mail:rmucev@balkan-energy.com.mk 
 

 

Abstract 

 

The style of living nowadays demands increased challenges for the security manager who 

must develop and manage a cost - effective program to protect the assets of the 

corporation. 

So as to successfully achieve this goal, the security manager must recognize threats, 

critical points of the corporation and risk values respectively. Risks must be managed 

effectively, providing a minimum amount of funds for protection in case they are 

considered accepted risks. 

Security manager should offer a solution to the corporation in order to reduce costs and 

enable the corporation to be more competitive and hence, to help ensure the resilience of 

the corporation. 

Security in the private sector, and consequently in corporations, should not be seen as an 

expense, rather, it should be seen as a necessity. Providing quality security of the 

corporations value should be given a high position and a respectable place, because the 

established functional corporate security system can and will make a major contribution to 

the preservation of the values of the corporation 's reputation, image and will also enable 

its further growth and profit increase. 

In this paper risks management will  be presented in terms of protection of corporate values 

and risk assessment, risk analysis, the goals of the process of managing risks, risk 

management and reduction and risks management program. 

 Key words: corporate security, corporate security manager, corporation 

resilience, analysis, threats, risk management program. 

 

1. INTRODUCTION  

 

Corporate (business) protection (Stankovski, LJ. 2015) is an integral system that 

consists of subsystem for collection of information and protection thereof and internal 

security. The protection of personal information and information-gathering aims to protect 

information of particular interest, disloyalty of the employees, conducting a pre-

employment background check particularly for jobs that are specific in security matter, 

protection from insider infiltrated persons, checking the creditworthiness of companies, 

discovering òmolesò. The protection of personal information must not be an autonomous 

organization; it should be a specialized asset within the corporate office (business) 

protection. The subsystem of internal security should be within the single system of 

mailto:lstankovski@balkan-energy.com.mk
mailto:rmucev@balkan-energy.com.mk
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business protection, whose main aim is to oppose all actions that are directed towards its 

own employees, facilities and clients that come in and go out of the facilities. 

 Corporate managers should be the eyes and ears of the corporation and should 

continuously monitor the political security situation in the country, particularly the trends 

in terms of security. They should have all relevant information that may be of benefit to the 

corporation and to have a developed system of gathering that information. This will enable 

the adoption of timely and accurate decisions of top management and provide a safe and 

secure working environment for the employees. 

 The purpose of the program of the Corporation for risk management should be 

maximizing the protection of assets with minimal protection cost. The program of the 

Corporation for risk management is an integral part of successful security management. In 

fact, the basis is found in establishing the security management. First of all, if security 

managers do not recognize security threats to corporate resources, weaknesses in the 

defense and protection of resources, as well as the potential for something or someone 

abusing those weaknesses, they cannot effectively protect the assets. 

Protection should be cost-effective in order to effectively protect corporate profits 

and to be able to effectively be competitive in the global market. The security manager 

should offer the senior corporation management a solution to reduce costs and help the 

corporation be more competitive on the market, and hence help ensure the resilience of the 

corporation. The role of the corporate security manager is to analyze the organizational 

structure and to find its weak points and shortcomings that could jeopardize the projected 

goals of the corporation
1
. 

 

2. MANAGING  RISK IN TERMS OF PROTECTION  OF CORPORATE 

VALUES 

 

In order to better understand the methodology that risk management has, it is 

firstly important to know what risk management means. Risk management is defined as a 

complete process of identifying, controlling, eliminating or minimizing uncertain events 

that may adversely affect the objects of protection. 

It includes calculation, risk analysis (including analysis of the benefit of the cost), 

target selection, implementation and controls, evaluation of safety to security, and general 

statements. Many corporations have risk management personnel to address the various 

aspects of business risks. Security managers should contact specialists and coordinate 

activities related to the management of risks to corporate values. 

 

3. PROTECTING THE VALUES OF THE CORPORATION AND RISK 

ASSESSMENT 

 

Companies can be threaded as a consequence of the harmful actions of people, 

regardless of whether they are done consciously or unconsciously. So as to identify the 

subjects that cause the endangering, it is best to divide them in three categories in relation 

to the environment they come from, such as: internal, external and combined (Gerald & 

Edwards. 2003:67-68). The process of identifying risks related to corporate assets, 

determining their magnitude and identifying areas in need of security is manifested as 
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Assessment of risk protection of the corporation values. In other words, it assesses the risk 

of a particular set of values that can be called "objective" because threatening values could 

be considered as goals. The process of risk assessment is divided in threats, vulnerabilities 

and risks. First of all, all possible threats and vulnerabilities (vulnerability is weakness in 

the system that can be used by attackers) need to defined and identified in determining the 

level of risk related to corporate values. When assessment in the analysis is made, the 

internal and external environment of the object of protection should be taken into account. 

Estimates are usually made through qualitative or quantitative analysis or a combination of 

both. 

¶ Qualitative analysis typically uses three risk categories such as high, medium and 

low risk. It is primarily based on opinions or knowledge collected through 

interviews, events history, test and personal experience of the person conducting 

the assessment. The top elementary tool that serves best for the preparation of risk 

assessment is the SWOT Analysis. 

¶ Quantitative analysis commonly uses statistical analysis of samples based on 

mathematical calculations, determining the possibility of adverse events based on 

events recorded in the past. Practice has shown that it is the best way primarily 

based on statistical results. 

Top elementary tool that may well serve for the preparation of risk assessment is 

the SWOT analysis. 

 

4. RISK ANALYSIS  

 

Risk analyzes preventive measures to mitigate those risks and the costs and 

benefits associated therewith and the countermeasures create the process of risk analysis. 

Basically, it assesses the risk of exploitation, apparently accepted by management. The risk 

can be mitigated by the introduction of additional measures for protection or management 

may choose to accept the risk for a limited time or for a limited number of assets if there is 

some understandable reason. 

 

5. OBJECTIVES OF THE PROCESS OF MANAGING  RISK 

 

The purpose of protection by means of risk management is to ensure the best 

protection of corporate assets with the lowest cost, in accordance with the value of assets. 

Although the ideal goal is to eliminate all risks, it is not always necessary to achieve this 

goal. The purpose of protection and safety measures in the least is that one should be able 

to manage the risks. It is wrong to think that the protective devices and countermeasures 

that are once installed do not require additional steps for appropriate protection of assets. 

Protective measures require constant maintenance and testing, and are part of a 

model for effective protection. Additional components or layers can be added to provide an 

effective model for the protection of assets within the corporation. The usage of an integral 

system of protection (Integral protection system is the best solution that you can apply any 

serious Corporation, which means multiple components of  protection, such as: integrated 

computer network system, video surveillance, alarm systems, control input - output, 

restrictive control system the entry-exit system for the detection of fire and gas, enclosed 

space by any standards and audible warning) is the most effective method of protection 

against threats and dangers. Each layer of an integrated system of protection provides 



4 
 

protection against break in the protected space, and the penetration of one of the layers can 

compromise the entire corporation. 

Each layer of protection is dependent from other layers. For example, detection 

systems that are installed for control of access to the facilities through card reader and 

incident response plan has some inter-dependency. While they may be implemented 

interdependent, it is best when they are implemented together, i.e. to establish an integrated 

system of protection. Having a system to detect foreign invaders who want access to the 

facility has a very small value if it is not used in correlation with the plan in case of 

incidents. 

The security manager needs to know what should be protected and to what extent, 

and to know what measures to take in order to achieve the goals, the security manager 

should develop a program for managing risks. 

 

6. MANAGEMENT  AND RISK REDUCTION  

 

The forms of endangering persons and property of the company can generally be 

divided into natural (earthquakes, asteroids, etc.) and those caused by man (theft, terrorism, 

sabotage, sabotage, etc.). Natural forms of threat cannot be predicted and cannot always be 

prevented, but the consequences could be reduced if  appropriate measures of prevention 

are taken. Risks posed by man represent very serious forms of threat (Bakreski, O & 

Danicic, M.2015:15). It is therefore necessary to design a program to protect the 

company's values. 

The starting point should always be the protection program of values
1
which uses integrated safety measures for corporate assets. Continuous monitoring and 

surveillance program links this basic program and addresses both internal aspects followed 

by attention to external factors that could push the threat. Risk related to the security 

incident is non-static. It is a dynamic variable that will  fluctuate in parts based on the 

elements of the business cycle and partly on the maturity of new products and new 

technologies for exploitation. Given that the degree of caution varies, in the process of 

adaptation of the effects of marked alarms for specific periods of risk, information 

obtained from monitoring and monitoring system helps protect the values and reduced 

spending. As a response to those threats, a combination of internal and external resources 

should be applied, capable of determining the facts and expeditious legal sense. The reason 

such speed is required is that some key information is not permanent. The best possible 

solution to the incident that occurred because of known or suspected cause may include 

arrest and conviction of any of the perpetrators. If  an attack is detected early enough, it 

could be diverted or removed, which would lead to the opponent getting inadequate and 

insufficient information that would distort its analysis. First of all, if  the attack is detected 

quickly and appropriately, attackers may believe that they escaped detection. The game 

with this belief can subtly divert attackers. Whatever the outcome, it is vital that each 

attack is carefully analyzed for every case, as well as the weaknesses in the security of 

operations and procedures that facilitate security violations. 

  

                                                           
1
The protected values a component of risk which can go through certain influence ï risk 
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7. RISK MANAGEMENT  PROGRAM 

 

Operational and procedural forms of protection are more important than purely 

technical measures in many cases in the risk management program preparation. This is so 

because automated systems for protection of assets, such as identification cards, motion 

detectors, fire and smoke detectors as well as computer network systems are vulnerable 

and can suddenly cause failure to the system. Given that, you should always have a backup 

plan that includes human factor in everyday life. The protection of the values must be 

managed with a combination of technical, procedural and operational forms of protection. 

Prevention, detection and response to threats is a dynamic process that is growing and 

changing rapidly along with new technologies and processes developed. Keeping pace 

with the rapid direction of these changes is an essential step that security manager must 

take to defend key corporate values against dangerous threats. Most basic and essential 

steps to be taken are to make an assessment of all possible risks for all types of logical 

attacks and vulnerabilities of these attacks. The assessment consists of three parts: 

1. Identification of the corporation, including property, personnel and relevant 

sensitive information, especially digital tools that are unique to the corporation and the 

determination of all critical points of the corporation. Assessment should be made to 

establish if  these are physically located and how they are protected. 

2. Creating valuable matrix of values and determination of their joint contribution 

to the corporate business. Analysis determine the highest level, particularly on the means 

of utmost importance. Although there is no precise formula for determining when a vehicle 

gets such status, most of the officers and directors of a corporation may reach a rough 

consensus that they agree that certain things are considered a gem. The next steps in the 

assessment should focus on the management and reduction of risk they are exposed to, the 

most important values. 

3. Reviewing existing frameworks for the protection of most large values of the 

corporation using an interdisciplinary team that can assess technical operational, 

procedural and legal safeguards. It should be taken into account how well the provided 

safety measures would defend the most critical resources and whether the technologies and 

techniques to be used against threats are appropriate.  

The primary objective of the review conducted for the third step is for the 

corporation to ensure that it has invested enough in the integrated technical and operational 

safety measure and that everything is completely legal, and procedures to prevent, detect 

and respond to suspicious incidents are known. For corporations that previously had 

negative experiences regarding incidents, where the attacks resulted in loss of funds, a 

double response is required: 

1. The security manager must determine all discovered facts relating to the incident. 

He needs to accurately determine if the incident is isolated or if it is a result of 

previous incidents. While it is possible that both options are correct, still there is 

the opportunity to gain important information which would strengthen the 

strengths and weaknesses in the existing program to protect the assets. Internal 

information obtained from such detailed analysis may prevent future and maybe 

some more serious incident. 

2. Top management will be better prepared to make the right decisions given the 

steps for active enforcement of the corporate rights through litigation or if the 

process has a full report on the incident. Of course, such an analytical process is 

primarily based on the assumption that the corporation has mechanisms for 
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identifying and reporting about known and suspected incidents in terms of timing, 

so that the research response is possible. 

In order to get help from legal measures, the manager must know the following facts: 

¶ How did the corporation find out that a crime happened? 

¶ Was the asset protected in an appropriate manner (has the corporation taken 

appropriate security measures in correlation with the value of the asset)? 

¶ Has the corporation calculated the value of the asset and any other losses that 

accompanied it?  

The corporation must have multiple options when there is a suspicion about an 

incident, it should not hire an external agency and act as internal security service of the 

corporation. The corporation must have its own resources to be ready to lead their own 

research and should approach the realization particularly when the management believes 

that there are reasonable grounds to suspect that an incident incidentally  has a legal 

background. 

 

8. CONCLUSION 

 

Timely and true recognition of the risks and hazards and appropriate response in 

such situations creates a climate among employees in the corporation to feel safer and 

more secure and it will increase the reputation of the Security Service. 

Critical situations, risks, threats and dangers are constantly present everywhere and 

they require high coordination, and taking preventive and proactive measures by all 

segments of the corporation, and in particular by the security service which needs more 

support by the senior management. 

For this purpose, there should be consistent and strict adherence to the established 

procedures by all employees in the corporation, finding and adoption of new standards that 

will better favor prevention and early recognition of all possible risks and threats to the 

corporation. If management is indecisive or insufficiently adheres to the procedures, 

employees will abuse and increase the number of incrimination. Most importantly - 

procedures apply to all, and to all will be consistently applied, regardless of the position 

and status of individuals. There must not be a selective approach. It is essential to 

implement the respect of safety procedures and for the management to comply with the 

rules they prescribed. Management staff should set an example to other employees that the 

rules of operation in terms of security are equally binding for all employees. It should be 

adopted how management acts, not speaks. 

An incompetent manager for security tries to cover up real problems and does not 

solve crises in the corporation or organization and fails to find reasonable solutions. As a 

consequence of the inability neither to perform basic functions, nor to find a viable option, 

massive damage can be inflicted on the operations of the corporation. 

Good management, above all, must not apply pathology information (Pathology 

information happens when the events are not shown for what they truly are but for what 

and how the senior management wants them to be.) and it happens when the events are not 

shown for what they are truly but for what and how the senior management wants them to 

be in presenting the situation in the company's senior management; good management 

should also require a proactive approach, i.e. anticipating problems and timely preparation 

for their resolution. The forecast or estimate is the main content of planning. 
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Abstract 

 

With this paper the author want to draw attention to the perspective of the private sector 

and its effective activity in detection and prevention of crime occurence, with unique 

powers of state and private sector, especially in developing and transition countries such as 

the Republic of Serbia. 

In order that this activity can be achieved, adequate cooperation is necessary as well as 

coordination of public and private sector in prevention of crime. Preventing crime in the 

private sector market is done by private security sector, and that means providing adequate 

and necessary conditions for this promising industry. 

In order to effectively confront this dangerous phenomena, the state must create adequate 

conditions for the timely operation of the joint forces, and these conditions are common 

among other actions of the state and the private sector in this field. 

In order to achieve joint cooperation between public and private sector, there must be 

equality with special conditions prescriber in legal documents. 

Keywords: perspective, cooperation, public, private, business, prevention, crime. 

 

1. INTRODUCTION  

 

One of the important problems in the research of needs, professional activities and 

role of private security activities in the Republic of Serbia on the prevention of crime 

activities are gaps in the law and bylaw documents that this problem has not been fully 

regulated and what in the law on private security was not provided for this type of 

operation. 

In this regard, question to ask is: why the state is not precisely and closely 

regulated cooperation and coordination of private and public sector in terms of the 

prevention of crime in private sector, as is the case with the state sector (which is under 

police responsibility). 

With closer and more precise laws about power and ability of private security 

sector with whom it may participate in prevention of crime along with the state sector 

(only in private sector) and thus to enable the public sector to work in private industry in 

terms of crime and to control private security. 

So, in this case the private security sector in the Republic of Serbia will be able to 

expect their perspective on this plan. Therefore, it would be important to do serious 

research in the Republic of Serbia and its surroundings, as well as how to organize, 

prepare, equip and include this kind of business in the prevention of organized crime and 

corruption in the private sector. 
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According to some research, the Republic of Serbia has established and organized 

around three thousand subjects in which are engaged, according to one research around 

50,000 and according to another survey around 60,000 (Center for civil ï military 

relations, p. 14, 2008) security guards under arms, which operate in the market and do very 

responsible and complex tasks and duties in private and partly state sector in various 

positions between which are: 

¶ security and protection of buildings and employed people who work in them, 

¶ security and protection of the protected persons and personalities from public life, 

¶ security escort of money, cash equivalents and other valuable documents, 

¶ securing public gatherings and sports events, 

¶ tracking married couples and marriage scams, 

¶ providing special transport of hazardous and flammable substances and related 

activities, 

¶ security of individuals from public life, 

¶ security operations in the private sector, among which it should allow prospects 

and prevention of crime and corruption. 

Therefore, our attention is focused on the prevention of crime, not the suppression 

because the private sector has no authority in the fight against crime and corruption. So, it 

can reliably be noted that number of employed private security staff (which provide 

security of individuals, facilities and resources) are in the first place as an armed power in 

the Republic of Serbia. It should be mentioned that a long period of time it was not 

legalized and that changed in 2015. It can be concluded that a sufficient number of 

employees in this jobs is under-represented in terms of the prevention of crime, as 

evidenced by frequent and large number of cases in practice. However, the private security 

sector is exposed to all sorts of threats in this era in which crime is flourishing. 

Threats may arise in the event of an attack on a protected person, family, 

documents or transportation which may result in the use of firearms on both sides. The 

conflict with the private sector can cause criminals, members of organized groups, terrorist 

and similarly. Regardless of which group carried out the attacks in most cases to make use 

of weapon or explosives, thereby it endangers the safe of protected persons and the safety 

of citizens who find themselves in the vicinity of targets. At such attacks there is a 

resistance in the form of defense by providing the use of arms which both sides are a threat 

to security and violate human rights to freedom of movement, security, life and health in 

the environment of the attack. 

Starting from human rights and freedoms which is guaranteed by the state, quality 

of life achieved with the necessary security is provided to the citizens. Achieved security 

means elimination of forms of threats and endangering of human lives and property, as 

well as the elimination of organized and other crime in the private security. So, the 

question is how and in which way the members of the private security industry can engage 

in coordination with the state sector in the prevention of crime in the private sector. 

However, the question is how and in what way the private security able to respond to 

economic and organized crime whose acts involved and criminal groups with trained, 

equipped and armed members. In certain cases, the state provides security from being 

carried in the public and in the private sector, thereby indirectly cooperates with these two 

types of business. Therefore, it is necessary and useful direct and closer cooperation in 

preventing organized, economic and general crime between the private and public sector, 

and in this field. 
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2. DEFINING PRIVATE SECURITY  

 

Before approaching to pointing and showing all above mentioned we should define 

the term and demonstrate the importance of private security in the realization of preventive 

activities i.e. preventing crime. It is necessary to point out the history and origin of the 

private security sector in the Republic of Serbia. 

The beginnings of privatization activities in the activities of security in the 

Republic of Serbia began in the eighties, the establishment of the first detective agency.  

This sector receives a greater significance nineties rising general crisis, in particular the 

abolition of the law on social self-protection in 1993 (which were prescribed requirements, 

tasks, responsibilities, business sector in the system of self-protection and protection of 

people and economic activities) contributes to strengthening the importance of private 

security. The abolition of this and other non-issuance of a specific law on the safety and 

protection of the existing economic activities activity remained insufficient legalized when 

it comes to the prevention of corruption and crime. Given that functioned very long period 

of time they were forced to work under the former Act inertia social self-protection, partial 

authority of the Private Security Act and the amendment to this law, and these principles in 

the field of security and protection is possible and functional activity of the mentioned 

problem. 

The abolition of the law about social self-protection and government failure to 

protect the fulfillment of economic activity to the exclusion of private capital in market 

conditions, this sector has not found its place in the double security system integration 

company in the Republic of Serbia. The entry of foreign capital and the establishment of 

foreign companies in the economy of the Republic of Serbia, created the conditions and the 

need of the protection of private capital with the character of the state is not recognized by 

the longer period failed legally regulate this activity until 2015. This has created conditions 

and a need for the establishment of the private security sector and its integration into the 

private capital market sector. The privatization of domestic enterprises and their transition 

into the private sector by foreign capital and the indifference of the state to the security and 

safety of this type of market finds its place private security and protection. Numerous 

foreign companies through foreign banks that have accepted the umbrella industry physical 

and technical security, and later called private security, safety and protection of their 

capital, they just entrusted to the private sector to protect them. Finally this Law stipulates 

compulsory for a license to carry out security duties in the private sector. When it comes to 

licensing agencies and private security officers in addition to these obligations, this license 

will finally state to exert control on the exact number of the agency and its members, 

which provides the conditions of control of the sector. 

 

3. PERSPECTIVES OF PRIVATE PRACTICE IN COMBATING CRI ME AND 

CORRUPTION 

 

Considering that the international community in a number of countries created the 

economic crisis, and thus increased the number of threatening phenomenon among which 

is the corruption and crime as an international phenomenon that destroys the economy and 

leads to the disappearance of many enterprises and other legal entities. This has led to the 

emergence of the need for modernization of the security services and protection and other 

protective entities that would be opposed to this phenomenon that's sweeping in society for 
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centuries and destroys the economy of both the state and private sector. Modernization of 

private security services were created for the purposes of their preparation, equipping and 

educating the struggle against these very organized and mass phenomena. However, it is 

necessary to show that the private sector is not able to curb corruption and crime it is solely 

for the public sector (prosecutors and police). And in that sense, this form of threats and 

violence prevention and combat civil war, judicial, legal and security operators, both in the 

state and the private sector. 

Bearing in mind the mass, organization and efficiency factors endangering called 

organized crime, states do not have enough capacity in the security institutions, and will be 

forced to use more appropriate and engaging private detective agencies and security to 

prevent this very dangerous phenomenon that threatens property, safety health and life of 

humans and all other public and private values. Detective agencies belong to the private 

sector and belonging to the same private sector this problem does not apply to them. In the 

Balkans and in some developing countries prevention of crime, organized by the private 

sector has not yet reached the level of development, capabilities and efficiency in 

suppressing activity. In this regard, the private detective and security agencies may be 

involved exclusively in preventing or detecting acts of organized crime in the private 

sector where their activities and within the limits of security responsibilities. Respondents 

in this survey confirmed that it is necessary to more active involvement of private security 

in preventing corruption and crime, and not responding to the same. Studies have shown 

that the most effective prevention of the occurrence of any modern quality in cooperation 

and coordination of public and private security sector. Then, the respondents are of the 

opinion that this type of action and activities must be regulated by specific provisions in 

the law and regulations. 

 

4. LICENSING COMPANIES, AGENCIES AND EMPLOYEES OF PRIVATE 

SECURITY IN THE REPUBLIC OF SERBIA  

 

Licensing companies, agencies and employees shall be regulated by law and by-

laws in this field, in every country and even the Republic of Serbia. According to some 

research in the Republic of Serbia in the private sector are engaged between 50,000-60,000 

members of the private security for security in the private sector. The adoption of the Law 

on private security are laid down and regulated by the basic conditions and rules of 

establishment or agencies and their licensing and types of training, carrying weapons and 

its use, risk assessment and prevention of crime. In this sense, it is necessary to precise 

secondary legislation laying down rules of conduct institutions, ways of regulating the 

activities and principles of conduct employed with the following elements: 

¶ Authorization institutions for licensing company, agency or other institution. 

Subordinate documents authorized by the Ministry of Internal Affairs of the 

Republic of Serbia for laying and licensing. 

¶ Training and skills are authorized accredited agencies, companies and service 

providers that prepare managers and security officers for examinations and 

awarding of licenses. 

¶ The time limits for the license companies and employed persons who perform 

security. 

¶ The method and the rules of security and protection of foreign companies in the 

Republic of Serbia. 
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¶ Type of business and activities which would deal with a company or security 

agency. 

¶ The selection method and selection of candidates for security officers. 

¶ The nature, manner and duration of training for managers, detectives and officers 

of security and technical security. 

¶ Method of purchase, possession, carrying, storage, use, and use of firearms and 

other means necessary for this type of activity. 

¶ Cooperation, coordination and control functions of the organs, agencies, and 

entities of state security, as well as other rules of conduct. 

The adoption of laws and other documents made the unification and 

standardization of ways of establishment, agencies and educational institutions in this area 

and activities. It is time to avoid improvisation activities and training of security officers. 

Then provide the conditions in the market as the most competitive entities and individuals 

who have provided quality work, ways of performing activities with a uniform training of 

personnel and their relations to the industry. 

In the absence of rules and legal rights and obligations on the market in the 

Republic of Serbia appear to be many different entities with a large number of employees 

with the following characteristics among which are: 

¶ Companies and agencies for safety and protection as the social, private and 

combined entities. In some companies, security and protection services are carried 

out by their own business as a social entity of security and protection. While in 

some companies perform such operations combined social and private security 

entities. Then in some sectors appears only private entity security of people, 

businesses and assets. 

¶ When registering a company or agency, registered entities are with different 

activities, among others, security, and as such appear in the market as competitors 

to perform security tasks. Then some agencies are registered solely for the 

performance of security, while some are registered for one type of work, and carry 

out security activities. 

Unfortunately, there are cases in which a worker to work schedules guards in 

industrial facilities with highly flammable, explosive and toxic substances on which it does 

not even know the most basic procedures in the event of an incident or an accident, which 

leads to tragic consequences. 

¶ Some operators do not carry out the purchase of uniforms and other necessary 

resources to perform these tasks. While others are procured uniforms and 

equipment without applying any standard. In these cases, each working in ordinary 

working master suits, others in some types of uniforms that were made for other 

professions, and third have adequate equipment. Because of this inequality in the 

government where the government delirium that security officials did not differ 

from other workers and therefore do not constitute a serious and proper 

relationship that requires security. When it comes to the legal regulation of this 

problem is partly the said law stipulates that private security uniforms cannot be 

the same as military, police and customs, and inequality remains a problem only in 

the narrow sense. 

A state that is unable to ensure the safety of people, business, property, and other 

values that are owned by the private sector, and the ability to develop the private security 

sector. Development and privatization of the security sector, acquired the conditions for 
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security and providing guarantees for the safety of citizens and their property, which does 

not protect the country with their subjects of protection. The privatization of the citizens of 

the state security sector provides internal and external security in terms of protection of 

social order, security system, natural resources and the environment from all forms of 

threats, including crime. In this case, the security sector remains (and that his country and 

allows) to carry out the protection of the private sector within the limits of its 

responsibilities. Notwithstanding the foregoing, the citizens still trust the police when it 

comes to protection from crime.  

Under the private sector in this case are considered the limits of liability that 

include private companies and employed in them. Then, the protection of citizens' private 

lives and limits their life that is not covered by the protection sector. 

Inefficient system of state security is directly related to the inability or 

unwillingness of the government to perform the function of the entire territory on which it 

is located and private property. This implies that in countries unorganized security sector 

shaped, directed and financed by certain state institutions in a remarkably inefficient way. 

Then, the private sector care in the organized countries is formed by the one who 

organizes, finances and sets, and thus requires the results and the achievement of the 

desired goal. 

In these and other relationships in the market is coming to the big competition that 

dictate the rules of the game that must be respected in order to provide market survival. 

Competition reduces the need for engagement of the workforce, and thus reducing the 

funds. Reducing personal income, they lose the motives for the operation and functioning 

of the good results, but the team and the quality of work. In this case, unfair competition 

has led to inefficiency of some companies in which the protection of the quality of security 

down to the lowest ladder safety of people and their values. Therefore, the Republic of 

Serbia in terms of security classified as model inefficient and poor countries. 

 

5. BASIC REQUIREMENTS AND THE PROFILE OF SECURITY OFFICERS  

 

Officials in the professional relationship and commitment on providing jobs for 

people, property and other valuables possessed by the client, represents one of the 

important factors that are expected of private security companies and detective field of 

work. Professional companies or agencies in the choice and selection of officers for 

security or detective, and in the quality of activities should be respected and implemented 

some basic rules that are required to perform this very important activity. 

When the announcement of the contest for selection of the professional companies 

or agencies to perform safety and protection of people and other material values, the 

professional requirements would apply in the following: 

¶ proof that the applicant is not under investigation and that they have not been 

convicted 

¶ medical evidence of the health and mental abilities, 

¶ proof that serving military or military-civilian duty in the armed forces, 

¶ evidence that has been trained to handle firearms, 

¶ evidence that is trained in the field of fire protection and security of property, 

¶ evidence that has been trained to perform activities to prevent crime, and 

¶ detective that has been trained for this activity. 
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If those rules are respected in the selection of candidates and their placement on 

the work of security and protection of people, financial resources and other material values 

to avoid (or reduced to a smaller measure) some anti-social behaviors that could fall by 

individual guards such as murder, mental health injuries, insults personality, mental abuse, 

use of firearms and bladed weapons, the appropriation of other people's resources, enabling 

the theft of other persons participating in the robbery of money and other valuables, 

participation in beatings, torture in the workplace and other violent behavior. 

Failure to follow the above rules by individual companies a number of persons 

found its engagement in the companies for the provision of enabling it to carry out some 

criminal and other misdemeanors, and do not be frustrated because it is engaged in the 

provision. Some guards took part in pointing the application route of cash and other 

valuables that were robbed by criminals at this point prosecuted individual cases. Workers 

on securing objects with certain resources and values made smaller thefts which were not 

detected by avoiding doubts in their profession, which often is the main objective of the 

individuals employed in this industry. 

One of the shortcomings in the legal norms is the lack of trade union organizations 

in enterprises and the private security agencies. Therefore, certain rights are denied to 

workers that could be achieved with the help of trade union organizations. Thus accredited 

associations of trade unions of private security arose in mid 2015. Through this union can 

be achieved between the rights and the possibility of interest of the company to the state 

and its entities. Within the trade union organizations could acquire certain rights of 

companies that are occurring failures and recourse to illegal phenomena which cannot 

always be controlled via the members of the management. There are cases in private 

enterprises owned by foreign citizens that do not respect workers' rights, which they are 

entitled under the law of the Republic of Serbia and who does not obey the laws of this 

country, and they want to profit in this country, at the expense of cheap labor. 

 

6. THE AIM OF THE RES EARCH OF PRIVATE SECURITY ACTIVITIES 

TO PREVENT CRIME WITH SOCIAL SECURITY SECTOR IN THE 

REPUBLIC OF SERBIA  

 

The aim of this paper is to point out a serious problem in incomplete and 

unresolved legal document of this activity, as well as the necessary and serious study of 

private security activities and its needs for the prevention of organized and other crime in 

the private sector. The Republic of Serbia should organize a serious research project on the 

role, needs and functioning of the private security sector both in achieving security and in 

preventing corruption and other forms of organized crime throughout the country and its 

society. Serious research is necessary to address the problem; the danger and the necessity 

of emergency response and adoption of new laws, regulations, and norms by which the 

private sector would have been entitled in preventing and combating crime corruption and 

in coordination with the public security sector. 

In order to involve private sector in new and modern trends in the coordination and 

joint action with state entities would be necessary to study the scope of the following areas: 

¶ The necessary needs of the market for the actual number of organizations, agencies 

and other legal persons in respect of detective and security affairs, 

¶ The necessary needs of private detective agencies and their activities with the 

rights of powers and methods of operation, 
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¶ The needs, possibilities and methods of conducting investigative actions detective 

and security and protective actions to protect people, facilities, resources, 

operations and other operations, 

¶ The right and the need for the acquisition, use and storage of cold and firearms and 

ammunition, as well as other research equipment, 

¶ The need and the possibility of cooperation and coordination of private and public 

sector in terms of verification and confirmation of similarity in employment in this 

activity, 

¶ The needs, possibilities and importance of cooperation and coordination of private 

and public security sector in the field of prevention of all forms of corruption, 

criminality, terrorism and similar destructive phenomena that occur in the private 

sector. 

Upon the completion of high-quality, professional and serious research firm to 

acquire the conditions for the legalization of this activity, and would create adequate 

conditions for professional organizing, training, equipping and operation of the private 

sector in new and challenging market conditions and its security. As long as the state does 

not respond to market needs, the expected security cannot be achieved; a function of the 

existing private security will continue to be at the bottom of the safety ladder. 

When the Republic of Serbia ensure the above requirements will create 

opportunities and efficient activity of the private security sector in preventing all forms of 

crime. For the state to ensure the above requirements, it must renounce the corrupt 

individuals and groups that operate in the state, private and mixed sectors. Individuals and 

organized groups in all three forms of work activity are able and highly professional 

exercise power and impose their way motivated engagement and operation of the illegal 

and unlawful activities. The power of individuals and groups, and when it comes to this 

industry and the problem of organized crime are just carriers of inefficiency of the state 

and its response to these problems and phenomena, which need to be more investigated 

(Pejanoviĺ Kotur, 2011). 

 

7. EMPIRICAL RESULTS (Survey)  
 

In order to validate our assumptions and forecasting perspective the private 

security sector, we conducted research regarding to this problem in a couple of the 

questions and smaller number of respondents. So, the question was put on five problems 

randomly selected sample of 150 respondents from the staff of the Interior, security 

officers and citizens in Belgrade. For each group were selected 50 respondents. 

Questions: 

1. In your opinion, whether a private security in the RS has the ability to prevent 

corruption and crime in the private sector? a) has b) no c) I do not know. 

2. In your opinion, would a private security RS in preventing corruption and crime 

were more efficient? a) alone b) the police c) I do not know. 

3. In your opinion, is more efficient? a) private security, b) police c) I do not know. 

4. In your opinion more effective in combating crime and corruption in the private 

sector? a) police b) private security c) joint d) I do not know. 

5. In your opinion, should the law to regulate this cooperation? a) should b) should c) 

it is regulated d) I do not know.  
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Results: 

 

Question 1. Police officers:     a)   5    b)  35     c)  10     -   - 

                    Security officials:      a)  20   b)  15     c)  15     -  - 

                    Citizens:      a)  21   b)  13     c)  16     -  - 

Question 2. Police officers:     a)  01   b)  47     c)  02     -  - 

                    Security officials:     a)  22   b)  18     c) 10      -  - 

                    Citizens:      a)  11   b)  33     c)  06     -  - 

Question 3. Police officers:     a)   0    b)  49     c)  01    -   - 

                    Security officials:     a)  35   b)   14    c)  01    -   - 

                     Citizens:       a)  10   b)   38    c)  02     -   - 

Question 4.  Police officers:     a)  30   b)   20    c)    0    d)  0 

                     Security officials:     a)   18   b)   29    c)  01   d) 02 

                     Citizens:      a)   04   b)   03    c)  41   d)  02 

Question 5. Police officers:    a)   37   b)   03    c)   08   d) 02 

                     Security officials:     a)   34   b)   01     c)  10   d) 05 

                     Citizens:      a)   45   b)     0     c)  02   d) 03 

 

Summary results of survey: 

 

Question 1.       a)    46    b)   63       c)  41  

Question 2.        a)    34   b)   98       c)  18 

Question 3.       a)    40   b) 101       c)  04 

Question 4.       a)    52   b)   52       c)  41    d)  04 

Question 5.      a)  116   b) 04          c) 20    d)  10. 

 

The research results show us that the majority of respondents believe the best 

solution in the following: 

Question 1.  The largest number of respondents gave the answer to b) 63 subjects, which 

implies that the present status of private security there is no requirement that quality 

prevents corruption and crime in the private sector. 

Question 2. The largest number of respondents believe that the best solution under b) 98 

responses, which implies that the efficiency of combating crime and corruption most 

effective with the joint forces of the police and security in the private sector. 

Question 3. The largest number of respondents considered and gave the answer b) 101 

respondents, who chose to be in fighting corruption and most effective crime police. 

Question 4. The largest number of respondents considered them a) 52 to the police more 

effective in the private sector of security in the fight against corruption and crime. 

Question 5. The largest number of respondents considered a) 116 replies to this activity 

should be regulated by a special law. 
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8. CONCLUSION 

 

To be able to discuss this issue, we ran a modest mode of empirical research 

through surveys. Approximately 150 respondents were included in the survey, with a 

combination of members of the state security sector of 50 respondents, a group of members 

of the private security of 50 subjects and citizen groups of also 50 respondents. The 

respondents were asked the same questions and they expressed their opinions. On the basis 

of the research certain opinions and findings have been given and it was pointed how to 

recognize their specialties. Based on the answers, we concluded the following: agencies 

and officials of the private security sector are unable to prevent corruption and crime in the 

private sector. Secondly, this is very dangerous, specific and delicate activity causes the 

expertise, training and equipment for this purpose (which in this case does not possess the 

private security sector). Third, it was concluded that this activity can be achieved in joint 

actions of the state and the private security sector with the condition of preparation of the 

private sector. Then, all of the above is especially to legislate how in the organization, 

coordination and operations security entities, as well as agencies and private sector 

companies and the state on the other. The private sector in this case would be able to 

monitor, observe, detects, identifies, and form information submitted to the state security 

institutions on the issue of abuse of individuals, groups and institutions, corruption and 

crime. 
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Abstract 

 

In the concept of cybercrime you can be identify many behaviors relevant for a criminal 

law; such conduct coincides with offenses that can be committed through the use of 

technology. 

These may be crimes purely "computer" that can be made exclusively through the network, 

and in this case the network is the means to commit the offense, or common crimes whose 

configurability dispenses with a close link with the network and which become such, that 

cybercrimes, when and if  implemented by means of internet. 

In the US, part of the doctrine is identified as part of the broader category of computer 

crimes, and three sub-categories, namely: crimes where computer systems are the specific 

target of criminal actions; crimes that are committed through the Internet which therefore 

constitutes the essential instrument and, finally, crimes that can be committed either by the 

network or not. 

The spread of information and communication technologies and the consequent spread of 

illegal activities that can be committed through them, has simultaneously raised the 

problem of protecting both the same systems and both unsuspecting users of those systems 

as potential victims of crimes. 

In Italy the legislation on cybercrime has been introduced by the Law of 23 December 

1993, n. 547 ("Modifications and integrations according to the Penal Code and the Code of 

Criminal Procedure on the subject of computer crime"), which provided certain types of 

crimes that are characterized by the fact that the criminal activity relates to a computer 

system, or that this' last is the tool used to commit the offense. 

Law no. 547/93 expressly provides for certain types of offenses in consideration of the 

objective difficulty to adapt the traditional norms of the Criminal Code to conduct entirely 

new whose repression difficult  to reconcile with the existing regulatory framework. 

Keywords: cybercrimes; Convention of Budapest; criminal law. 

 

1. INTRODUCTION  

 

In light of the new technologies, the current traditional penal institutions and 

legislative instruments, which are figured and realised in relation to a material reality that 

is much more significant and connectable to space and time, have revealed their own 

inadequacy. They seem to be totally unable to discipline legal relationships disjointed from 

any material dimension: since they arise within the virtual space, we know how these legal 

relationships can take shape irrespective of the physical presence of the contractors or the 

active and passive subject of crime. 

However, in face of the impact of new technologies about life and many civil  and 

political freedoms, the creation of rules to protect and govern internet is even more 
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necessary. We should just think that law cannot relinquish its usual regulatory role among 

the people; furthermore, just a legal acting is able to safeguard those rights and freedom 

which spring from the net that is propagated and protected by internet. 

On the other hand, even if  we wanted to condone the slowness of the legislative 

power in giving its normative answers in respect of the fast evolution of the technological 

age to the present day, we must notice that the same legislative power, in the current post-

global era, should be ready to face more quickly the evolution of the computer technology 

used for unlawful purposes. The lawmaker should create the most appropriate prevention 

and repression measures, putting its people in the best position to know the legal 

boundaries to use the IT systems. 

In other words, the development of technology and its increasing application in 

different situations makes the unavoidable need of a specific regulatory framework related 

to the characteristic features of the web and for the proper legal use of the IT system. 

We are dealing, in essence, with the noted issue of the governance of internet that, 

on a par with whatever real system of good governance, needs rules and establishes itself 

through clear, certain and pre-existing norms: in this way people can adapt their conduct to 

the norms already organised by the lawmaker with the aim of a good utilisation of the net. 

The virtual space is constantly evolving and the new frontiers of fight against 

cybercrime have seen the establishment, in the EU area, of the European Cybercrime 

Centre (EC3) that works within the European Police Office (EUROPOL) from January 

2013. Its task is to assist the police of the single Member States in conducting 

investigations with regards to online frauds, child sexual abuse and other cybercrimes. 

 

2. THE ITALIAN LEGISLATION ON CYBERCRIMES  
 

We can usually attribute various criminal acts to the concept of cybercrime: these 

acts coincide with a plurality of felonies committed thanks to computer technology. 

This may include purely IT crimes and common crimes. The first conducts can be 

committed only through the web, which is the necessary means to realise the crime.  

The establishing of the second kind of conduct does not need a close connection 

with the web: they become cybercrimes just when they are committed through internet. 

Part of the American doctrine identifies, within the wider category of cybercrimes, 

three subcategories. They are: crimes that specifically aim to damage computer systems; 

crimes committed through internet, which is therefore the essential instrument; crimes that 

may be equally committed with or without information technology. 

The spread of IT and the resulting diffusion of connected criminal activities have 

created the question of safeguarding both IT systems and the related users (potential 

victims of the crime).  

The Italian legislation on cybercrime was introduced by the act n.547 of 23th 

December 1993, entitled ñModifications and integration to the norms of the penal code and 

penal procedure code in the field of cybercrimeò: this act outlined some types of crimes in 

which the criminal conduct focuses on the IT system or the latter is the instrument to 

commit an offence.  

The act n.547/93 met explicitly the need to delineate specific types of offence, also 

considering the objective difficulty in adapting the traditional penal norms to completely 

new conducts the repression of which did not fit  with the existing regulation. 

As well as other European legislations, the act in object does not give the 

definition of cybercrime because of various practical and systemic reasons: above all, it 
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wants to avoid introducing definitions into branches characterised by a fast technological 

development, and therefore, easily neutralised by technological progress. It should be also 

borne in mind that the lawmaker did not intend to create a specific category of ñcomputer 

goodsò, but it wanted to update the single crime norms keeping the ñlegal goodò 

unchanged. 

The regulatory interventions of legislative power in this field were very few before 

that act, but on the other hand it was not so necessary, under a criminal side, given the 

restricted use of IT systems. 

The fight against cybercrime has become fundamental within the Italian and 

European penal system just with the awareness of the growing vulnerability of our society, 

given the increasing IT dependence. 

We should also underline that all the countries (not just in Europe) have been 

facing the need of a clear regulation about IT because of its growing development and 

consequent impact with the modern society; all countries are late exactly because of the 

high development of technology compared with the legislative production. 

However, the existing regulation is still not enough to confront the evolution of the 

different particular cases highlighted by internet: as a consequence, we still have a high 

level of offence against protectable rights and interests. 

In other words, the penal law-making cannot keep up with the rapid evolution of the 

matter under consideration, given the different problems produced by the distorted use the 

web. As already mentioned, identifying new and different types of offence has been 

becoming a more and more urgent need: in this way, it would be possible to prevent and 

punish the various criminal acts that are able to damage the social and government IT 

interests. 

  

3. THE PRINCIPLE NULLUM CRIMEN SINE PREVIA LEGE AND NULLA 

POENA SINE LEGE 

 

The need to pinpoint types of offence impossible to be envisaged by the past penal 

code (given that it was issued when there were not the current information technologies) is 

directly linked to the fundamental principles present in each judicial system and called 

nullum crimen sine previa lege and nulla poena sine lege. 

We can find these principles within the current Italian penal code, and more 

specifically at the first article: it says that nobody can be punished for a fact not explicitly 

provided for by law, or with punishments not established by the same law. 

The same principle is reconfirmed by Article 7, first subparagraph, of the 

European Convention of Human Rights (Rome, 4
th
 November 1950), and by Article 49 of 

the Charter of Fundamental Rights of the European Union: this last one substantially and 

faithfully follows the legal provision of ECHR (which in turn reproduces Article 11, 

second subparagraph of the Universal Declaration of Human Rights). 

In this respect, the European Court of Human Rights has repeatedly stated the 

principle of definiteness of any type of offence is fully  ascribed within the rule of law and 

in the guarantee of predictability: law must clearly draft felonies and punishments, and this 

condition is fulfilled  when the accused is able to know, thanks to the specific legal text and 

the related court practice, which actions or omissions entail his own criminal liability. 

In other words, the need to identify and codify types of crime directly connected to 

specific cybercrimes is found within the broader necessity of respecting the fundamental 
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principles of the criminal legal system and, more specifically, the requirement of certainty 

of criminal determined type. 

It is also necessary to do additional considerations about the need to implement 

appropriate regulatory solutions to protect the incomparable opportunities provided by 

internet. 

 

4. THE COMPETENCES OF THE EUROPEAN UNION IN CRIMINAL 

MATTER  

 

With the Communication of May 2007 (MEMO/07/199), the European 

Commission had acknowledged the incompetence of the Member States in producing 

legislation able to face the new criminal activities. It recognised the non-negligible 

obstacles to the development of an incisive legislation against cybercrime: these obstacles 

are characterised by the transnational nature and extreme rapidity of those illegal activities. 

In the Communication above mentioned, the European Commission asserted how 

cyberspace is a new instrument used to commit already known crimes, and specified three 

categories of criminal activities that we can include within the wider field of cybercrime: 

the first activity is the one of usual crimes like fraud and falsification committed through 

the network; the second category is attributable to the publication of illegal material, such 

as digital pedo-pornography; the third is about proper cybercrimes, such as software piracy 

and hacking against information systems. 

Furthermore, the European Commission pinpointed specific problems and criminal 

activities directly connected to the development of internet, and recognised those problems 

in the increasing vulnerability of society, companies and people; in the growing frequency 

and sophistication of cybercrime; in the lack of policy and European regulation against 

cybercrime; in the actual complications about cooperating given the transnational character 

of the crimes in object, the huge distance between active and passive subject of crime, and 

the high speed to commit these crimes; in the dearth of a clear subdivision of liability  and 

duties related to the security of applications; in the lapse of awareness from customers 

about the risks which may result from cybercrime; in the absence of a cooperative structure 

between public and private in this area. 

These problems are aggravated by the substantial lack of specific competences of 

the European institutions in that regard: the Treaty of Lisbon only partially solved the 

question, by providing for a juridical basis which attributed European competences in 

criminal matters. 

Article 83 of the Treaty on the Functioning of the European Union inserts 

cybercrime within the list of those particularly dangerous criminal phenomena showing a 

transnational dimension that, in some ways, licenses the European Union to establish 

common rules in accordance with the ordinary legislative procedure. 

The criminal judicial cooperation, covered by Articles 82-87 of the Treaty on the 

Functioning of the European Union, is essentially based on the principle of the mutual 

recognition of the judgments and judicial verdicts and includes the approximation of the 

laws of the Member States, in addition to the adoption of minimum rules about the 

definition of crimes and sanctions to be taken within particularly serious and transnational 

crime (as cybercrime). 

These areas, determined in Article 83 of the above mentioned Treaty, include also 

terrorism, human trafficking, commercial sexual exploitation of women and children, 
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illegal drug trade, money laundering, corruption and counterfeiting of means of payment 

and organised crime. 

Therefore, in this context, we are witnessing an unquestionable and more effective 

role of the European Parliament in preparing the regulatory acts, but not a real European 

competence in criminal area. 

From the analysis of the criminal cooperation rules we can find norms about 

particular forms of cooperation achievable exactly within the criminal field, rather than a 

real competence of the European institutions. 

We are clearly far from attributing a legislative competence to the European 

institution in the criminal area, with the following consequences about an efficient fight 

against cybercrime on the basis of what the European commission wishes in its various 

communications. 

 

5. CONCLUSIONS 
 

In light of the above, we must underline the substantial legal vacuum in that area 

and, to this day, the absence of a clear juridical category related to cybercrime, except for 

the Convention of Budapest n.185/2001. 

The main international instrument in this field is the Convention of the Council of 

Europe about cybercrime, which entered into force in 2004: it includes common definitions 

of different kinds of cybercrime and lays the foundations for judicial cooperation among 

participating States. 

Signed by all the European Union Members States and also non-European 

counties, such as the United States of America, Canada, Japan and South Africa, the 

Convention of Budapest of 23th November 2001 has still not been ratified by all States 

parties: some of these States, despite having ratified the Convention, have still not been 

ratified the Additional Protocol concerning racist or xenophobic actions by means of a 

computerised system. 

The above mentioned Convention has been drawn considering a necessary balance 

between anti-cybercrime needs and respect for fundamental rights and freedoms. It is 

divided into four chapters relating to the meaning of computer system, IT data, service 

provider and data transmission; rules on State-owned substantive and procedural measures; 

rules on international cooperation. 

The Convention aims to provide common matters of criminal law (substantive and 

procedural) about cybercrime and, in this way, to prearrange a rapid and effective system 

of international cooperation. 

However, the requirement of clear and predictable rules about the use of internet is 

always present, because freedom of network is not and cannot be synonymous with ñcyber 

anarchyò. On the contrary, just the existence of rules and, as a result, legal certainty in the 

technological context characterising the post-global era can guarantee the necessary 

freedom and neutrality of internet. 

Undoubtedly, the lawmaker has to face many difficult  challenges given from the 

technological progress: anyway, if  we really want to make internet a free and safe 

instrument for the exercise of the rights, the countries must assume their responsibilities 

and prearrange common rules for a global governance of internet and the implications 

connected to its increasing use.  
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Abstract 

 

This paper focuses on the course which further reforms of the security sector will take, a 

course in which the private security sector will have a significant role and position. A basic 

legal framework has been established for the sustainable development of the private 

security sector in terms of contemporary and global understandings of security. The 

security of the Republic of Serbia is facing new challenges (accession negotiations with the 

EU, the migrant crisis, terrorism, etc.) which require the development of new approaches 

and strategies, for all security subjects, as well as the activities of legal entities and 

entrepreneurs in private security. The measure used to assess security as a public good is 

the level of security of each citizen and society as a whole. That is the reason why public 

oversight and democratic and civilian control of the private security sector are significant, 

as they concern a general understanding of strategy and the system of security and the total 

subordinate legislation of this field, which are important for the overall completion of 

privatization processes in Serbia. 

Key words: public, oversight, private security, subjects, cooperation 

 

1. INTRODUCTION  

 

In the previous socio-political system (the period of SFRY), private security was 

not specifically defined because the system of national (public and state) security 

functioned within the concept of self-management socialism, with a pronounced 

ideological understanding of property (state and social) ownership and overall social 

relations. In such a socio-political system, security was achieved through activities of 

public and state security within the republicôs internal affairs bodies (later on Ministry of 

Internal Affairs), as well as at the federal level. These bodies had broad powers and were 

practically only responsible to the head of the party and state (ruling) structures. The 

socialization of the security function through the inclusion of a wide circle of subjects in 

the "system of national defense and social self-protection" was in practice ideologized and 

partially dysfunctional. There was no private property, and thus no legal possibilities for 

the functioning of private entities which could conduct matters of security. The Republic 

of Serbia formally entered into a multi-party political system with the disintegration of 

Yugoslavia and its political system of socialist self-management.  The privatization of 

former state-owned companies and the transformation of ownership in a number of 

different businesses represents new security requirements that increasingly point to a 

different perception of security and the need for an integrated security system in the 

Republic of Serbia, on an entirely new basis. In accordance with the present constitutional 
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and statutory provisions, a consistent security system is being rebuilt instead of the 

previous unsustainable concept (Milosavljeviĺ, 1997). 

The essence of private security
1
 is the provision of services, i.e., protection of 

persons, property and business operations, for legal entities and entrepreneurs that have the 

money to pay for it. The performance of these and detective activities
2
, may not be to the 

detriment of the rights of other citizens who are not the beneficiaries of these services. In 

other words, increasing the security of those who can pay for it may not lead to a reduction 

or may not jeopardize the safety of those who cannot. However, this is difficult to achieve 

in transitional societies with strong economic inequality, increased corruption and the 

presence of criminal elements. 

The most significant contribution in analyzing the situation and problems of the 

private security sector in Serbia has been, thus far, provided by the Center for Security 

Policy (formerly known as the Center for Civil-Military Relations) which, among other 

things, conducted research and whose recommendations are based on findings obtained 

from interviews with owners and employees of private security firms.
3
 

For the full implementation of the law from the field of private security, it is 

necessary to bring a greater number of subordinate legislation (regulations, directives, 

rulebooks, etc.), of which a larger number has not even been adopted yet (as of December 

2015). However, without them, you cannot register a security company, issue permits for 

the operation of centers for private security training, train staff and issue necessary 

licenses. The deadline for existing firms to do these activities has passed and a new 

deadline has been extended until January of 2017. Finally, control and supervision of 

private security has not been done well. The Ministry of Internal Affairs is required by law 

to exercise this control but the specific organizational unit has not been determined for 

performing this task, as such this control will be ineffective. We are led to these 

conclusions by the (bad) experience of neighboring Bulgaria. 

 

2. PUBLICITY OF WORK AND THE SCOPE OF PRIVATE SECURITY  

 

In the past twenty years (1993-2013) the Republic of Serbia has not had a law on 

private security which would regulate the most important area of the security sector. The 

consequences of this have been that some private security firms were established by 

individuals from the criminal environment who used them for racketeering and other 

illegal activities. They employed, for the most part, inadequate staff who either had no 

special training or they received training during mandatory military service, as well as 

experience in the wars of the 90s. The private security sector in Serbia has long been a 

reality and represents a real, existing force (over 30,000 employees are armed) which, with 

                                                           
1
  Law on Private Security, "Official Gazette of the Republic of Serbia" No. 103/2014, Article 2 

2
  Law on Detective Activity "Official Gazette of the Republic of Serbia" No. 103/2014, Article 3, 

Paragraph 1, Item 1 stipulates that "detective activities are activities classified in the field of 

administrative and supporting services in the branch and group of investigation activities including 

investigation and detective services and activities of all private investigators no matter for whom 

and what they investigate (detective activities). Investigation and detective services are activities of 

collecting data and their processing and transferring information   in compliance with this Law   and 

other regulations carried out by legal entities and entrepreneurs for detective activities as controllers 

and employed detectives as processors". 
3
  Key findings from research and recommendations "Private Security Companies in Serbia - Friend 

or Foe?", Center for Civil-Military Relations, Belgrade, 2008, pg. 13 and 14. 



25 
 

the expansion of the industry, is slowly but surely gaining the characteristics of power, 

which demands a different position from its position thus far. On the other hand, the 

"abandonment" of certain traditional tasks and authorities to private security which until 

now have been the monopoly of the State under precisely defined conditions, is also a 

measure of a society's democracy. 

The adopted laws on private security and detective activities have systematized 

important issues pertaining to private security. However, several facts are discouraging 

and suggest the contrary. Firstly, security checks of owners and responsible individuals 

have not been regulated well. Legal entities and entrepreneurs are not subject to a 

thorough security check, while responsible individuals are subject to checks prescribed by 

the Law on Weapons and Ammunition, which is superficial, and is not able to establish 

the existence of serious obstacles to security. Hence the risk that the registration of 

entrepreneurs, i.e., establishment of businesses, will still be carried out via individuals 

who do not meet all safety criteria.  The Serbian public is familiar with companies owned 

by Legija's wife, Darko Ġariĺ, Miġa Omega and Laza Bombaġ. In contrast to Serbia, 

Croatia's Law on Security Checks introduced a thorough security check for responsible 

individuals. 

There is no accurate database pertaining to the ill-treatment inflicted by members 

of private security, or agencies, whose employees have often participated in incidents. 

Public scrutiny of problematic companies may be to the benefit of the private security 

market as clients will not hire unprofessional companies and individuals. Citizenôs 

complaints, who were threatened by the illegal actions of members of private security 

firms, and the implementation of appropriate procedures (criminal, misdemeanor, 

disciplinary) will reduce the number of cases (there have been fatal cases) i.e., severe 

bodily injury, which will be a good indicator of the introduction of order and 

professionalism to this sector. 

The first step in the Republic of Serbia immediately after the independence should 

have been special legislation because what was in question were the new forms of 

activities pertaining to the protection of persons and property which has, in the European 

Union (EU) and the world, received in importance -public-private partnerships. This form 

of partnership
4
 in the Republic of Serbia has already appeared in certain areas of business 

activity while the "joining" of public and private sectors is being, increasingly, considered 

for the security sector. Therefore, we will be discussing some basic elements of the 

relations between the police and private security, as well as the establishment of new 

forms of partnerships between the police and private security, and oversight and control of 

work,
5
, which is the subject of the overall consideration in this paper.  

 

2.1. Place and role of private security in the security system   

Starting from the current legal definition, private security is an activity that 

includes the provision of services, i.e., the physical and technical protection of persons, 

property and business activities when these activities are not within the exclusive 

jurisdiction of State authorities. Legal entities and entrepreneurs who are licensed to 

perform private security duties cannot protect persons and property which are under 

jurisdiction of State bodies. 

                                                           
4
  Law on Public-Private Partnership "Official Gazette of the Republic of Serbia", No. 88/2011 

5
  Law on Private Security, "Official Gazette of the Republic of Serbia", No. 104/2013, Articles 70-

74. 

http://www.cins.rs/uploads/useruploads/Photos/infografik_vlasnici_firmi_za_obezbe%C4%91enje.jpg
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The National Security Strategy for the Republic of Serbia, Sections IV and V, 

states that subjects from the field of private security have an increasing responsibility in 

the implementation of internal security policy, along with the State and other bodies and 

institutions.  From the above, it is clear that private security is part of the security system 

of the State and its citizens. This approach and understanding of the private security sector 

means that it is becoming a specific social value. This is primarily reflected in the 

obligation (rights and duties) of the private sector to, in accordance with a contract,
6
 

protect the safety of people, facilities and assets of legal entities and natural persons not 

directly protected by measures and activities of State bodies. Therefore, what this is about 

is the protection of significant values with the application of certain legal norms, standards 

and procedures, and the respect of citizens' privacy and the protection of human and 

minority rights and freedoms guaranteed under the Constitution and other legislation. 

In the last decade, there has been an expansion of private agencies providing 

security services which, especially after 2000, was driven by new political processes. This 

period was marked by privatization and the transition to a market economy and the 

regulation of different forms of ownership: state, public, private, and so on (Daniļiĺ, 

Stajiĺ, 2008). For the most part, private security in the Republic of Serbia developed in two 

directions: first, the creation of private agencies that dealt with the protection of new 

"businessmen", politicians, celebrities and second, agencies concentrated with securing 

operations previously conducted by security services in state-owned companies, therefore 

protection of property, people and business operations.  The number of employees in the 

private security
7
 sector increased significantly. Owners of private security agencies 

directed more funds towards new technical resources and modern equipment while 

neglecting employee training, their standards and occupational health and safety. And 

despite the fact that certain provisions of several existing laws indirectly pertain to the 

activities of private security,
8
 special laws governing private security and detective activity 

have prevented greater problems in this sector. 

Specific problems which also affect the functioning of private security are: 

undefined contemporary categorical and conceptual apparatus in the system of internal 

security; total absence of subordinate legislation; insufficient partnership between the 

private sector and the police; and undefined concept of crime prevention at the national 

level, and therefore, a vision of the place and role of private security. 

A particular problem in the Republic of Serbia is private policing. If we strictly 

adhere to the definition of policing as a social concept, then we can say that we are at the 

very beginning of creating conditions for the establishment of a private policing model. At 

the same time, the private sector, as an integral part of the system of internal security, has 

certain disadvantages among which the most important are: undefined standards in 

carrying out its activities, insufficient training of employees in private security companies, 

                                                           
6
Law on Private Security, Article 20, and the Law on Detective Activity, Article 12 explicitly 

determines that private security or detective work may be carried out only on the basis of a written 

contract between the legal entity (entrepreneur) and service users.  
7
 According to incomplete data from the Serbian Chamber of Commerce, the Association for 

Private Security, in 2012, the ratio of private agency employees to uniformed police officers was 

1.5:1. 
8
  The Criminal Code, Criminal Procedure Code, Law on Police, Labour Law, Law on Public Peace 

and Order, Law on Public Gathering, Law on Weapons and Ammunition, Law on Classified 

Information, Law on Detective Activity, Law on Private Security, etc. 
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unregulated private security market and the lack of legislation as pertains to the 

cooperation between the public and the private security sector.  

 

2.2. Relationship models for public and private security 

When we speak about the relationship between the public and private security 

sector, then we should first address the normative framework and the necessary (honest) 

attitude of the police towards the private security sector. This relationship is primarily 

conditioned by the behavior of the police because, according to the current situation and 

activities undertaken in the security sector and the authority that the police still has, it is 

obvious that the State still enjoys a monopoly. For private security to be equally treated, 

and for cooperation to extend beyond simply providing assistance to police authorities, it is 

necessary to point out some forms (models) of cooperation which could be 

institutionalized. Given certain normative assumptions, relations between the police and 

private security could be included in the following models: a) independence b) 

competition, c) complementarity, g) cooperation and d) partnership (Kesic, 2007). 

Independence is an autonomous activity, as well as a responsibility, which implies 

that the private sector and the police have their own specifically defined tasks and where 

the private security sector exists according to special regulations. Competition may be 

observed through the relationship existing between the private security and the police, 

which lacks mutual trust. However, if such an activity has a legal basis it cannot represent 

competition but a contribution to the implementation of security tasks. The police have the 

ability to collect part of the services, or fees, for official escort and transportation of 

hazardous materials, weapons, money, securities, precious metals and other valuables and 

resources of the Republic of Serbia, in accordance with provisions of the 

Regulation.
9
Complementarity is where private security and the police exist on the market 

with clear boundaries and demarcations in the division of tasks while complementing one 

another in the implementation of its activities. Cooperative is based on mutual cooperation 

expressed through providing mutual support. This model represents one of the key factors 

in improving the safety of property and persons, in particular the protection of mandatory, 

secured facilities and facilities critical for infrastructure. 

Partnership should be reflected in a good relationship and mutual respect between 

the police and private security, where they achieve the highest level of cooperation. This 

model gives a clear picture of the police as a partner, which willingly defines the types and 

scope of works or services which it transfers to the private sector, which seeks this form of 

cooperation in order to make a profit, with the obligation to perform its legal obligations in 

a qualified manner. 

Security challenges for the public-private partnerships require joint action in the 

fight against terrorism, organized crime, security of property, protection during the 

transportation of cash and other valuables, protection of certain facilities, public order at 

public meetings and other events.  Reasons for cooperation are many while the challenges 

for the establishment of an effective and efficient cooperation are numerous and can be 

classified into three main groups: systemic, legal and professional challenges. 

Systemic challenges arise from an insufficiently regulated private security system. 

The traditional concept of security is still prevailing while the police are perceived as a 

                                                           
9
Regulation on fees for services provided by the Ministry of Internal Affairs. "Official Gazette of the 

Republic of Serbia", No.126/2014, Articles 4-9, (published November 14, 2014 05 No. 110-

13777/2014., in force as of January 01, 2015) 
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major, but no longer sole, actor providing security services.  Despite the fact that the 

statutory framework is still incomplete, preparation is under way for the necessary 

subordinate solutions under the jurisdiction of the Ministry of Internal Affairs, the fact is 

that, thus far, there hasnôt been any great interest in the modification of legislation in this 

field. 

Professional challenges should be based on the perception that in addition to the 

police, the private security sector too has the mandate to be in the "service of citizens". The 

perception that the police is a force, and not a separate profession, has not quite been 

overcome while inherited organizational culture and values change slowly so that members 

of the police force still perceive themselves as the only responsible security entity. The fact 

that the police are not able to confront contemporary security challenges is what needs to 

be emphasized with the involvement of non-state actors.  

 

3. PUBLIC OVERSIGHT AND FORMS OF CONTROL  

 

Public oversight of security policy
10

 can be defined as public overseeing and 

assessment of activities of armed forces and State institutions participating in security 

policy. Public oversight should be implemented by State authorities and institutions, within 

the national security system, where a special place belongs to legislative bodies, executive 

power, judiciary and others. It is especially important that the public, citizens, the media, 

trade unions and other organizations and associations, as well as independent entities that 

have an interest in providing services in the field of private security, take part.  Bearing in 

mind that safety is a public good, modern challenges, risks and threats necessarily manifest 

themselves through military, political and economic pressures, while one must not ignore 

social, environmental and other circumstances that affect the safety of all citizens and their 

property. The public should be informed and participate in the debate and assess the 

achievements (activities) in the actions of all entities, both public and private security. 

 

3.1. Assembly oversight 

The National Assembly has oversight mechanisms over the security sector, 

primarily via two parliamentary committees through which it supervises the military, 

police and security services. There is no law which prescribes parliamentary oversight over 

private security but this institution indirectly controls how the Ministry of Internal Affairs 

(executive power) conducts oversight over this sector. Powers and mechanisms are 

available to the deputies so that there are no normative obstacles for them to be applied. 

However, to date, the delegates have not used these mechanisms. The National Assembly 

rarely deals with the oversight of the security sector (mainly through the adoption of 

annual reports), while it only dealt with the private security sector during the adoption of 

the Law on Private Security and the Law on Detective Activity. 

 

3.2. Monitoring and control of executive power 

Analysis of the Law on Private Security and Detective Activity identified those 

areas which the Ministry of Internal Affairs supervised and, consequently, the areas of 

interest for the delegates. How efficiently the MIA conducts its control and how it 

contributes to the responsible management of this sector is becoming important not only to 

                                                           
10

 Glossary, Public Oversight of Security Policy, Centre for Civil-Military Relations, Belgrade, 

2010, p. 2 
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the executive but also to the legislative branch. Monitoring and control
11

exercised by 

MIA (police) are particularly important when it comes to the overall relations between the 

police and private security. Preventive measures and control over the implementation of 

statutory provisions on private security, and on detective activities, are carried out by 

authorized police officers. In exercising supervision, they have the right and duty to: check 

the manner of keeping and carrying firearms; check the physical and psychological ability 

and qualifications of security officers to safely handle firearms; and to, if necessary, carry 

out other actions that provide immediate and unannounced insight into performing the 

duties of private security. 

Authorized police officers of MIA have the right and duty to temporarily ban, 

legal entities and entrepreneurs with a license for performing the duties of private security, 

from conducting any further activities and to temporarily stop security officers from 

performing the duties of private security. They may do this if they find that security 

officers or detectives are working without the necessary license or authorization, without a 

signed contract, without the necessary personnel or technical conditions, in an incompetent 

and unprofessional manner, and contrary to a received order. 

The order for the execution of a measure, for the legal entity and entrepreneur to 

rectify an irregularity, the authorized police officer issues with a decision. The deadline for 

the execution of the measure cannot exceed 60 days. In addition, the authorized police 

officer may instruct the individual to go for a medical examination if there is reasonable 

doubt that the individual no longer meets the psycho-physical requirements for carrying 

out his / her duties. Against this decision an appeal may be submitted to the Minister of 

Internal Affairs. 

The Minister of Internal Affairs may, in the interest of developing a partnership 

and establishing cooperation with associations of legal entities and entrepreneurs involved 

in activities of private security and security officers, in accordance with the new standards, 

establish a special working group via a decision - Expert Panel for the Improvement of 

Private Security and Public- Private Partnerships in the Security Sector. This will 

contribute to improving the performance and strengthening the reputation of this important 

profession in the field of private security by monitoring the legality, professionalism and 

efficiency of its work. Registered associations of legal entities and entrepreneurs propose 

its own members as candidates for members of the Expert Panel for Promoting Detective 

Activity, i.e., private security
12

, to the Minister.  

 

3.3. Judicial control 

The first form of control is immediate judicial control, which is reflected in the 

jurisdiction of the courts to decide on criminal and misdemeanor cases where security 

officers and detectives appear as perpetrators of crimes and offenses conducted during the 

execution of official duties. The same situation exists with civil cases initiated by citizens 

seeking damages. Another form of control is indirect control reflected in the court's right to 

decide on the legality of certain subordinate legislation (statute, regulations, directives, 

decisions) of legal entities and entrepreneurs in private security, which they consider in 

separate court proceedings (administrative disputes). According to our statutory 
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Law on Private Security, Articles 70-74, regulates in greater detail the rights, powers and 

procedures for exercising supervision over the work of security officers with regard to professional 

conduct of activities, keeping and carrying firearms, and others. 
12

Law on Private Security, Article 75, and the Law on Detective Activity, Article 26. 
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regulations, judicial protection is available from the consequences produced by illegal acts 

for constitutionally guaranteed rights and freedoms of employees (security officers, 

detectives). 

 

3.4. Internal control  

Internal control of detectiveôs and security officerôs work, in accordance with the 

law and internal bylaws (statutes, regulations, guidelines, procedures, contracts, etc.), is 

conducted by managers at all levels within a legal entity, i.e., company.
13

The aim of the 

control is insight into the lawful execution of tasks; accuracy, orderliness and promptness; 

and respect for internal order and work procedures. Employer (responsible individual, 

manager) prescribes the manner and form for performing internal control of work. In 

exercising control, planned and correct performance of work tasks should not be interfered 

with. During the management process, various forms of control can be applied by 

managers: oral briefing; working meetings (board meetings); performance monitoring 

(surveillance, monitoring, tracking indirectly through video surveillance or 

communication means); visits and presence at the workplace; access to documentation and 

records; as well as conducting interviews and collecting information (from subordinate 

managers or directly from the investigator or security guards). By performing controls, the 

basic meaning of management is achieved while everyday application improves lawfulness 

and professional performance. 

 

3.5. Other forms of control 

The power of influence, which the public, the media, political parties, interest 

groups and other organizations have depend on the degree of democratization of overall 

social relations in our society. They affect the level of confidence, or lack thereof, in the 

work of state bodies, including private security.  The public has a lot of influence, and in 

the wider social environment, which includes private security, public opinion is created as 

a specific form of influence on work and legal action. Media, as a means of transferring 

information, gives a significant contribution to the creation of public opinion. Independent 

and free press, by voicing public opinions and attitudes and criticizing abuse by security 

officers, can contribute to improving the performance of this profession but should not be 

the main "controller" in monitoring the work of private security. Radio and television also 

has an important role in controlling by gaining insight into the work of private security 

(direct recording, reports, and press releases). Political parties in their activities, or 

interests, often have private security regardless of whether they are currently in power. In 

our country, the influence of political parties on controlling the operations of private 

security can be expressed through the National Assembly, the Government or appropriate 

bodies of these organs, which falls under formal control. However, informal control by 

political parties can be very constructive but it must be principled in attitude towards 

everyone in security, including private security. 
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Law on Detective Activity (Article 16), stipulates that the responsible legal entity (entrepreneur) in 

a detective activity must report to a police administration the use of firearms by detectives, and 

Articles 22-25 oversight by the Ministry of Internal Affairs. Law on Private Security (Articles 22-

25) stipulates that the responsible individual must inform the relevant police administration in the 

event force was used by security officers, while Articles 70-76, the right to oversight and control by 

MIA over the work of legal entities and entrepreneurs in private security. 
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4. CONCLUSION 

 

In the traditional concept of security, the State set the rules and framework for 

police actions and secured the necessary resources and conditions for its work. That was 

State monopoly over all forms and measures of crime prevention, maintaining order and 

other activities which caused, at one moment, the State to not be able to respond to modern 

challenges and threats. Through the transition process and the strengthening of private 

security, there is a need for the establishment of appropriate relations between State and 

non-state security subjects. The involvement of the private security sector in protecting 

persons, property owned by private business, protection of critical infrastructure, allows 

the police to divert their resources to organized crime and other serious forms which 

compromise security. Exchange of information, cooperation and mutual assistance, as well 

as trust and fairness between the public and private security sector will contribute to this. 

There are also substantial systemic, legal and professional challenges to establishing this 

cooperation. Public oversight and control over the work of members of private security, 

through all forms of formal (immediate) and informal (indirect) control will contribute to 

the reputation and legality of work being at a highly professional level. Improving 

knowledge, skills and good practices should be a constant concern of employers, managers 

and other responsible parties, which is important for the completion of the security 

privatization process. Public-private partnership in the security sector would be one of the 

most important issues in the reform of the security sector in Serbia.  
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Abstract 

 

Critical infrastructures usually include those assets and services which are essential for the 

country, and the disruption or destruction of which would have a significant impact on the 

national security, economy, vital social functions, health, protection as well as social well-

being, as assessed by the criteria of the government of the state. Owners or operators of 

critical infrastructures are state bodies, companies, institutions and other organizations 

responsible for investing in or responsible for the operation of a particular infrastructure 

capacity, system or part thereof. Since many of assets and services are not of state property 

or organised by the state, governments usually regulate the protection of critical 

infrastructures by legislation, defining who and in to what extent is obliged to carry out 

measures for the protection of critical infrastructures. This is the opportunity for private 

security firms since rare institutions, companies and even state bodies are capable to 

organise security on their own. In the article, a comparative study of Macedonia and 

Slovenia regarding the protection of critical infrastructures with special emphasis on the 

role of private security is presented. The paper comprises comparative analysis of the legal 

documents and practices of critical infrastructure protection in both countries. Although 

the critical infrastructure protection in Macedonia is relatively new field of work within 

private security, a steady growth and development in the last decade can be observed, 

while   Slovenian private security has played quite important role in critical infrastructure 

protection long before Slovenian government designated both, the European critical 

infrastructure located in Slovenia, as well as critical infrastructure of national importance.  

Keywords: critical infrastructures, private security, Macedonia, Slovenia 
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1. INTRODUCTION  

 

Infrastructures, by nature, are multi-purpose and may represent assets for 

indeterminate goals (Fister, 2013). According to Lewis (2006), the expression critical 

infrastructure came into use in scientific works as late as in 1997, even though the concept 

of critical infrastructure has been developed in practice since as early as the 1960s. 

Radvanovsky (2006) claims that the infrastructure was first understood as systems, which 

are physically and logistically separate and only co-dependent in a very small part. More 

and more modern definitions, however, explain critical infrastructure as a system of tightly 

interconnected and co-dependent elements. 

Schulman in Roe (in Prezelj, 2010) define critical infrastructure as fundamental 

capacities, technical systems and organisations, which ensure a large spectrum of social 

activities, goods and services. It can be divided into individual sectors, which can further 

be split into industries (e.g. in the case of the transportation sector, air, land and sea 

transportation), services (e.g. in the case of telecommunications, wired, wireless and 

broadband services), or simply, generally, into products (Reinermann and Weber, 2003). 

The critical infrastructure protection is relatively new concept in security, which 

gained in importance and entered in security vocabullary especially after the devastiting 

effects of terrorist attacks in New York on 11 September 2001. These attacks proved the 

security importance of what is called critical infrastructure, showed the vulnerability and 

negative implications of their ednangerments and also, proved the vital role of private 

security in critical infrastructure protection, both in regular (peacefull) times and in 

emergencies. Many schollars see the role of private security in critical infrastructure 

protection within the concepts of corporate security and public-private security 

partnerships (Danichic and Pilipovic, 2015: 94 - 95; Dorevski, 2013: 288; Bakreski, 

Trivan, Mitevski, 2012: 61-62). 

The critical infrastructure protection falls within the areas of work of private 

security which are considered as the most responsible and demanding. At the same time, 

the engagement of private security entities in securing critical infrastructure tell us 

convincingly about the degree of development of private security sector and the confidence 

gained amongst the public in general. Since critical infrastructure protection deals with 

securing the most complex production and communication systems which are of crucial 

importance for the economy and society, it also implies high degre of mutual trust between 

private security entities and other sectors of the security system. The critical infrastructure 

protection is aimed at securing the most vital resources of a country and it presupposes the 

use of highest and most sophisticated activities and means of protection. The ASIS 

International defines critical infrastructure as ñthe sophisticated facilities, systems, and 

functions, which include human assets and physical and cyber systems, that work together 

in processes that are highly interdependent to provide the foundation for our national 

security, governance, economic vitality, and way of lifeñ 

(https://www.asisonline.org/Membership/Library/Security-Glossary/Pages/Security-

Glossary-C.aspx). 

Critical infrastructure is commonly understood to encompass physical assets, 

networks or organisations whose disruption or disabling would cause severe, lasting 

damage to social and economic life.  Various national authorities have drawn up broadly 

similar lists of economic sectors which are covered by this definition: they generally 

include energy, water and food supplies, waste management, key transport networks 

(major airports and rail interchanges), financial institutions and cash supply, health 
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services and state emergency response organisations.  Across EU Member States and their 

neighbours, this critical infrastructure is very often managed through some type of public-

private ownership (CoESS, 2010: 5).  Of course, there are successfull examples of critical 

infrastructure protection where private security secures most of the critical infrastructure, 

with control, oversight and necessary coordination with state and its security institutions.  

Such is the exemple with many EU countries, as well as with Republic of Macedonia. 

The Republic of Macedonia saw a two decades of steady development of private 

security, with an emphasis of the very strong and continuous growth and development of 

securing persons and property activity.  This development, viewed mainly through the 

resources for providing satisfactory degree of securing property, started to be recognized 

from the beginning of the last 15 years and it coincided with the adoption of the special 

legislation on private security at the end of 1999 and the formation of the Chamber for 

securing persons and property (nowadays Chamber for private security) in 2000.  The 

security authorities of the country saw the real potential of the private security sector 

(subsystem) in providing the needed degree of security even to the most complex 

production and transportation systems that are enumerated among the notion of critical 

infrastructure protection.  Thus, they gained the trust from the government and the security 

system to take the responsibility to protect these complex and vital systems. This can be 

confirmed through the private security legislation provisions and bylaws, where we can 

find regulation concerning critical infrastructure protection provided by the private security 

entities.  By doing this, the Republic of Macedonia is trying to keep step with the other 

countries in the Balkans and wider that also saw the potential of using the private security 

in successful critical infrastructure protection in the prior decades. 

Private security in the Republic of Slovenia has a tradition, older than the 

independence of the country itself, as the roots of the process of private security 

development reach far into the period of the protection of social property, as this type of 

activity was called at the time. It was managed with the regulations on general people's 

defence and self-protection. Ļas (1995) is of the opinion, that private security appeared, 

when an individual began to protect his life and property on his own. Only later did he rely 

on someone else, who could offer suitable protection in exchange of a payment of sorts. 

Viewing the development of private security this way, we can also find, that private 

security appears as the "younger" partner to state or public police (Peļar, 1992). 

Slovenian private security developed successfully and quickly through the last 

twenty five years, considering that it had no tradition, experience and mainly, that it 

operated in conditions of a changing political, economic and social system during the 

transition from socialism to a system of western liberal democracy. With early regulation 

of the field of private security and the adoption of system legislation in 1994, Slovenia 

became the leading post-socialist, and one of the leading European countries regarding 

normative-legal regulation of private security (Sotlar and Ļas, 2011). On the other hand, 

Sotlar and Ļas (2011) warn, that certain further interventions in the area of legal regulation 

of private security, in the years 2003 and 2011, were too deep. Thus, on one hand, private 

security is unnecessarily overly state controlled, as the country takes over more and more 

tasks and responsibilities, and on the other, the security personnel is given the authority, 

which many in the west can only dream of. 

When talking about the relation between private security and critical infrastructure, 

we cannot bypass the fact, that Slovenia as a state, as early as in 1994, by adopting the 

Private Protection and Obligatory Organisation of Security Services Act (1994), 

recognised the potential for the protection of critical infrastructure with the very name of 
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the law. In the ensuing years, through laws and bylaws private security was additionally 

exposed as a serious and important partner in the field of ensuring security and thus also 

protecting critical infrastructure. 

 

2. OVERVIEW OF THE LEGI SLATION ON CRITICAL 

INFRASTRUCTURE PROTE CTION  IN THE REPUBLICS OF 

MACEDONIA AND SLOVEN IA  

 

2.1 Republic of Macedonia 

Speaking generally, Republic of Macedonia has not adopted special legislation on 

critical infrastructure protection.  Instead, the network of laws regarding the CIP gravitate 

over the Ministry of Interior, Ministry of Defense, Ministry of Transport and 

Communication, Directorate for Protection of Classified Information, Crisis Management 

Center, Protection and Rescue Directorate as well as private security entities.  Also, there 

is no legal document in Macedonia that contains summarized list of critical infrastructure 

(Aleksoski & Hadji-Janev, 2013: 688; Jovanovski &Hadji-Janev, 2014: 147; Hadji-Janev 

& Slaveski, 2011: 77-80). 

The Republic of Macedonia, to a certain extent, has followed the trend of 

regulating the engagement of private security in protecting critical infrastructure. Although 

the new Law on private security from 2012 does not mention the protection of critical 

infrastructure at all, there is a bylaw that in fact recognizes and regulates this issue, 

although does not recognize it under the generic notion of critical infrastructure (Collection 

of Regulations in the area of private security, 2013). Namely, the Decision for mandatory 

private security (full name being Decision for determining legal entities which are obliged 

to have private security) regulates the protection of some vital and crucial societal values 

by the private security entities. Amongst the listed values that must be protected by 

mandatory private security are also the energetic sector, water supply sector, transportation 

facilities and other vital values, which fall within the definition of critical infrastructure 

protection. For instance, the Decision determines that water supply entities as well as 

electricity production and supply entities must be protected by private security.  It is 

interesting that the Decision leaves room for the critical infrastructure entities to choose 

whether they would protect their assets and values by themselves (proprietary security) or 

by hiring private security entity (contract security). However, all critical infrastructures 

entities must have their values secured since they are considered to be too much vital and 

important to be left unprotected.  This is especially fundamental in a situation where the 

state could not provide effective and needed degree of their protection and where all 

critical infrastructure entities are facing more complex and dangerous risks, threats and 

encroachments.  Also, we must not omit to say that this kind of decision is not a novelty in 

Macedonian private security legislation.  A Decision similar to the existing one was also 

part of the previous legislation on private security.  The difference between these two 

Decisions can be observed only in the extent, meaning that the existing Decision covers 

much more vital values that must be protected by private security than the previous 

Decision provisioned (Gerasimovski and others, 2014: p. 126-127). 

It is inevitable to stress again that this Decision, as well as Law on private security 

in general, neither mention nor define the notion of critical infrastructure protection.  Only 

the Decision recognizes this indirectly, through the protection of institutions and values 

that belong to the sphere of critical infrastructure protection.  As a matter of fact, chapter 6 

of the Law on private security defines the mandatory private security in articles 44 and 45 
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(Law on Private Security, 2012).  Article 44 states: ñThe Government determines the legal 

entities which are obliged to have private security if their activity is related with: 

radioactive materials and other materials considered dangerous against people and 

environment; items and objects of special cultural and historical significance, as well as in 

other cases where it is of interest of security and defense of the countryò. Although this 

article does not give exhaustive list of values that fall within mandatory private security, it 

hints some of the most important values of critical infrastructure of the country that must 

be protected by mandatory private security.  The next article 45 regulates the possibility for 

the legal entity either to have its own security, or to hire private security, i.e. private 

security agency.  Actually, these two articles from the Law are kind of introduction to the 

Decision for mandatory private security that regulates more thorough which values are 

considered worth enough to have mandatory private security, though, they are not 

recognized by their right name as critical infrastructure.  Namely, the Decision mentions 

these legal entities, besides the abovementioned, which carry out activities that deal with 

important vital societal values, and, which, by any definition, belong to what is called 

critical infrastructure protection and must have mandatory private security (Decision on 

determining legal persons which are obligated to employ private security, 2013; 

Mojsovska - Petrova, 2013).  Thus, the Decision enlists these legal entities: 

¶ Legal entities registered for activities related with ionizing radiation and radiation 

security (art. 1, par. 1); 

¶ Legal entities registered for production and trade with drugs and medical aids, as 

well as legal medical institutions from secondary and tertiary health care (art. 2, 

par. 2); 

¶ Legal entities registered for production and trade with flammable liquids and 

gasses (art. 1, par. 3); 

¶ Legal entities registered for transportation of dangerous materials (art. 1, par. 4); 

¶ Legal entities (private and state) which deal with protection of cultural heritage 

(art. 3); 

¶ Legal entities registered for production, transfer and distribution of electricity, 

i.e., energetic sector (art. 4, par. 1); 

¶ Legal entities registered for activities related with water supply (art. 4, par. 2); 

¶ Legal entities registered for activities related with protection and governing with 

protected natural and living environment (art. 4, par. 3); 

¶ Macedonian Radio Television (art 4, par. 4); 

¶ National Bank of the Republic of Macedonia (art 4, par. 5). 

 

As it is known, the Republic of Macedonia is in the process of joining the EU, but 

it is still an associate member, not a full member of EU. Therefore, some of the EU legal 

acts do not oblige Republic of Macedonia until full membership is achieved. It is similar 

with the legal documents adopted by EU which regulate critical infrastructure protection.  

For instance, The European Union has recently started initiatives in the field of critical 

infrastructure protection.  The Council of Europe in 2008 has adopted the European 

Critical Infrastructure Directive 1 which focuses on so-called óEuropeanô critical 

infrastructure (ECI) ï assets or systems whose disruption would have a major impact on at 

least two EU Member States, or a Member State other than the one in which the asset or 

system is located.  The Directive mandates Member States to identify all such 

infrastructure, ensure a risk assessment is carried out for all its elements and to ensure an 
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Operator Security Plan (OSP) is drawn up (CoESS, 2010, 6).  Since, as we noted, Republic 

of Macedonia is not an EU member state, this legislation is not obligatory for the country.  

But, on the other side, considering the aspiration of Republic of Macedonia towards EU, 

the country should start preparing for adoption and harmonization of this legislation as 

soon as it will be needed as the process of joining the EU intensifies.  Also, the Chamber 

for private security of Republic of Macedonia is already a member of CoESS 

(Confederation of European Security Services), the biggest and most relevant association 

of private security entities in Europe.    

 

2.2 Republic of Slovenia 

The Republic of Slovenia is not exactly a model of critical infrastructure 

protection, as the Government of the Republic of Slovenia only defined the critical 

infrastructure of national importance in 2014 (Ministry of Defence of the Republic of 

Slovenia, 2014). However, looking into the past, we find that the state, indirectly, through 

the management of the field of private security and the field of defence, wished to partially 

protect the critical infrastructure (certain buildings and areas) as well. Thus, the Republic 

of Slovenia, with various laws and bylaws, mainly with the Private Protection and 

Obligatory Organisation of Security Services Act (1994),  the Private Security Act (2003), 

the Private Security Act (2011), the Defence Act (2004), the Decree on Obligatory Setting-

up of Security Service (2008), Decree on Obligatory Setting-up of Security Service (2012), 

and the Decree on European Critical Infrastructure (2011), complied with, at least, the 

minimal standards of protection of the critical or significant infrastructural areas in the 

Republic of Slovenia. 

The Government of the Republic of Slovenia, with a decree from the 28th 

September 2012 and 9th January 2014, laid out the basic sector criteria for critical 

importance, in order to define the critical infrastructure of national significance in the 

Republic of Slovenia. Among other things, the government, in the formation of criteria for 

the definition of critical infrastructure, stemmed from the danger of inoperability of critical 

infrastructure, which may have a significant influence on the functioning of the state 

economy, population and other stakeholders in the Republic of Slovenia. 

The basic criteria for the definition of critical infrastructure of the Republic of 

Slovenia, defined by the government of the Republic of Slovenia, include:        

¶ critical infrastructure which, due to inoperability, causes or influences the death of 

a number of persons larger than 50, 

¶ critical infrastructure which, due to inoperability, causes significant effects on the 

health of the population in the scope where over 100 persons have to be 

hospitalised for over a week, 

¶ critical infrastructure which, due to inoperability, causes damage, destruction of 

activities, buildings or areas which influence the national security of the Republic 

of Slovenia to the point, where defence, internal security or safety measures 

regarding natural and other disasters are inhibited, 

¶ critical infrastructure, which, due to inoperability, influences the performance of 

economic or other activities in the scope of causing damage or profit loss of over 

10 million Euro daily, 

¶ critical infrastructure which, due to inoperability, influences the inhibition of 

potable water or food supply for over a week, for a population exceeding 100,000 

persons, 
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¶ critical infrastructure, which, due to inoperability, influences the termination of 

power supply for 3 days or earth gas for over a week for a population exceeding 

100,000 persons, 

¶ critical infrastructure, which, due to inoperability, influences the termination of 

supply with petroleum products for over a week, for a population exceeding 

100,000 persons, 

¶ critical infrastructure, which, due to inoperability, causes severe damage on land or 

sea living space in an area exceeding 100 ha, 

¶ critical infrastructure, which, due to inoperability, causes an information or 

communication blackout of operational support for other critical infrastructures for 

up to 24 hours, 

¶ critical infrastructure, which, due to inoperability, causes cross-border 

consequences in other countries regarding previous criteria (Act of the 

Government of the Republic of Slovenia no. 802-15/2011-6 from 28th Sept. 2012 

and Act of the Government of the Republic of Slovenia no. 80200-2/2013/3, from 

9th Jan. 2014). 

In this way, the government defined what is important for the Republic of Slovenia 

from the perspective of increased provision of security through various measures, 

including the definition of liable parties based on the Decree on Obligatory Setting-up of 

Security Service (2012). 

Based on the fundamental criteria for the definition of critical infrastructure, the 

following sectors of critical infrastructure were defined for the Republic of Slovenia: 

¶ sector of critical infrastructure ensuring energy support, 

¶ sector of critical infrastructure ensuring traffic connections, 

¶ sector of critical infrastructure ensuring food supply, 

¶ sector of critical infrastructure ensuring potable water supply, 

¶ sector of critical infrastructure ensuring health care, 

¶ sector of critical infrastructure ensuring finance, 

¶ sector of critical infrastructure ensuring environment protection, 

¶ sector of critical infrastructure ensuring information and communication support  

(Act of the Government of the Republic of Slovenia no. 802-15/2011-6 from 28th Sept. 

2012 and Act of the Government of the Republic of Slovenia no. 80200-2/2013/3, from 9th 

Jan. 2014). 

Taking into consideration all listed criteria, as well as the provisions of the Decree 

on European Critical Infrastructure (2011),
1
 which was, among other things, the foundation 

for the preparation of above described sectors and criteria for the definition of critical 

infrastructure, we may conclude, that the awareness of the importance of protecting critical 

infrastructure with the decision makers of the Republic of Slovenia has been somewhat 

raised and thus, at least on a normative level, defined the means of protection and action. 

  

                                                           
1
 The Decree on European Critical Infrastructure (2011) actually only defines two sectors - 

"Energy" and "Traffic". The energy sector consists of subsectors "Electric power", "Oil" and "Gas", 

while the traffic sector consists of the subsectors "Road traffic", "Railway traffic", "Air traffic", 

"Continental waterway traffic" and "Trans-ocean and short-distance sea traffic, and ports". 
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3. THE ROLE OF PRIVATE SECURITY IN CRITICAL  

INFRASTRUCTURE  PROTECTION ï THE PRESENT SITUATIO N AND 

PERSPECTIVES FOR THE FUTURE     

 

3.1 Republic of Macedonia 

It is clear nowadays that most EU Member States, as well as other European 

countries, have dedicated much attention to the issue of national critical infrastructure 

protection. Many national programmes and policies exist in this field. However, CoESS 

believes that these programmes and policies still remain too much on a political level and 

do not provide sufficient guidelines or directions/instructions for the actual day-to-day 

security and protection of critical infrastructure. Moreover, considering individual 

countriesô policies, one has to conclude that these policies vary widely as to definition, 

objectives and approach (CoESS, 2010: 7). 

The Republic of Macedonia is one of the countries that still does not have neither 

clear definition, special legislation or policy on critical infratructure protection.  

Everything seems to be pretty undefined, confusing and scattered througout various legal 

documents, institutions which do not recognize the notion of critical infrastructure and the 

vital need of their protection.  Nevertheless, it seems that private security stays on the 

forefront of a more serious societal wave that should sensitize the society to be more aware 

and organized in approach and security treatment of this fundamental sphere of protection. 

So far, there are two ways of critical infrastructure protection provided by private security: 

in-house and contract private security. There are no hybrid ways of critical infrastructure 

protection, meaning public-private partherships in this field still remain unrecognized and 

undeveloped modality. Moreover, public-private security partnerships in Republic of 

Macedonia exist mostly in declarations of good will and readiness for closer cooperation 

between police and private security, while they are not part of any legislative act 

concerning private security and there are no organized, systematic and important forms of 

public-private partnerships in practice (Gerasimoski, 2013: 41). 

Very important feature of critical infrastructure protection in Republic of 

Macedonia is that the practice, as many times before, proved to be going ahead compared 

to legislation.  Indeed, private security entities protect most of what is considered as 

critical infrastructure protection and it gains in importance as the time passes.  Today, 

thereôs no serious and vital critical infrastructure in Republic of Macedonia that hasnôt 

been protected, mostly through private security sector.  A brief look at the present situation 

in this field can prove this claim.  For instance, most of the critical infrastructure of the 

country has been protected by the biggest private security agencies in Republic of 

Macedonia such as NIKOB, SGS, OSA, MDN Security, Perpetuum Mobile.  We can see 

this through their presence in practice and through their list of clients on their respective 

websites, as well as by their everyday presence and activities.  The Chamber for private 

security of Republic of Macedonia counts 45 private security agencies, out of which 25 

have web pages.  Out of these 25 webpages 16 are active and 9 non active. We noted that 

only 8 private security agencies have reference lists of their clients on their websites and 

all of them have at least one or more clients that fall within the category of critical 

infrastructure.  This 8 private security agencies are actually the biggest and most important 

in Macedonia contract security market which proves the thesis that securing critical 

infrastructure requires a lot of resources, both human and technical.  The above mentioned 

private security agencies secure critical infrastructure facilities such as electricity 

production, transfer and distribution facilities like EVN, ELEM and MEPSO, water supply 
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companies in almost every town of the country, Skopje and Ohrid airports, bus and railway 

stations, financial institutions amongst which the biggest banks (Stopanska Banka, 

Tutunska Banka, Komercijalna Banka, Sparkasse Banka, Procredit Banka) and insurance 

companies (A.D. Osiguritelna polisa, Evroins Osiguruvanje, Vardar Osiguruvanje, Triglav 

Osiguruvanje, Winner Osiguruvanje etc.), museums and other cultural institutions 

throughout the country (such as the Museum of Macedonia, Museum of Contemporary 

Art, Museum of the city of Skopje), etc.  It is also clear that most of the critical 

infrastructure has been protected by private security agencies and less by proprietary (in-

house) security.  Then, physical and technical security are the main security services 

offered to this clients, but we also have to mention that in the last years risk assessment 

started to be recognized as very important service and the one that can significantly 

improve securing of critical infrastructure. 

However, it is still in its beginnings and there is a vast space for its development in 

the future. 

Taking into consideration the previous state in this field, the development of 

critical infrastructure protection in the neighboring countries and customer preferences, it 

is evident that the critical infrastructure protection in Republic of Macedonia has much to 

achieve in the period ahead.  The perspectives can be seen in the following: 

¶ Acknowledgment of critical infrastructure protection as generic security and legal 

term; 

¶ Adoption of legislation on critical infrastructure protection on national level and 

harmonization of legislation with domestic, as well as with the adequate 

international legislation; 

¶ Establishing public-private security partnerships in critical infrastructure 

protection with special emphasis on coordination of activities in emergencies 

(Gerasimoski, 2014: 365; Bakreski, Danichic, Keshetovic, Mitevski, 2015: 166, 

167, 173); 

¶ Creating special training programs and providing licensing for critical 

infrastructure protection; 

¶ Broadening the extent and variety of security services offered to critical 

infrastructure clients by private security agencies (such as critical infrastructure 

databases, risk assessment; exchange of information concerning critical 

infrastructure protection on day-to day basis; developing of effective preventive 

strategies and measures, etc.); 

¶ Providing constant monitoring and evaluation of the successfulness of critical 

infrastructure protection by different security providers. 

 

3.2 Republic of Slovenia 

A direct connection between the protection of critical infrastructure and private 

security in the Republic of Slovenia can be found in Article 69 of the Private Security Act 

(2011), which, in the first paragraph, defines the purpose of the Decree on Obligatory 

Setting-up of Security Service (2012), which is the establishment and organisation of 

protection in business companies, independent individual entrepreneurs, institutes, state 

authorities, public agencies, organisations and legal and material persons, considered liable 

(hereinafter: liable entities), performing activities which are of such importance for the 

state, that they warrant protection in compliance with the Private Security Act (2011), as 
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well as the Decree on Obligatory Setting-up of Security Service (2012). This includes 

activities, which: 

¶ use or store radioactive substances, nuclear fuels, waste and other substances and 

devices, harmful for people and the environment, 

¶ manage capacities, systems or parts thereof, that are essential for the maintenance of 

key social functions, health, security, protection, economic and social welfare of the 

people and those, the failure or destruction of which would have serious consequences 

for the national security of the Republic of Slovenia due to inability to maintain these 

functions (traffic, energy, telecommunications), 

¶ store archives and items, which represent cultural heritage, 

¶ manage public airports or seaports for international public transit or carry out 

transportation in the international air or sea traffic, or 

¶ are essential due to special security reasons (Private Security Act, 2011). 

Security must also obligatorily be organised by subjects, who, in an individual 

building, directly deal in cash and other valuables, worth at least 200.000 Euros, including 

banks, savings banks, currency exchange offices, casinos, gambling halls, post offices and 

subjects, dealing in other financial services or directly dealing with valuables (Private 

Security Act, 2011). 

Several terms can be identified when naming stakeholders of the critical 

infrastructure, including mainly "liable entities according to the Decree on Obligatory 

Setting-up of Security Service", "critical infrastructure" and "buildings of special 

significance for the state". The terms, in our case, have the same meaning, as they mean 

buildings, environments and capacities, where the state has an interest in protecting them 

according to a specific protocol, set out by the Private Security Act (2011) and the Decree 

on Obligatory Setting-up of Security Service (2012), as any damage or destruction thereof 

would have serious consequences for the national security. 

The protection itself, as well as the planning of protection for liable persons, as 

defined by the Decree on Obligatory Setting-up of Security Service (2012), may be carried 

out only by the private security service providers, which fulfil the conditions, defined by 

the Private Security Act (2011). Should a liable entity wish to organise protection on their 

own, they must acquire a license
2
 for the carrying out of private security activities, in 

accordance with the provisions of the Private Security Act (2011). 

Considering the fact, that the protection of certain liable entities is arranged with 

special regulations (nuclear and radiation safety, courthouses, airports, seaports and 

others), protection may be organised in accordance with these regulations, provided they 

include at least procedures, tasks and security measures, equivalent to those, required by 

the law which manages private security and the Decree on Obligatory Setting-up of 

Security Service (2012). The purpose of this Decree is to ensure at least uniform security 

measures, as well as to ensure an uniform interpretation of security measures, as individual 

                                                           
2
 The licenses for the performance of private security services are issued by the Ministry of Internal 

Affairs. They differ by the forms of private security and there are  8 of them, those being: protection 

of persons; transportation and protection of currency and other valuables; security at public 

gatherings; security at events in catering establishments; operation of a security control centre; 

design of technical security systems; and implementation of technical security systems (Private 

Security Act (2011)). 
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liable entities may carry out protection according to different regulations, which, by rule, 

stem from the directives or decrees and other legal acts. The liable entity is obligated to 

ensure protection also during natural and other disasters, in a crisis, states of emergency 

and wars. 

According to the Decree on Obligatory Setting-up of Security Service (2012), in 

the provision of security for liable entities as well as the planning of security and 

monitoring, the key document is a security plan, which includes threat assessment, a 

security programme and a plan of physical security. In the case of changes, mainly those of 

a security nature, the liable entity must ensure that the security plan is updated, while, in 

the case that the liable entity prepares the plan also according to other regulations, they 

must also comply with the provisions of the Decree. In the creation of the security plan 

itself, the liable entity or planner must take into consideration also the evaluation of the 

level of risk, prepared by the Ministry of Internal Affairs, based on data / evaluations, 

prepared by the Police, Slovene Intelligence and Security Agency, and the Intelligence 

Security Service of the Ministry of Defence. All listed stakeholders must submit all 

information of security importance which may influence the change of the risk evaluation 

level of an individual liable entity, for the past year, to the Ministry of Internal Affairs by 

January 31
st
. While planning and in cases of a change in evaluation, the liable entities are 

obligated to comply with possible new risk levels, detected by themselves or 

communicated to them by the Ministry of Internal Affairs (Private Security Act, 2011). 

From the description above, we may conclude that the protection of buildings and 

areas, which are protected based on the Private Security Act (2011), or based on the 

Decree on Obligatory Setting-up of Security Service (2012), is arranged quite thoroughly 

and this, at least at a normative level, the appropriate security is ensured. But what about 

the practice? In the Republic of Slovenia, the buildings and areas, defined by the Decree on 

Obligatory Setting-up of Security Service (2012), are, at least according to unofficial data, 

gained from practice and the representatives of the Ministry of Internal Affairs, protected 

in accordance with the decree above. This means that for buildings and areas, security 

plans with all required elements are made, created by private security companies, holding 

licenses
3
, issued by the Ministry of Internal Affairs, for the liable entities. In the planning 

itself, the companies follow criteria, defined by the Decree on Obligatory Setting-up of 

Security Service (2012). A special emphasis is given to the protection of liable entities, 

which own or manage critical infrastructure of special significance for the Republic of 

Slovenia (e.g. Nuclear Power Plant Krġko, Airport Ljubljana, Seaport Koper, University 

Clinical Centre and other institutions), whereby we may notice, that the quality of this 

protection depends more on the security policy and the awareness of companies 

themselves, than it does on the activities of the state. However, we must warn that, both in 

professional circles, as well as in the media reports, news / reports on intentional threats to 

critical infrastructure in Slovenia have, to this day, not been detected yet, thus the actual 

level of protection of critical infrastructure in Slovenia can be discussed only on the 

theoretical level. 

  

                                                           
3
 The Decree on Obligatory Setting-up of Security Service (2012) does not explicitly state, what 

license the private security companies which create the security plans must have. The type of 

license is defined only in the implementation of security.   
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4. CONCLUSION 

 

The essential aspect of the protection of critical infrastructure is to ensure a 

relatively uninhibited operation of the critical systems, buildings, processes, activities and 

services. Ensuring uninhibited operation depends on the form of threats, which could cause 

inhibitions or failures of the listed critical elements. The security threats change rapidly, 

thus in the field of critical infrastructure protection one cannot talk about ensuring absolute 

security, but only an optimal one, at a set time and space. To achieve as high a level as 

possible of the awareness and the desired state in the field of security and protection of 

critical infrastructure, we must have a comprehensive vision, along with a suitable strategy 

and powerful political commitment, to achieve said desired state. All of this must also be 

transferred onto the owners and operators of critical infrastructure (Ļaleta, 2011). 

Analysis has shown, that, both in the Republic of Macedonia, as well as the 

Republic of Slovenia, private security is one of the key actors in ensuring the protection of 

critical infrastructure. Private security is important both from the perspective of security 

planning, as well as the perspective of actual implementation of security for certain 

elements of critical infrastructure. In both countries, progress can be identified in the legal 

regulation of the field of private security and critical infrastructure protection as well, but 

we must emphasize, that, to this day, there were no serious, planned attacks against critical 

infrastructure, thus it is difficult to evaluate the resilience of the protection system. 

As a conclusion, we suggest certain activities, which would be wise to implement 

for an even better functioning of private security in the field of critical infrastructure 

protection:    

¶ ensure more presence of the representatives of private security in the actual 

operational bodies, which define infrastructure as critical, 

¶ due to vulnerability of critical infrastructure to attacks from the cybernetic space 

(Bernik and Lukman, 2010), the operation of private security should be expanded 

to the field of cybernetic / online / virtual security and the placement of such 

knowledge and skills into the process of protection of critical infrastructure itself, 

¶ identify and analyse the need for potential assignment of additional powers to the 

security personnel, protecting critical infrastructure, 

¶ consider introducing a special private security license for the protection of critical 

infrastructure, which will also demand additional, specific training of security 

personnel.  
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Abstract 

 

The danger which comes with modern organized crime does not appear only in specific 

criminal acts, but much more as a possibility to, directly or indirectly, affect the state 

decisions in the sphere of its economy or politics and even in international relations as a 

whole. Namely, criminal profits which are generated by organized crime and the criminal 

market and its infiltration into the legal economic flows represent a potential danger for 

corrupting the legal and economic relations and undermining the integrity of financial 

institutions. In this way, eventually the basic fundamentals of the financial system may be 

disrupted, and there is a danger for functioning of state institutions, economic prosperity 

and national security. The great economic power of organized crime is used to acquire 

political power, and it is in turn used to pursue criminal objectives. The authors in the 

paper point to the area and dominant negative consequences of the infiltration of organized 

crime into legitimate economic relations, as well as the implications of these processes in 

order to gain a better understanding of their importance for defining the model of fighting 

against organized crime. 

Key words: organized crime, economy, illegal market, impact. 

 

1. INTRODUCTION  

 

In a modern social environment, organised crime is involved in a large number of 

legal and illegal activities from which it sucks out huge amounts of money with relatively 

low level of risk. It is this connection between the permanent acquisition of extra-profits 

and minimal risk that represents the foundation which criminal structures use for building 

their empire of wealth in the long run. The goal of organized crime groups is to increase 

profit and reduce risk by using corrupt connections and coercion. In order to make 

integration of criminal profits into legal economic relations possible, organized crime 

groups tend to use the economic and financial sectors and in that way blur the boundaries 

between legal and illegal activities (Ponsaers, 2002: 194). A study in Belgium showed that 

75% of criminal organizations which are known to police, and which are active in the 

                                                           
1
This paper is the result of research on the project Crime in Serbia and the instruments of state 

reactions, funded and implemented by The Academy of Criminalistics and Police Studies in 

Belgrade, the cycle of scientific research from 2015 to 2019. 
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country, use the legal business structure in their activities. In 49.1% of cases those are 

legitimate companies that have been established by criminal organizations which are 

engaged in legal and illegal activities. Results of the same studies show that organized 

crime uses less risky ways, "borrowed" from the economic and financial sector, in order to 

gain and increase criminal profit, legalize their activities and have influence on economic 

and political trends. 

Large amounts of illegally acquired assets held by criminals and criminal 

organizations pose a potential threat, they are used for corrupting state authorities, 

undermining the integrity of financial institutions and for engaging into legal economic 

flows, and thus controlling the grey and black markets (see: Marinkoviĺ, 2004: 455ῐ467). 

By using legitimate business structures organized crime accepts the rules of behaviour in 

business world and adapts its organization to the new requirements, which could 

eventually lead to having criminal organizations that become similar to legal business 

organizations. Besides using the methods of legal business organizations these "new" 

criminal organizations also retain the previous methods of their actions(corruption, 

violence, blackmail, etc.), and their ambitions are to influence the government, and even 

shape the state and redefine its functions in order to achieve crime goals. Therefore, the 

subjects of the analysis are forms and consequences of the infiltration of organized crime 

into legal economic relations and dominant implications of this process. 

 

2. ECONOMIC FOUNDATIONS OF THE ACTIVITY OF ORGANIZED 

CRIME  

 

Looking from the economic aspect the aim of organized crime is to maximize 

profits and reduce risk situations, modelled after the manner of legal business corporations, 

except that a criminal organization, besides being involved in political corruption, uses 

force in securing exclusive influence on a given market (Schelling, 1971: 71). This being 

taken, it has long been accepted that the business of an organized crime consists of 

delivering illicit products and the provision of illegal services on the illicit market. These 

figures have certainly been increased so far. The organized crime generates significant 

amount of criminal revenues, then these illegal means are transferred, invested, mixed with 

the legal means or otherwise infiltrated into the legal economic flows, which can 

eventually result in enormous damage as a consequence caused by this type of crime 

activity. 

Criminal organizations often have the ability to create a market, i.e. to develop the 

need for products and services they provide. Illegal (criminal) market usually includes 

market of: illicit goods, their production, trade and possession; illegal trade in legal goods 

and illegal provision of services (Weenink, et. al., 2004: 32). Essentially, organized crime 

is a result of the dynamics of illicit markets, and after all, what is organized crime without 

organizing some kind of illicit trade, without buying and selling of prohibited goods and 

services in an organized context? The answer is simple - nothing (Van Duyne, 1997: 

2003). Thus, mafia and crime groups always broaden their activities to the process of 

production and distribution of a wide range of products and services, in legal as well as 

illegal areas - from narcotics trafficking, illegal gambling, construction activities, to 

investment banking (Savona, Riccardi ed., 2015: 33). Considering the fact that organized 

crime is involved in the process of production and distribution of various products and 

services, it is often equated and levelled with firms (businesses), and in this way it becomes 
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the subject of economic analysis, as much as in the same manner regular legal 

businesses/companies. 

The diversification of organized crime in the sphere of legal business is 

increasingly common. By forming legal business entities (particularly financial) and using 

complex business structures, illegally earned money is laundered, the identity of the real 

owner is concealed and various business interests are implemented. On the international 

level, powerful criminal groups strategically buy companies in certain sectors, using large 

amounts of dirty/illegal money they establish a monopoly position, manipulate the prices 

of certain goods and services and influence economic policy of the states. Organised crime 

is increasingly focusing on taking over business activities that constitute the core of the 

economy of each country, in order to gain huge profits and use economic power as 

leverage against state authorities, but also for gaining political power that allows them to 

infiltrate into all aspects of the state structure. 

According to the findings of the Council of Europe, the use of legal commercial 

structures by organized crime groups can serve to a variety of purposes - as a cover or 

protection for their illegal activities; to provide logistical and other support services to 

criminal activities; to facilitate money laundering; to serve as a liaison with the public 

authorities and other legal structures of society; to enable participation in public 

procurement; to expand the range of business interests; to control or monopolize the 

market, etc (Council of Europe, 2004: 43). Then, another consequence of the enormous 

proceeds gained by criminal activities, even legally invested, can be seen in the fact that 

the criminal groups are trying to use their financial power in order to corrupt governments 

and gain additional benefits to their legal enterprises, thereby causing their legal 

competitors and companies to fall through and disappear from the market (UNODC, 2011: 

130). 

If the society is faced with widespread corruption due to the existence of powerful 

and advanced criminal structures, then there is an inevitable decline in the credibility and 

authority of the state and state institutions. Institutions that have been eroded by corruption 

are insufficient and fragile obstacle for the goals of branched criminal structures, because 

the corrupt government individuals do not have enough authority and no morals, also, to 

effectively confront the criminals, who use the current situation for illicit enrichment 

(Boġkoviĺ, Jugoviĺ, 2015: 143). An additional problem comes from the possibility of 

organized criminal groups to generate sufficient amounts of capital intended for the 

corruption of political groups, such as the financing of election campaigns in order to 

establish a friendly government. In other words, criminal organizations can provide such 

economic and political power that will be able to weaken the social consciousness, the 

collective ethnic standards and, eventually, the democratic institutions of society by 

investing their funds in the legal sector. 

The situation is similar in Serbia, where the roots of the new economic elite date 

back to the past and the nineties of the twentieth century in the period of absolute 

domination of totalitarian regime which enlightened and started the process of 

criminalization of society (Simonoviĺ, Boġkoviĺ, 2015: 119). In the period when the 

country was sanctioned by international community alternative mechanisms for supplying 

the market with goods in deficit were developed under the control of the security services, 

and under the influence of politicians and the along with active participation of criminal 

structures. These alternative models of market supply were accompanied by alternate 

payment mechanisms that were developed through the establishment of or participation in 

the management of banks or businesses in Cyprus and other offshore centres, and this 
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facilitated the concealment of abuse. Trade and financial flows, which flowed through the 

grey channels, were controlled by criminal structures infiltrated into all parts of economic 

relations. This trend continued after the democratic changes in 2000, only now these 

criminal structures started using the same mechanisms and connections together with 

corrupt individuals of the new "democratic" government. 

          Criminal profit is the source of economic power of organized crime, it is used for the 

acquisition of political power (by corruption, funding of political parties, carrying out 

"dirty" jobs for the state and other methods), which is further used for achieving other 

criminal objectives. Contemporary organized crime is a very complex business empire - 

UNODC experts indicate that in 2009 organized criminal made profit of 870 billion 

dollars, which accounted for 1.5% of global GDP for that year (UNODC., 2011: 7) Human 

trafficking in Europe annually brings profit which is between 7 and 13 billion dollars, of 

which about 7 billion come from prostitution victims. Globally, profit from sexual 

exploitation of trafficking victims is around 60 billion euro per year, which is 400% more 

than ten years ago and it is equal to drug trafficking. It is estimated that in Serbia, about 

1,200 persons are involved and engaged in prostitution and that profits about 40million 

euro per year (Mijalkoviĺ, 2005: 675). In this way organized crime becomes an informal 

centre of financial power. 

IMF shared an interesting fact that the extent of profit from organized crime in the 

world increased from 85 billion dollars in 1988 to 5,000 billion dollars in 1998 (Hough, 

2004: 216). Some international criminal organizations have capital which is bigger than the 

gross national revenues or budgets of many countries. Organized crime prevents the 

transition to democracy, restricts personal rights and freedom, prevents an open market 

economy and legal foreign investments, limits free elections and freedom of the press, and 

threatens to the financial security of countries. Money laundering is a necessary process 

after gaining illicit profit. It has to be done in order to ensure the expansion of the sphere of 

influence of organized crime. Money laundering is used for concealing the nature, origin 

and existence of illegal revenue and it also enables uninterrupted using of that money 

(Boġkoviĺ, 2005: 431). By introducing ill-gotten and illicit revenues into legal financial 

flows organized crime threatens and endangers the economic system and market 

competition and has influence on the economic, political and social trends at national and 

international level. It is estimated that revenues of organized crime which is not recognized 

and noted in the United States causes the loss of about six billion dollars that other 

economic entities and citizens must fill up by additional taxation (Siegel, 2009: 380). 

Transitional processes in developing countries are often abused by organized crime 

for money laundering, participation in the privatization of social capital, the establishment 

of companies whose main activity is the foreign trade and foreign exchange operations, 

bidding in tenders for public procurement projects that are financed from public spending 

(such as public works and in general, large infrastructure investments) and more. 

Organized crime and transnational crime in conjunction with the political factor are often 

involved in the processes of privatization and abuse of bankruptcy proceedings 

(Simonoviĺ, 2004: 621). The experiences of countries that have undergone the transition 

process show that this sphere is largely burdened by criminal activities which aim at 

devaluation of capital, then the incorrect assessment and streaming of social wealth into 

private possession (Boġkoviĺ, 2011: 56). 

Corruption enables creating and keeping criminal ties between the state authorities 

and criminal structures active, and all this done in order to provide political decisions 

favourable to organized crime and provide "immunity" in terms of punishment. Such 
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corruption is a good investment and it is considered as overhead expenses and integral part 

of the criminal strategies and tactics (Korģ, 2002: 949). At the same time it can reduce the 

ability of the criminal justice system and create distrust of citizens in the system and the 

state. Organized crime tends to prevent the adoption of laws that would allow its 

suppression, and if they do exist the aim is to provide that they are not applied consistently 

and effectively. The investment of laundered money in a variety of jobs and an advantage 

over legitimate businesses (public works, enterprise privatization, export and import 

operations, etc.) are provided and facilitated by corrupting financial and governmentôs 

structures. 

Efforts which are put into combating criminal organizations at the individual and 

international level are aimed at disabling the usage of economic power of criminal 

organizations for infiltrating the political system of financing political structures, and thus 

the acquisition of political power which is in turn used for increasing the economic power 

of criminal organizations (see: Siegeland, Nelen, 2008). Therefore, the reasons why 

criminal organizations, groups and individuals who are engaged in criminal activities 

invest in legal businesses should be considered, because it may have different 

consequences. The reasons can be to secure the future (in the case of withdrawal, serving 

prison terms, death, etc.), to reduce the risk and possibility confiscating criminal profits by 

public authorities and to reduce the risk of acquiring the profit by a rival criminal group, to 

support criminal activity and to making direct source of criminal profit. Criminal 

organizations are constantly in search for new centres for money laundering, and countries 

that are especially vulnerable are countries in transition with underdeveloped institutions 

for the fight against organized crime, countries which are in desperate need and search for 

investments that can help bringing their economies to life (Borgers, Moors, 2007: 12). In 

this group of countries is our country, so a series of measures and actions on preventive 

and repressive plan should be taken in order to prevent the infiltration of criminal 

organizations into financial institutions and controlling the political and economic flows of 

investments which are backed up by "dirty" money. 

 

3. CONSEQUENCES OF THE INFILTRATION OF ORGANIZED CRIME 

INTO THE LEGAL ECONOMIC FLOWS  

 

Criminal activities in various areas of the economy are mainly successful, to the 

level that criminal organizations are able to hide their revenues by transferring them 

through national and international financial systems. Disadvantages of the system to 

counter organized crime in one country allow criminal groups to act successfully, use 

illegal revenues and increase the number of their criminal activities (Bartlett, 2002: 31). 

Organized crime has negative effects in all societies in which there is an organized crime, 

and especially significant economic and social consequences it may have on countries in 

transition, because there are no adequate institutions for its suppression in them, their 

markets are often small and susceptible to disruptions caused by criminal activity. The 

vulnerability of these countries is big if their financial institutions do not apply measures 

against money laundering, if insufficiently and selectively apply measures against 

organized crime and if the penalties are ineffective, and if provisions on confiscation of 

illegal revenues are difficult to implement. The negative effects are usually manifested in: 

the increase of the level of crime (especially corruption); unfair competition legal 

undertakings; reduction in tax revenues; damaged reputation of the country in the 

international context; weakening of financial institutions and their credibility; 
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compromising the economy and the private sector; endangering efforts related to 

privatization and more. Criminal organizations can rule legal buyers of state-owned 

enterprises out of the auctions, since they offer more money gained by criminal activities 

or they use blackmail, violence and corruption. When the illegal revenues are invested like 

that, criminals increase their potential for additional criminal activities, and deprive the 

country of legally market founded company that pays taxes. 

              Actions of organized crime increase the corruption in key gates of the system, 

such as: financial institutions, legislative bodies, law enforcement agencies, supervisory 

institutions, the police, prosecution and courts. The infiltration of organized crime into the 

legal economic flows has negative effect on the stability of the banking and other sectors 

of economic activity (securities market, insurance, investment affairs, etc.) and can cause 

problems with liquidity due to the withdrawal of funds when it comes to the break of 

correspondent banking relationships, confiscation of illegal funds, losses on loans and fall 

of the value of the shares of financial institutions. Public connection between certain 

businesses and organized criminal activities has the potential that negative publicity in 

relation to business activities, regardless of whether it is true or not, can result in loss of 

confidence in the integrity of the institution. Clients decide to stop doing business with the 

institution whose reputation was damaged due to suspicions or allegations of involvement 

in organized criminal activities. In this way, the funds that were placed as a deposit in the 

bank by money ólaunderersô cannot be relied and counted on as a stable source of funding. 

Large amounts of laundered money are often susceptible to unexpected withdrawals done 

by financial institution through wire transfers or other transfers, causing liquidity problems 

of the banks (Levi, Reuter, 2006). 

In cases where legal business structure are involved in criminal activities, court 

proceedings can be initiated, the existence of unenforceable contracts can be revealed, it 

comes to imposition of penalties and enforcement fees that cause losses, to increase in 

institutionôs cost, or even closure of such an institution. The legal clients can become 

victims of financial crimes, can lose money and sue the institution seeking compensation. 

They can carry out an investigation of banking or any other institutions which enforce the 

law, which can result in increased costs, penalties or other charges. What is more, some 

contracts cannot be implemented due to abuse of relationship between the criminal and the 

client. Too high level of exposure to a single lender is a particular risk in credit or loans. 

Lack of information about a specific client, the client's business or relationship between a 

client and other borrowers, can put a financial institution in a situation of a great risk. This 

is particularly troubling in cases where there are related subjects on the other side, 

networked borrowers, and a common, same source of revenues or assets for repayment of 

the loan. Loans losses are a result, of course, of unenforceable contracts and agreements 

concluded with fictitious persons or companies backed up by criminal organizations. 

Identification of the true users of accounts is of crucial importance for the 

efficiency of the system to combat organized crime in the economic and financial business 

activities. Identification procedures protect business from relationships with fictitious 

persons or corporate entities without sufficient resources, such as corporations that exist 

only on paper but behind them there are criminals and criminal organizations. Customer 

identification procedures help financial institutions understand the nature of the business 

interests of the client and detect any suspicious and unusual transactions that may indicate 

a variety of abuses in the financial sector (see: Vukovic, et.al., 2011:119ῐ129). It is known 

that organized crime uses so-called "shell" businesses that are seemingly engaged in 

legitimate business but in fact they are under the control of criminals. Such businesses are 
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most often used for mixing illegal funds with the legal means to hide the revenues obtained 

illegally. Access to illegal means which these businesses have allows them to subsidize 

their products and services, even at prices lower than at the market. As a result, legally 

founded businesses find it difficult to be competitive with those businesses whose sole 

purpose is to preserve and protect the illegal funds, not to make profit. 

If a country has a reputation of a haven for organized crime and money laundering 

only for itself, then this can lead to significant negative consequences on its development 

(Courakis, 2012: 212). Foreign financial institutions may limit their transactions with the 

institutions in countries which are considered to be havens for money laundering, can put 

these transactions under additional inspection and scrutiny, which will make them more 

expensive or they may even terminate correspondent or lending relations completely. Even 

legitimate companies from these countries may suffer due to reduced access to world 

markets or being available at a higher price because of the additional degree of caution in 

relation to their ownership, organization or control systems. Any country that does not take 

measures to fight organized crime is bound to attract foreign investors and to get the 

support of foreign governments with much more difficulties. Thus, the Group for the 

financial action in relation to money laundering (Financial Action Task Force on Money 

Laundering-FATF) compiled a list of non-cooperative countries and territories, which do 

not meet the minimum standards and are not safe for investments. FATF countries may 

introduce measures against countries that do not eliminate the drawbacks in the 

implementation of measures for combating organized crime and money laundering. 

 

4. CONCLUSION  

 

Organized crime in modern conditions and environment tries to use the legal 

economic flows in order to hide its own criminal activity, the origin and existence of 

illegal proceeds. Large amounts of criminal profits in the hands of criminal structures 

represent a potential danger for corrupting the work of state authorities, damaging the 

integrity of financial institutions and enabling participation in the legal economy. 

Accumulated economic power of criminal organizations is based on criminal profit that 

has undergone process of laundering, and it is used as a powerful lever for exerting 

influence by corrupt activities in all spheres of social life and in being active in achieving 

the objectives of criminal by infiltrating into the legal economic flows. 

Organized crime risk is not limited to the effects of individual criminal acts, but 

much more to the possibility to have influence on making government decisions in politics 

and economics. Organized crime has great interest in influencing state and its functions 

because of the fact that with the help of the state they will be able to provide the easiest 

profit and immunity from prosecution. Effective mechanisms for combating organized 

crime have influence on reducing crime (especially corruption), enhanced stability of 

financial institutions and markets, having a positive impact on economic development and 

reputation in the world community. Their inseparable part is also fight against corruption, 

because organized crime easily grows and "swells" in an environment which is susceptible 

to corruption. 

Creating an effective system to fight organized crime, corruption and money 

laundering requires creating the legal framework for exercising the legal measures of 

confiscation the assets obtained by involvement in criminal activities while respecting  and 

being in accordance with the international standards in this area. On the other hand, the 

inefficiency of the system to combat organized crime, corruption and money laundering in 
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a country allows criminals and criminal organizations to act successfully, i.e. to use their 

illegal revenues and expanding their criminal activities that impose a threat to all spheres 

of social life. 

 

5. LITERATURE  

 

Bartlett, B. L. (2002). Negative effects of money laundering on economic development, 

Economic research report for Asian Development Bank. 

Borgers, M. J., Moors, J. A (2007) Targeting the proceeds of crime: Bottlenecks in 

international cooperation, European Journal of Crime, Criminal Law and Criminal Justice 

Boġkoviĺ, G. (2005). Methodology of discovering and proving of the offence of 

money laundering, Security, No. 3, Belgrade 

Boġkoviĺ, G., Jugoviĺ, S. (2015). Corruption in the Public Administration of the 

Republic of Serbia ï specificities and institutional mechanisms for prevention, Srpska 

politiļka misao, No 3, vol. 49, Belgrade 

Boġkoviĺ, G. (2011). Corruption in privatisation, published in: Corruption in the 

public administration, Criminalistics and Police Academy, Belgrade 

Council of Europe (2004), Organized Crime Situation Report 2004 ï Focus on the 

threat of cybercrime, Strasbourg. 

Courakis, N. (2001). Financial crime today: Greece as a European case study, 

European Journal on Criminal Policy and Research, No. 2. 

European Police Office (2013), SOCTA 2013 EU Serious and Organised Crime Threat 

Assessment, European Police Office, Hague 

Hough, P. (2004). Understanding global security, The University of Chicago Press, 

London 

Korģ, V. P. (2002). Corruptive relations of the organised criminal groups and 

organisations ï criminalistic analysis (translation), Security, No. 6, Belgrade 

Levi, M., Reuter, P. (2006), Money laundering, The University of Chicago Press, 

Chicago 

Marinkoviĺ, D. (2004). Grey economy and the black market in Serbia. The parallel 

world around us, Economic views, No. 3, Belgrade 

Mijalkoviĺ, S. (2005) ĂSex industryò as a type of organised criminal activity, 

Organised criminality ï state and measures for protection, Police Academy, Belgrade 

Ponsaers, P. (2002). What is so organized about financialïeconomic crime? The 

Belgian case, Crime, law & social change, no. 3/2002 

Savona, E., Riccardi, M. ed. (2015). From illegal markets to legitimate businesses: the 

portfolio of organised crime in Europe, Final Report of Project OCP ï Organised Crime 

Portfolio 

Schelling, T. (1971) What is the business of organized crime? Journal of public law, 

br. 1/1971. 

Siegel, L. (2009). Criminology, Thomson-Wadsworth, Belmont 

Siegeland, D., Nelen, H. (2008). Organized crime: culture, markets and policies, 

Springer-Verlag, New York, 2008. 

Simonoviĺ, B., Boġkoviĺ, G. (2015). Symbiosis of Politics, the Shadow Economy, 

Corruption, and Organized Crime in the Territory of the Western Balkans ï The Case of 

the Republic of Serbia, ï In: Edelbacher M., Kratcoski P.C. & Dobovġek B. (eds.). 

Corruption, Fraud, Organized Crime, and the Shadow Economy, CRC Press, New York 

Simonoviĺ, B. (2004). Criminalistics, Faculty of Law, Kragujevac. 



55 
 

UNODC (2011), Estimating illicit financial flows resulting from drug trafficking and 

other transnational organized crimes, Vienna 

Van Duyne, P. (1997). Organized Crime, Corruption and Power, Crime, Law and 

Social Change, No. 3 

Vukoviĺ, S., Mijalkoviĺ, S., Boġkoviĺ, G. (2011), Prevention from money laundering 

and financing of terrorism ï basic methods and possibilities, NBP ï Magazine on 

Criminalistics and Law, No. 2 

Weenink, A., Huisman,., Van der Laan, F. (2004). Crime without frontiers: Crime 

Pattern Analysis Eastern Europe, 2002ï2003, Landelijke Politiediensten, Driebergen 

Korps. 

http://policing.oxfordjournals.org/search?author1=Sander+Huisman&sortspec=date&submit=Submit


56 
 

UDK: 343.9.024:336.7].072.3 

METHODS AND TECHNIQUES OF INTER -INSTITUTIONAL 

COOPERATION IN THE PROCESS OF CREATING  

A SUCCESSFUL SYSTEM FOR PREVENTION 

OF MONEY LAUNDERING  
 

Svetlana Nikoloska Dr.Sc 
Faculty of Security, Skopje 

e-mail: svetlananikoloska@hotmail.com 

Ivica Simonovski Dr.Sc 
Co-Founder of Cyber Security, 

Corporate Security and Crisis Management Initiative 

e-mail: ivceC3I@yahoo.com 

 

 

Abstract 

 

Establishing a successful system for prevention of money laundering enables prevention 

and detection, monitoring and obtaining evidence for the money laundering as a secondï

degree criminal activity with which both criminal money and other proceeds of crime are 

legalized by the perpetrators of crime. The legalization of illegally acquired funds and 

other proceeds of crime is a complex process in which perpetrators of crime use simple or 

complex schemes as well as tactics and techniques for covering illegally funds and 

proceeds. Just like the perpetrators use appropriate tactics, techniques and schemes of 

money laundering institutions that build System for prevention of money laundering 

should use appropriate methods and techniques of cooperation, monitoring and detecting 

suspicious transactions related to money laundering. This paper will make a simulation of 

the institutional settings in the different Systems, methods and techniques of their 

cooperation, exchange of information, and methods of data analysis in order to detect 

money laundering, and the provision of relevant evidence is the interest of a successful 

conduct criminal procedure against perpetrators of crime and enabling confiscation of 

criminal proceeds and property.  

Keywords: money laundering proceeds of crime, suspicious transactions, and techniques 

of cooperation 

 

1. INT RODUCING  
 

Looking from the historical perspective, the definition of money laundering is 

experiencing the same fate as defining the terms terrorism and cyber crime. This text will 

explain the definition of the term "money laundering" and will make a comparison of the 

different definitions given by experts, researchers, and practitioners. Although the 

definition should actually be a starting point, the accelerator should take appropriate 

measures and activities to suppress this type of crime. Historically, its own origins, the 

process of money laundering begins somewhere at the beginning of the last century, the 

period of prohibition in the United States when criminal groups illegally (smuggling, 

production and trade of alcoholic drinks, prostitution etc.) acquired cash and they put it as 
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daily turnover in stores for washing clothes. However, its expansion experiences in 

somewhere 80s, 90s of the last century as an extended arm of organized crime, which at 

that time was also in expansion. That lack of a proper definition was the main reason why 

the international community could not develop a suitable mechanism to counter this type 

of crime and that would contribute to solving the equation in which money laundering had 

the role of the unknown "X". 

The broad consensus that was achieved at the beginning of the last decade of the 

last century has resulted in adoption of a range of appropriate international legal 

documents incriminate money laundering and confiscation of proceeds of crime as key 

elements in creating a strategy to combat this scourge.
1
They actually present special 

drivers that give guidelines and recommendations in the creation of national strategies for 

the prevention of money laundering.
2
 

One of the basic tenets in creating a strategy for the prevention of money 

laundering is the establishment of international cooperation and exchange of information 

and data at both national and international level. The process of globalization, and the 

development of sophisticated techniques and technology proportionally represented a 

process in which the benefit had everyone for the common man as well as the perpetrators 

of crimes. And no one can guess where the limit is. The Internet and the access to it 

accelerated the procedures for implementation of banking services in addition, on account 

of the strict process of identification. These processes have enabled the processes of 

organized crime and money laundering to gain international scale, which is practically a 

need for cooperation and exchange of information between the countries in terms of 

identifying, detecting, tracking and freezing proceeds. From that perspective, the 

institutional cooperation is received internationally. The networking of all the involved 

institutions is a successful mechanism in fighting against network-organized crime 

structures and groups, too. 

This paper will give an overview of the inter-institutional cooperation at national 

and international level between the involved institutions aimed at early identification, 

detection, tracking and freezing proceeds of money laundering. 

 

2. THE NEED FOR INTEGRATED FINANCIAL INVESTIGATION  

 

The main motive of economic and organized crime is gaining illegal income and 

property. Locating, freezing and confiscation of illegal income and assets is a major goal 

of integrated financial investigations.
3
 If we know that money laundering is a secondary 

offense, integrated financial investigations represent parallel criminal investigations. The 

objectives of integrated financial investigations are as follows: 

¶ Financial investigations aimed at detecting, identifying and locating illegally 

acquired proceeds. This process provides data about the owners of illegally 

acquired income, or in other words, discovering organized network. 

                                                           
1
Ignjatoviĺ Dj. , Supression of the most serious forms of crime in conditions of transition and 

insecurity, TeŜki oblici kriminala, XVI Seminar prava, Budva, 2004, p. 10; 
2
William F. ,Money laundering, Security No. 4, Skopje, 1997, p. 369 

3
Mitchell, A., Hinton, N. & Taylor S., Confiscation. (2

nd
 ed), Sweet and Maxwell, 1996, London; 
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¶ Implementation of temporary measures consisting of temporary confiscation of 

property for which there are suspicions that it has been acquired in an unlawful 

manner.
4
 

The logic of this approach consists of neutralizing the motives and means for other 

crimes and reducing the possibility of using the proceeds obtained in a criminal way. 

According to Levy, the proceeds of crime are very rarely subject to freezing or 

confiscation. The problem for this is the lack of integrated financial investigations aimed 

even in the phase of placement to identify and temporarily freeze these processes.
5
 

Financial investigation should begin at an early stage at the moment of initiating 

the process of legalization of illegally acquired proceeds. That is the stage of placement of 

illegally acquired proceeds into the financial system through financial institutions, as 

commonly used in the money laundering process. For that purpose it is necessary to 

establish a system which will introduce comprehensive and general measures to counter 

this type of crime.
6
 Furthermore, the systems will be coupling between the involved 

institutions for timely detection, identification, tracking and freezing proceeds of crime. 

National legislation prescribes a necessary, usually very specific procedure for 

providing information about suspicious financial transactions conducted in subjects (and 

they are numerous), which is significantly hindering and slowing the process of providing 

the necessary documents and evidence; therefore investigations of complex cases usually 

take a longer period of time. To provide the necessary documentation these things are 

usually required:
7
 

¶ Orders of the competent court 

¶ Written requests to the institutions responsible for keeping proper records and 

documents. 

¶ Inter institutional cooperation, exchange of information and data. 

¶ International police cooperation through INTERPOL and EUROPOL. 

¶ International cooperation between Financial Intelligence Office. 

No identifying criminal proceeds is "win" of crime or sufficient incentive for offenders 

to develop their criminal activity and to acquire wealth, which in some cases serve as 

useful "grease" - corrupting the places which "lock" with the criminal conversion. In recent 

years, in Macedonia, the police powers detect serious financial crimes and put the 

Financial Police and the Customs Administration in charge of detection, clarification and 

proof of actual financial crimes referred by law.
8
Besides keeping the classical criminal 

investigation, they specifically provide its legal methods, actively involved in the 

investigation of illegally acquired assets and proceeds of crime and in cooperation with the 

special unit for financial intelligence, which has no operational but only intelligence 

character. 

                                                           
4
 Ass.Prof. Ivica Simonovski, DETERMINATION OF KNOWLEDGE, INTENT OR PURPOSE 

FOR MONEY LAUNDERING FROM OBJECTIVE FACTUAL CIRCUMSTANCES, 

International Scientific Conference ñSecurity and Euro-Atlantic Perspectives of the Balkansò, 

Faculty of Security, 2012; 
5
Levi, ʄ., Osofsky, L., Investigating, seizing and confiscating the proceeds of crime, London: 

Home Office Police Department, 1995, pg. 6 - 7. 
6
 Shelly, L.I., Transnational Organized Crime: An Imminent Threat to the Nation-State, Columbia 

Journal of International Affairs, No.48, (1995), p.464; 
7
 Taseva S. ,Money Laundering, Data Pons, Skopje, 2003, p. 101. 

8
 Nikoloska S., Money laundering, criminal and criminal-legal aspects, Van Gog, Skopje, 2015, p. 9 
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2. INTERINSTITUTIONAL COOPERATION  

 

Leading the preventive policy, cooperation and exchange of information within the 

inter-institutional cooperation is a key element in the conduct of financial investigations. 

With other words, inter-institutional collaboration is a set of planned and coordinated 

measures and actions taken by the competent institutions aimed at prevention, suppression 

and prosecution of perpetrators of crimes. In terms of horizontal structure, where one or 

more institutions have the same or similar responsibilities, strategies and activities, an 

important factor for a successful inter-institutional cooperation is their coordination. In 

contrast, a lack of coordination leads to conflicts of jurisdiction which is reflected while 

taking measures and actions and conduct investigations for the same criminal case. On the 

other hand, lack of coordination leads to the transference of responsibility among the 

institutions that have the same or similar powers. In order not to incur these problems, the 

institutions strive for coordination through the existence of communication, cooperation 

and planning joint activities in conducting financial investigations related to money 

laundering. According to Article 21 of the Third EU Directive on Money Laundering, each 

state should establish a financial intelligence unit which would be the central authority in 

the overall system to prevent money laundering. This institution will be responsible for 

receiving, analyzing and disseminating the competent law enforcement, the intelligence 

data that there are grounds for suspicion of money laundering. In other words, the 

Financial Intelligence Unit will be the link between financial and non-financial institutions 

which are obliged to undertake measures and activities for prevention of money laundering 

on the one hand and the investigating authorities on the other hand who have the duty to 

investigate in order to prove offenses. 

Depending on the position of the system for prevention of money laundering in the 

countries, financial intelligence units can be: 

¶ Administrative; 

¶ Police; 

¶ Judicial - prosecutorial model 

¶ Hybrid.
9
 

The subject of analysis will be our system to prevent money laundering in which 

the Financial Intelligence Unit is an administrative type. This system is usually set based 

on three pillars. The first pillar consists of both financial and non-financial institutions that 

are responsible for taking measures and actions to prevent money laundering, the second 

pillar constitutes the Financial Intelligence Unit and the third pillar consists of the 

investigating authorities. 

In the process of building a system to prevent money laundering, a major role has 

the cooperation between financial and non-financial institutions and the Financial 

Intelligence Unit. 

  

                                                           
9
Ass. Prof. Ivica Simonovski PhD, Types of Financial Intelligence Units ï Features, Advantages 

and Disadvantages, International Yearbook ï Faculty of Security, 2012, p. 177 - 187; 
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3. COOPERATION BETWEEN FINANCIAL AND NON -FINANCIAL 

INSTITUTIONS AND THE FINANCIAL I NTELLIGENCE UNIT  

 

The first pillar, or relatively speaking the first wall directly placed in front of the 

money launderers consists entities (financial and non-financial institutions) under the Law 

on Prevention of Money Laundering and Financing of Terrorism (hereinafter the Act). 

They have the task to undertake measures and actions for detection and prevention of 

money laundering, which consist of: 

¶ Analysis of its customers; 

¶ Monitoring of certain transactions; 

¶ Collection, storage and submission of data on transactions and clients performing 

and 

¶ Introduction of internal programs for implementation of measures and actions to 

prevent money laundering. 

Entities are required to conduct due diligence procedures in cases where customers 

are establishing a business relationship, when carrying out one or several related 

transactions amounting to over 15,000.00 euro in denars or more, when there is a suspicion 

of money laundering regardless of the amount of cash and suspicion about the veracity or 

adequacy of the previously obtained data on the client. In order not to be identified by 

financial institutions, money launderers often work through intermediaries. Realizing the 

problem, financial institutions should perform customer identification and verification of 

their identity, it is important to identify the beneficial owner and principal and verify his 

identity, the ownership and management structure, provide information on the purpose and 

intent of the business relationship or transaction and to conduct an ongoing monitoring of 

the business relationship, which includes a detailed review of the transactions undertaken 

within that relationship in order to ensure that these transactions are carried out in 

accordance with the intention, the business and risk profile, the financial situation and 

updates of the client .In the implementation of measures and actions to prevent money 

laundering, the subjects establish grounds for suspicion of money laundering; then they 

submit a suspicious transaction report to the Financial Intelligence Unit. This report 

contains information on the transaction, the customer and the end user as well as the 

grounds for suspicion. The subject determined the suspicion of money laundering based on 

the indicators developed earlier by the Financial Intelligence Unit; those were drafted 

during its operation or from international experience and later submitted to the subjects. 

For each type of entity, the Financial Intelligence Unit prepares special indicators for 

identifying suspicious transactions and suspicious customers. 

According to the law, if the entity suspected for money laundering is caught before 

he makes the transaction FIU is immediately informed and the transaction will be stopped 

for two hours since the notification received from FIU.  

When the subject who is suspected for money laundering have been caught while 

performing the transaction, FIU is immediately informed and the transaction is postponed 

up to 4 hours of notification of the FIU. 

Also, it is important to emphasize the cooperation between the financial 

institutions and the Financial Intelligence Unit in the implementation of the procedure for a 

temporary detention of the transaction. Namely, when the Financial Intelligence Unit has 

reasonable grounds for suspicion of committing a crime of money laundering, it has the 
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opportunity to submit a request to the financial institution to keep a transaction until the 

final court decision. 

4. ɽ-BANKING AND CUSTOMER DUE DILIGENCE  

 

Previously we mentioned that the procedure for analyzing a client includes 

identification, determination of the actual owner and end-user whose verification is based 

on identity documents, additional information and data. Development of technology and 

globalization has led to greater competition among banks especially in the process of 

attracting new clients. Introduction and distribution of new products based on e-banking, 

an open field through which perpetrators of crime found a solution for involvement in 

criminal activities and abuse. The use of e-banking has additionally increased the problem 

in the identification of customers. If in traditional banking, the customer must be 

physically present in order to identify and approach the realization of banking services, in 

electronic banking the customer does not have to be physically present, that is, there is no 

visual contact between the client and the banking officer who requires his identification. 

The process of communication between the client and the Bank takes place via 

Internet connection. In this case the bank offered alternative ways to carry out verification 

of the customer through: 

¶ PIN code ï Personal identification number 

¶ PKI ï Digital certificate 

¶ Token 

¶ Database comparators 

¶ Biometric identifiers 

But in spite of these tools for customer identification and verification, the bank 

may not be 100% sure that the client uses the services of e-banking is the right customer or 

owner of the account, credit or debit card and so on. For that purpose it is necessary to 

prepare specific indicators that identify deviant behavior when using the services of e-

banking. These indicators should identify actions that deviate from the daily operations of 

clients. If such activities cause doubt and suspiciousness, the bank should submit them to 

the Financial Intelligence Unit for their further analysis. 

 

5. CONTEMPORARY RESEARCH METHODS OF MONEY LAUNDERING  

 

Laundering proceeds of crime is accomplished by using all modern techniques of 

rapid communication, computers, electronic money transfers, transactions on the stock 

exchange, etc., Apparently, it cannot be detected by conventional methods and devices. 

Investigation of money laundering as a serious form of crime, especially organized crime 

cases is a complex process of treatment involving multiple operating workers and other 

civil servants in the research process, using modern methods, applying technical advances, 

especially information technology. Perpetrators considered deleting or changing data in the 

computer, without leaving any traces of the documents but they did not realize how many 

traces they had actually left "because the computer remembers what man made in its 

databases" and it "tells you when and how certain information in the documents was 

deleted, modified or supplemented". 

Law enforcement methods should follow the trend of technological development, 

in order to develop techniques and methods for providing electronic evidence, which will 

occupy an increasingly important place among the evidence. 
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New methods used in the criminal research should be in line with the legislation 

and achievements of other scientific fields. 

The legislator foresees a use of special investigative measures in cases of 

organization of perpetrators of money laundering when, because of their relationship with 

public authorities and institutions, is difficult or even impossible to conduct investigations 

and provision of evidence. In cases where otherwise it is impossible to obtain evidence or 

information leading to the provision of evidence, special investigative measures shall be 

applied together with the operational - tactical measures and investigative actions which 

are typical for this type of crime. 

Special investigative measures are provided by law, but the manner and technical 

methods of implementation are determined by the criminal situation and the relationship of 

the perpetrators and in some situations international cooperation is necessary as well as 

planned and coordinated implementation of these measures by the foreign offices who 

have police powers and a contractual process of exchanging information and evidence. 

Worldwide, there are dozen species secret surveillance that involve different 

technologies and this means different forms and degrees of interference with privacy. After 

the interception of letters and other postal items lost their relevance and meaning, legal and 

general public are mostly excited about monitoring the content of telecommunications, but 

in our country and in the world today there are explicit measures of secret surveillance 

which go beyond telecommunications. The nature of these measures, apparently indicates 

the possibility of significant involvement in the privacy of citizens and legal persons. 

Moreover, it is obvious that the envisaged constitutional amendments in Article 17 of the 

Constitution do not fail to cover all these measures. Although it is understandable that 

there is a private life outside the home and correspondence, there is no clear and consistent 

constitutional concept that will protect the reasonable expectation of privacy in these areas. 

In the world there are different solutions, where most states allow eavesdropping in public, 

while in private premises such actions are prohibited. However, there are gray areas, such 

as hotel rooms, vehicles and so on, that in some cases are regarded as public and in other 

cases as private places. The Court of Human Rights in Strasbourg acknowledged that 

special investigation measures are necessary tools of the criminal prosecution in a modern 

democratic society as adequate means of preventing crime, however, if their application is 

not legally regulated, creating a "danger" undermines or even destroys democracy, under 

the justification that it is done for its defense. Therefore, states are required to provide clear 

evidence for the necessity of the application of these measures and build a legal framework 

that will provide an adequate and effective protection from abuse
10

. 

 

6. INTERNATIONAL COOPERATION FOR INVESTIGATION ON MONEY 

LAUNDERING  

 

Money easily moves in the world 24 hours a day. Bank transactions have no 

borders and, therefore, money laundering is an international problem that directly 

undermines the stability of the society and can lead to political and social instability in the 

countries, which requires a broader international action to combat money laundering and 

investigation into the criminal events of past crimes that directly caused the offense of 

                                                           
10

Kalajdjiev G. , cit. , p. 283; 
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money laundering and other criminal proceeds.
11

The international cooperation when 

researching money laundering takes place on three levels: 

¶ Cooperation between agencies for financial intelligence; 

¶ Cooperation between state authorities with police powers and police co-operation, 

the financial police and customs cooperation, and 

¶ Cooperation between judicial authorities. 

Money laundering as a complex international problem, on the one hand, is the 

responsibility of the international police organization Interpol, but in terms of the exchange 

of data and information on financial transactions an international body called Egmont is 

established. The international police organization Interpol has been established to provide 

the widest possible mutual assistance and exchange of information between the "low 

enforcement" agencies within the legal provisions of the countries - members of Interpol. 

Information and data via INTERPOL are exchanged by the national central offices of the 

Member States of INTERPOL. 

Cooperation at international level in the area of investigation aims to identify and 

provide evidence of the origin of the property, its possible transformation into a different 

form, location, legal status, its value, the owner, the authorized person etc. Besides 

illegally acquired proceeds of crime that can take the form of a real estate, securities, 

money, etc, it is important to ensure material evidence which enables monitoring of 

financial track.
12

 Following the financial track requires financial analysis and backward 

using the documentation (payment orders, SWIFT messages, orders for cash withdrawal, 

the agreements, etc.) and the records, too. The quickest way to obtain such data is through 

the cooperation of financial intelligence units of different countries. Also, according to 

international regulations, the Financial Intelligence Unit may require from another 

Financial Intelligence Unit a temporary postponement of certain transaction and freezing 

of certain assets aimed at preventing money laundering as well as transformation of 

proceeds or property in another format order not to lose further track of its monitoring.
13

 

 

7. CONCLUSION  
 

The development of technology, the process of globalization and the free flow of 

people, goods, information and funds provided the processes of organized crime and 

money laundering to reach a level of excellence and to receive international scale as well. 

From that perspective, the need for timely coordination, cooperation and exchange of 

information among the involved institutions is enhanced in terms of identifying, detecting, 

tracking and freezing the proceeds of crime. Networking of the involved institutions is also 

a successful mechanism against network organized crime structures and groups. For this 

purpose, it is necessary to establish a legal framework system in which powers will be 

                                                           
11

 Boġkoviĺ G. i Marinkoviĺ D. ,Methods of Financial Investigation and suppression of organized 

crime, NBP, Journal of criminalistics and law, No. 2, Belgrade, 2010 p. 87. 
12

Tony, J.F., Processing Financial Information in Money Laundering Matters: The Financial 

Intelligence Units, European Journal of Crime, Criminal Law and Criminal Justice, Volume 3, 

1996, p. 260. 
13

Council Framework Decision 2003/577/JHA on 22 July 2003 on the execution in the European 

Union of orders freezing property or evidence, Official Journal of the European Union L 196/45 

from 2.8.2003 
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strictly defined and coordinated by certain rules in order to avoid any conflict of 

competence. 

As already mentioned, the preventive policy is a successful mechanism in the fight 

against organized crime and money laundering, but new forms of organized crime in the 

area of cyber space, further compounded the problem of keeping preventive policy, 

especially in the process of identification of the customer and end-user, where financial 

institutions canôt be 100% confident in their validation. 

For that reasons, the goal of these institutions is to lead integrated financial 

investigations whose aim is to identify, locate, temporarily freeze and confiscate assets 

acquired from crime, until their origin is proved. 
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Abstract 

 

Tax evasion and other charges contribute to the budget deficit, and thus unbalance the 

budget. This has a negative effect, both on the economy and on the social status of the 

citizens. Based on an analysis of the court judgements in the Republic of Serbia for the 

past five years, it can be concluded that the courts in the case of tax offenses did not 

automatically award restitution claims. They do so only at the request of the Public 

Attorney`s Office. In relation to these offenses, the said authority is representative of the 

injured party. However, it cannot be expected that restitution claim will be filed in a timely 

manner in all cases of fiscal offenses. The biggest problem is the inadequate cooperation of 

the competent authorities. In practice, such a procedure is generally time consuming and 

delays the procedure itself. In this paper, the authors try to identify the problems which 

arise in practice and try to give suggestions to overcome them. For that purpose, they use 

the method of content analysis of data from the reports of the Ministry of Finance, but also 

the contents of court judgements in the Republic of Serbia. 

Keywords: fiscal offenses, budget, damage, restitution claim. 

 

1. INTRODUCTION  

 

Criminal offenses committed against the fiscal system represent a great expense 

for the state budget. They are committed solely for the purpose of gaining illegal benefit. 

Insufficient inflow of funds in the budget can contribute to creating a budget deficit that is 

necessary to compensate through a variety of measures, including the austerity measures. 

Such measures negatively affect the overall social welfare. Accordingly, one might ask the 

question what the most appropriate sanction that may be imposed on the perpetrators of 

these offences is. Given the motive for commission of fiscal criminal offences, apart from 

sanctions, some other measures could be imposed as well, such as awarding a claim for 

restitution or seizure of proceeds of crime. The first measure is imposed at the request of 

the injured party or his/her legal representative, while the second one is imposed ex officio. 

As regards fiscal offences, both measures imply the payment of money in the budget, and 

consequently compensation for caused damage. Application of such measures as stipulated 

by the criminal legislation could influence potential perpetrators of these criminal offences 

to refrain from committing them. Utilitarians advocated such a position. According to the 

founder of utilitarianism, Jeremy Bentham, the task of law is to provide the well-being of 

community members, and therefore should achieve three objectives: take care of crime 

prevention, help satisfy the injured party and punish the guilty ones. (Ignjatoviĺ, 2011:64). 
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The legislator cannot be the exclusive contributor to the realization of these goals, but 

those enforcing the law must participate as well. Utilitarianism pioneered by Bentham had 

an impact on the development of economic theory of crime, which may not be applicable 

to all criminal offenses, but can be applied when it comes to perpetrators of property 

crimes. According to Gary Becker, people decide to commit crimes calculating the 

maximum benefit that they will achieve from it. The decisive reason for undertaking 

criminal activities is the very expectation of greater benefits from these activities than from 

refraining from them (Schmidt & Witte, 1984:142). This theory is applicable when there is 

a possibility of ñrational choiceñ and when the goal of committing a crime is primarily 

acquiring material gain, as is the case with tax evasion (Schmidt & Witte,1984:143). 

It is certain that the expected benefit decreases with the increase of punishment 

(and consequently its monetary equivalent), as well as with the increase in probability of 

detection of the perpetrator of a criminal offence, that is, passing a final conviction. 

Therefore, the greater the punishment, the smaller the expected benefit of violation of the 

law, and consequently it is less likely that a violation of law will occur. This finding has 

led to the conclusion that effective penal policy is a basic factor of general crime 

prevention, that is, of violation of the law (Begoviĺ, 2007:46).However, for fiscal criminal 

offenses, other than general prevention, one can pose the question of compensation for 

damages, since their commission causes high costs for the budget. Fiscal criminal offenses 

are prescribed primarily for the purpose of protection of human rights, the so-called new 

generation rights ï economic and social. However, the perpetratorôs awareness of the fact 

that criminal offence they commit potentially reduces their own rights would not affect 

refraining from committing crime. However, if the perpetrator would be aware that the 

same amount of money obtained by tax evasion, failure to pay withholding tax or amount 

of budgetary funds that he/she improperly used must return to the budget, he/she probably 

would consider refraining from commission of the crime. Although a fine can be imposed 

to the perpetrator of fiscal offenses, it is often lower than the amount of damage that occurs 

as a result of their commission. It is therefore essential, in addition to punishments, to 

impose return of unpaid or unlawfully used budget funds as well. 

Bearing in mind the aforementioned, the subject of the analysis in this paper is the 

content of judgements of courts in the Republic of Serbia. The goal of such analysis is to 

determine the frequency of imposing claim for restitution and measure of seizure of 

proceeds of crime. The limiting factor in the proper content analysis of judgments of fiscal 

criminal offenses, and consequently in making a more reliable conclusion, is the fact that 

the subject of the analysis were only judgements convicting persons for tax-related 

criminal offenses. The reason for this is the fact that it is harder to come by judgements on 

other fiscal crimes, than when it comes to tax-related criminal offenses. 

 

2. THE NOTION AND TYPES OF FISCAL CRIMES  

 

The word fiscal comes from the Latin word fiscus meaning state treasury or state 

assets (Klajn & Ġipka, 2007:1328). According to Vujaklija, word fiscal comes from the 

Latin word fiscalis meaning ñpertaining to state treasuryñ, belonging to state treasury, 

going in favour of state treasury, which has to do with the Latin word fiscus meaning 

treasury. In the Roman emperorsô era, the said word meant the Emperorôs private treasury, 

unlike the word erarium which meant the state treasury. Today, the notion fiscus means 

state property or state treasury (1970: 1012). Taking into account the meaning of the notion 

fiscal, the umbrella of fiscal criminal offenses includes criminal offences which directly or 
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indirectly endanger the treasury (budget) or state property. These criminal offences can be 

considered in the narrow or broader sense. In the narrow sense, these are exclusively 

criminal offenses which directly threaten state property, while in the broader sense they 

also comprise some other criminal offences, which depending on the circumstances of a 

particular case (the object of attack or perpetrator) may be directed against state property or 

state treasury. 

Fiscal offenses in the narrow sense include tax, customs and budgetary crimes. 

Tax-related criminal offences are defined by the Law on Tax Procedure and Tax 

Administration
1
. These are criminal offences defined by law, whose possible consequence 

is full or partial tax evasion, drafting and submitting a forged document of importance for 

taxation, jeopardizing tax collection and tax control, illicit trafficking of excise goods and 

other illegal actions related to tax evasion.
2
 Some tax-related crimes are provided for in 

primary, while others in secondary criminal legislation. The Criminal Code of the Republic 

of Serbia prescribes the following criminal offences: tax evasion, non-payment of 

withholding tax and preventing control.
3
 Secondary criminal legislation, i.e. the Law on 

Tax Procedure and Tax Administration, prescribes the following tax-related criminal 

offenses: unfounded expression of amounts for tax reimbursement and tax credit, 

jeopardizing tax collection and tax control, illegal markets of excise products and illegal 

storing of goods.
4
 

As opposed to the tax-related criminal offences, other fiscal offenses are not 

defined by other regulations and are exclusively regulated by the Criminal Code. Within 

the Chapter twenty-two, which comprises a group of criminal offences against economy, 

customs criminal offence ï smuggling, is provided for.
5
 In addition to tax and customs 

criminal offenses within the same chapter and group of criminal offences against the 

economy, criminal offense whose object of protection is dual, is provided for ï 

misfeasance in public procurement.
6
 In contrast to the previously mentioned offences, only 

criminal offense of spending funds from the budget for a purpose other than designated is 

provided for under the Chapter thirty-three, within the group of criminal offenses against 

                                                           
1
 The Law on Tax Procedure and Tax Administration (ñOfficial Gazette of the Republic of Serbiaò, 

Nos. 72/2011, 101/2011, 121/2012, 32/2013, 45/2013, 55/2014) 
2
Tax-related criminal offences are defined in the Article 135, paragraph 2 of the Law on Tax 

Procedure and Tax Administration of the Republic of Serbia. 
3
Although committed to the detriment of the budget, i.e. fiscal system, tax-related criminal offenses 

are stipulated in the group of criminal offenses against the economy. Criminal offence Tax Evasion 

is prescribed in the Article 229, criminal offence Failure to Pay Withholding Tax in Article 229a, 

criminal offence Preventing Control in Article 241 of the Criminal Code (ĂOfficial Gazette of the 

Republic of Serbiañ, No. 85/2005, 88/2005, 107/2005, 72/2009, 111/2009, 121/2012, 104/2013 and 

108/2014). Tax-related criminal offences are only in the legislation of the Republic of Serbia 

prescribed in two laws.  
4
 Criminal offence Unfounded Expression of Amounts for Tax Reimbursement and Tax Credit is 

prescribed in Article 173a, Jeopardizing Tax Collection and Tax Control in Article 175, Illegal 

Markets of Excise Products in Article 176, and criminal offence Illegal Storing of Goods in Article 

176a of the Law on Tax Procedure and Tax Administration. 
5
 Criminal offence Smuggling is prescribed in Article 230 of the Criminal Code. 

6
 Criminal offence Misfeasance in Public Procurement is prescribed in Article 234 of f the Criminal 

Code. 
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official duty.
7
 Fiscal offenses in broader sense are criminal offenses that do not always 

cause damage to the state budget or property, but which, depending on the circumstances 

of a particular case, can be committed to the detriment of the fiscal system. 

Criminal offence of obtaining and using credit and other benefits under false 

pretences exists if a person by false presentation of facts or their concealment obtains for 

him/herself or another a credit, subvention or other benefit even though not meeting the 

relevant requirements, as well in the case when a person uses the obtained credit, 

subvention or other benefit for purposes other than those for which the credit, subvention 

or other benefit was granted. Keeping in mind that subventions are granted from the 

budget, offence can be considered as fiscal criminal offense if false data were submitted to 

the competent authorities or if relevant data were concealed in order for a specific person 

(for example, a public company or natural person) to receive a subvention even though 

he/she does not meet the stipulated requirements or if subvention was used for a purpose 

other than designated. For a criminal offense of obtaining and using credit and other 

benefits under false pretences to be considered a fiscal criminal offense, it is necessary to 

have been committed in relation to the budget (public funds), that is, that it was committed 

in order to obtain subventions from the budget of the Republic of Serbia, territorial 

autonomy or local self-government unit, as well as in the case when granted subvention is 

used for a purpose other than designated.
8
 

According to some authors, criminal law protection of public revenues has always 

existed, but varied depending on the social organization and socio-economic relations. 

However, all countries have sought to combat tax crimes, by stipulating criminal offences 

that provided criminal protection to public revenues (Vuļkoviĺ, 2013:5). Tax-related 

criminal offences were prescribed first, while the need for prescribing other criminal 

offences committed at the detriment of the fiscal system arose much later. The 

consequence of these criminal offences is prevention of the inflow of public revenues in 

the budget (in terms of tax and customs offenses), as well as the excessive spending of 

these funds (when it comes to budgetary criminal offenses). In addition to reducing public 

revenue and damage to the budget, by committing fiscal criminal offenses, other social 

values are endangered as well, which implies adequate reaction not only on legal, but also 

on the moral level. The consequences are not only adverse fiscal effects, but also the 

repercussions on the economic-political and socio-political level. Fiscal crime significantly 

affects the weakening of the economic base of a society (Kuliĺ & Miloġeviĺ, 2010:117). 

Fiscal criminal offenses are mostly committed with mercenary motives and 

represent a great expense to a country, bearing in mind that in this way state budget is 

damaged, as well as citizens. A large part of public spending is financed from public 

revenues, and it is therefore necessary to find a way to compensate for the damage to the 

budget resulting from the failure of payment of public revenues and their illegal payment. 

However, this does not mean that these measures should be given priority over 

punishment. But, it seems that on the decisions of the perpetrator to refrain from 

committing a fiscal criminal offense to a greater extent would influence the likelihood that 

                                                           
7
 Criminal offence Spending Funds from the Budget for a Purpose Other than Designated is 

prescribed in Article 362a of the Criminal Code. 
13

Criminal offence Obtaining and Using Credit and Other Benefits under False Pretences is 

prescribed in the Chapter XX, in the group of criminal offences against property, Article 209 of the 

Criminal Code. Subventions are part of budgetary funds that are being allocated for economic 

incentives.  
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in the event of discovery of his/her offence, he/she will be required to pay into the budget 

the funds not paid or was illegally spent . 

 

3. PRESCRIBING FISCAL CRIMINAL OFFENCES FOR THE PURPOSE OF 

HUMAN RIGHTS PROTECTION  

 

Recent variations of the natural law teachings are based on the existence of the 

social contract. According to them, people were autonomous and sovereign beings in 

natural state, and by entering into the community they concluded an agreement, giving up 

some of their powers in favour of the state, but retaining some rights. These rights which 

people gave up in favour of the state represent liabilities towards the state, and the rights 

that they retained are human rights proclaimed by international and national documents. 

Thus, the obligation to pay taxes to the state is waiving a part of their rights to property, 

i.e. part of their property, but it is also a prerequisite for the achievement of economic, 

social and cultural rights, whose realization is financed by these taxes and other duties that 

citizens pay to the state (Dimitrijeviĺ et al, 1997: 370-371). 

The Article 22 of the Universal Declaration of Human Rights provided that 

everyone, as a member of society, has the right to social security and the right to economic, 

social and cultural rights necessary for personal dignity and free development of his/her 

personality, with the help from the state and international cooperation, and in accordance 

with the organization and resources of each state. The said Declaration stipulates that 

everyone has the right to a standard of living that ensures health and well-being of 

him/herself and of his/her family, including food, clothing, housing and medical care and 

special social services, as well as the right to security in case of unemployment, sickness, 

disability, widowhood, old age or other cases of lack of livelihood in circumstances 

beyond his/her control.
9
 Besides the rights, the Declaration stipulates that everyone has 

duties towards the community, and that only community provides the free and full 

development of his/her personality, as well as that in the exercise of his/her rights and 

freedoms, everyone can be subject only to such limitations as are determined by law, for 

the purpose of securing due recognition and respect for the rights and freedoms of others 

and the general welfare, all these in order to meet the just requirements of morality, public 

order and the general welfare in a democratic society.
10

 Therefore, citizens waive a part of 

their income in order to secure the rights and freedoms of others and the general social 

welfare. The right to social security, as well as the right to achieve economic, social and 

cultural rights are conditioned by funds which the state has at its disposal. These funds are 

provided from the state budget. Therefore, the stability of the fiscal system of a country is 

of great importance for the functioning of the community.  

Human rights are protected by different mechanisms. Nevertheless, a special place 

and significance belongs to criminal law sanctions (Paunoviĺ et al, 2007:99). Essentially, 

criminal law protection of human rights as such (in the narrow sense), has developed only 

when the very idea of human rights and obligation of their respect developed. Thus, it is 

the achievement of recent times. (Paunoviĺ et al, 2007:100). 

                                                           
9
 Article 25 of the Universal Declaration of Human Rights. The text of the Declaration in English 

language is available on the following webpage: 

http://www.ohchr.org/EN/UDHR/Documents/UDHR_Translations/eng.pdf (accessed in January 

2016) 
10

 Article 29, paragraphs 1 and 2 of the Universal Declaration of Human Rights 
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International standards guarantee economic and social human rights. In accordance 

with them, everyone has the right to a dignified life and to a minimum standard of living, 

as well as to health and social care. The state has a dominant role in the realization of these 

rights. The quality of these rights, of course, depends on the material wealth of a country. 

Therefore, of great importance for every state is preservation of its fiscal system. It is quite 

justified that the most serious forms of violations and endangering the tax, customs and 

budgetary system are prescribed as a fiscal criminal offenses. Bearing in mind the above 

said, it can be concluded that these offences do not only damage the state budget, but also 

citizens, and it is therefore necessary to apply appropriate measures that will prevent the 

potential perpetrators from committing crimes. 

 

4. COMPENSATION FOR THE DAMAGE TO THE BUDGET ï THE 

CONTENT ANALYSIS OF THE COURT JUDGEMENTS  

 

According to the data of the Tax Administration, in the period from 1 January 

2009 to 31 December 2013the tax police filed 8468 criminal charges, while the state was 

damaged by 64 598 658 586,65 Dinars for non-payment of taxes in the stated 

period.
11

However, when it comes to fiscal criminal offenses, it is not only necessary to 

punish the perpetrator, but also to return unpaid funds in the budget. Two measures can be 

imposed on perpetrators: awarding restitution claim and confiscation of proceeds of crime. 

Restitution claim is a claim which is a result of commission of a criminal offence or of a 

wrongful act stipulated by law as a criminal offence. It is considered upon a motion by 

authorised persons in criminal proceedings, unless it would substantially prolong 

proceedings. Restitution claim may relate to the compensation of damage, return of objects 

or annulment of a certain legal action, and may be submitted by a person who is authorised 

to submit such a claim in civil proceedings.
12

 While submitting a restitution claim, 

authorized submitter is required to submit evidence.
13

 If due to the criminal offence or 

wrongful act stipulated by law as criminal offence public property was damaged, the 

authority authorised by a law or other regulation to take care of the protection of this 

property may participate in proceedings in accordance with the authorisation it possesses 

pursuant to that law or other regulation.
14

If public property was damaged, the authorized 

person is the State Attorneyôs Office, as protector of the property rights and interests of the 

Republic of Serbia. This claim may be submitted no later than the conclusion of the main 

hearing before the first instance court.
15

 In case that an authorised person has not submitted 

a restitution claim until the charges are filed, he/she will be notified that he/she can submit 

it by the end of the main hearing.
16

If due to the criminal offence or wrongful act stipulated 

by law as criminal offence public property was damaged, and restitution claim was not 

submitted, the court is required to inform the competent authority.
17

 

                                                           
11

This datum is listed according to the letter of the Ministry of Finance, Tax Administration, Tax 

Police Sector, Belgrade, No. 031-5/2014-11 of06/02/2014. The data were submitted at the written 

request of the author of 03/02/2014. 
12

Person who can file it in civil proceedings is the injured party or his/her legal representative. 
13

Article 252 of the Criminal Procedure Code. 
14

 Article 253 of the Criminal Procedure Code. 
15

 Article 254of the Criminal Procedure Code. 
16

 Article 254of the Criminal Procedure Code. 
17

Article 259of the Criminal Procedure Code. 
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In case that in criminal proceedings restitution claim is not filed by the injured 

party or by his/her legal representative, the court can order seizure of proceeds of crime. 

Seizure of proceeds of crime is a special measure stipulated by the Criminal Code, and its 

application is justified by the fact that no one can benefit from the commission of criminal 

offence. The said measure cannot be imposed cumulatively with award of restitution claim, 

because one excludes the other. However, since in case of fiscal criminal offenses and in 

deciding on restitution claim and the confiscation of material benefits funds are paid to the 

budget, it does not matter which of the above measures will be imposed. In order to 

analyze the actions of the courts in relation to the application of these measures, the paper 

analyzes the content of the six judgements imposed on perpetrators of criminal offences of 

tax evasion and non-payment of withholding tax.
18

Of all the judgments whose content was 

the subject of analysis in this paper, only in one case a restitution claim was awarded, 

because in that particular case restitution claim was filed by the competent State Attorneyôs 

Office as the authorized submitter of the claim.
19

However, none of the judgments 

contained measure of seizure of proceeds of crime, and the court has an obligation to 

impose it ex officio. In one judgement, the court concluded that the imposition of measure 

of seizure of proceeds of crime is not necessary, because the perpetrator made the payment 

of the owned amount after the field control.
20

Only the judgment of the Basic Court in 

Valjevo states that the restitution claim is not awarded, because legal representative did not 

file it, but the measure of seizure of proceeds of crime was not imposed. In contrast to that 

judgment, in other judgments restitution claims were not mentioned, but the measure of 

seizure of proceeds of crime was not imposed as well. Nevertheless, it seems that when it 

comes to tax-related criminal offenses, courts more often impose security measures than 

measure of seizure of the proceeds of crime, even though compensation of damage by 

payment of its amount in the budget might to a great extent preventively influence 

potential offenders. 

Based on the content analysis of court judgments, it can be concluded that there is 

no adequate cooperation between the courts and the competent authorities which protect 

property rights and interests of the Republic of Serbia, if one takes into account the 

frequency of awarding restitution claim. Although a fine may be imposed to the 

perpetrators of fiscal criminal offenses, one should keep in mind that they do not have the 

                                                           
18

Judgments that have been the subject of the analysis in this paper, were submitted at the request of 

the author, by the Ministry of Finance, Tax Administration, Tax Police Sector, Belgrade, No. 033-

5/2014-11 of 06/02/2014. This paper analyzed the content of the following judgements regarding 

the criminal offense of tax evasion: Judgment of the Basic Court in Prokuplje 2K. No.807/2010 of 

22/03/2011. Judgment of the Basic Court in Smederevo 6K No 1040/2010 of 23/08/2011. Judgment 

of the Basic Court in Valjevo K No 433/2010 of 07/06/2011. Judgement of the Basic Court in 

Kikinda No. 1K.427/2011 of 23/08/2011. In connection with the criminal offense of non-payment 

of withholding tax, content analysis of the following judgement was carried out: Judgement of the 

Basic Court in Zrenjanin No. of 1K 324/2012 of 09/07/2012, Judgment of the Basic Court in 

Sombor No. of 1K. 1310/2010 of 20/04/2012. 
19

The judgment of the Basic Court in Smederevo 6K No. 1040/2010 of 23/08/2011 has obliged the 

perpetrator of criminal offence of tax evasion, by which he/she damaged the budget by 224 091 

Dinars, to pay the amount for unpaid taxes in the budget of the Republic of Serbia based on the filed 

restitution claim, given that the Republic Attorneyôs Office, as the legal representative of the 

Republic of Serbia in accordance with Article 206 of the Criminal Procedure Code timely filed 

restitution claim. 
20

Judgement of the Basic Court in Prokuplje 2K No.807/2010 of 22/03/2011.  
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same objective as the award of restitution claim and seizure of material benefit. The 

purpose of punishment is general prevention, while mentioned measures are important for 

compensation of damages caused to the budget by committing fiscal criminal offences. 

This, of course, does not diminish their importance for the prevention of fiscal offenses. 

 

5. CONCLUSION 

 

Fiscal criminal offenses represent not only the damage to the budget, but also to 

citizens. Low inflow of funds in the budget or their illegal or uneconomical use may cause 

the budget deficit. Such a situation requires the application of measures that negatively 

reflect on the overall social welfare. Therefore, in order to prevent such criminal offenses, 

it is necessary to apply a large number of preventive measures. Fiscal criminal offenses 

belong to the subgroup of property crime, and thus their perpetrators are usually guided by 

the principle of maximizing the benefits from commission of such criminal offences. In 

cases of these criminal offences, Beckerôs economic theory of crime can be applied. 

Bearing this in mind, one could ask the question what the adequate sanction or measure 

which may affect the potential perpetrators to refrain from committing a crime is. Fines 

may as well be imposed on perpetrators of fiscal criminal offences, but they may be lower 

than the amount for which the budget was damaged. Therefore, for the purpose of both 

compensation for damage, and the additional influence on preventing the commission of 

fiscal criminal offenses, two measures could be imposed: an award of restitution claim and 

seizure of proceeds of crime. The first measure depends on the existence of restitution 

claim, which is submitted in criminal proceedings by the authorized submitter. In case that 

restitution claim was not filed, the court has the option to impose the measure of seizure of 

proceeds of crime. Nevertheless, based on analysis of court judgments which imposed 

sanctions for tax-related criminal offences, it seems that the courts do not, or very rarely, 

impose the said measure. 

Taking into account the damage to the budget caused by commission of fiscal 

criminal offenses, in all cases where restitution claim is not awarded courts should impose 

measure of seizure of proceeds of crime. Application of this measure should have 

precedence over security measures, because it actually has a dual function ï general 

preventive action and compensation for the damage. If a potential perpetrator of fiscal 

criminal offenses has the knowledge that the court in most cases, in addition to imposing 

punishment, also imposes the mandatory seizure of proceeds of crime, that is, orders 

payment of an amount of money to the budget, it is very likely that he/she will refrain from 

committing that criminal offence. 
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Abstract 

 

Recently, the development of non-bank financial markets has become increasingly 

important to the extent this development directly influences the development of the 

country. The insurance, securities and private voluntary pension plan market has a 

significant impact not only in enhancement and growth of social welfare in general, but 

also in the performance of the public operator in particular. The public operator should not 

only regulate these markets, but it should first and foremost provide guarantee for all the 

transactions carried out within such markets and ensure that the users of financial services 

are protected against illegal phenomena that would damage their revenues. One of the most 

problematic issues in the performance of these markets is money laundering and financing 

of terrorism.  

From the organizational viewpoint, the Financial Supervisory Authority is almost fully  

regulated. Nevertheless, as of today, its organizational chart does not have a special 

directorate in charge of money laundering and financing of terrorism. According to the 

recommendations of the World Bank, as well as European Union Directives, a directorate 

performing such functions should be part of the FSA structure. Currently, in our 

institutional system, there is a directorate subordinate to the Ministry of Finance, which is 

called the General Directorate for the Prevention of Money Laundering (GDPML) whose 

mission is the fight against money laundering and financing of terrorism, but this unit does 

not serve FSA. A contact person at the Financial Supervisory Authority is in charge of 

keeping continuous contacts with this directorate, but this is still inefficient. This Authority 

should be reformed with this regard, by establishing a new department within its governing 

structures, in order for the financial markets to feel safe and sound. This paper will  

attempt, through the analysis and comparative method, to present a detailed overview of 

this phenomenon in Albania. 

Keywords: financial market, law, security, money laundering, financing of terrorism, tax 

evasion. 

 

1. INTRODUCTION   

 

Money laundering is nothing else than a process through people or different 

companies try to hide their incomes acquired in an illegal way or various criminal 

activities. These incomes are invested in different ways in the financial system (in stock 

markets, goods, services, products) causing one of the biggest problems or cramps in the 

economy of a country. As far as money laundering eases corruption and at the same time 

affects the integration of legal institutions through renewed of funds that are needed to 

these people to exert other criminal activities, it can as well destabilize the countryôs 

economy. 
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To avoid negative effects or to prevent risks coming from such offences for the 

economic and financial stability, national security precautions are needed to be taken 

together with the creation of some specialized structures through the continuous work can 

contribute a lot decreasing this phenomenon. The General Directorate of Prevention of 

Money Laundering is part of this system and has a major role in the prevention phases of 

hiding and conveyance of the outlawed source of funds or assets secured from the criminal 

activity. It exerts its functions as an institution dependent on Ministry of Finance and, 

inside its activity, it has the right to decide about the way of pursuing and answering the 

mentioned cases of the potential money laundering and financing of possible terrorist 

activities. This directorate also acts as a national center in charge of collecting, analyzing 

and delivering at the agencies of implementing the law of data for the possible activities of 

money laundering and financing of terrorism
1
. 

In our opinions, even if  this directorate plays a major role on surveillance of the 

overall financial system, again it is impossible to enter and analyze specific financial cases 

linked to transactions of the non-banking financial markets, this for the complexity of these 

markets. Today, non-banking financial markets (Reinsurance Companies; Intermediaries in 

insurance and reinsurance; Tirana Stock Exchange and other securities markets; Securities 

Financial Intermediaries; Management Companies; Investment Funds and Investment 

Companies; Pension Funds; Custody, Depositary and Register in Securities; Professionals 

in respective fields) are regulated from the Albanian Financial Supervisory Authority, 

through law no. 9572, date 03.07.2006 ñOn Financial Supervisory Authorityò. From the 

organizational point of view, even though the Albanian Financial Supervisory Authority is 

structured in fully  accordance with the European standards, its structure is missing a 

special directorate with power in the field of fight against money laundering and terrorism 

financial, a directorate which would have a direct and immediate impact on financial 

markets. According to recommendations from World Bank but even the directives from 

European Union, a directorate with such functions must be part of FSAs in order for the 

financial markets to feel secure and healthy. 

 

2. DEFINITIONS  

 

Following this work, first we find it suitable to stop at two important definitions 

related to financial markets and money laundering. As it is worth mentioning in this part is 

the fact that in literature or official requisitions, we find similar definitions of money 

laundering, including the essential structures of illegal income and the way they are thrown 

or transferred into the financial system to hide their provenience. So in the theory aspect, 

the international doctrine (and not only) is almost unified. 

Money laundering is the process of hiding the criminal origin of activities and 

investments or illegal financial transactions. The accurate juridical terminology of defining 

money laundering is ñthe hiding or camouflaging of the real nature, source, location, 

disposal, transfer, real bounds related to propriety, by being aware that such proprieties 

derive from a penal actéò (Savona, 2005) In other words, every amount of money that in 

a direct or indirect way circulates, is re-circulated or transferred; transformed or alienated 

in products or assets, derived from criminal or illegal activities and from penal acts, 

accounts ñdirtyò money. Money laundering is the long process through which ñdirtyò 

                                                           
1
 Law No. 9917, Date 19.5.2008 ñOn the prevention of money laundering and financing terrorismò, 

as amended. Article 21, Clause 2 
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money, conveys into ñcleanò money
2
. In the Albanian legislation, the concept of money 

laundering and the financing of terrorism are included in the provisions of Penal Code by 

giving a precision of this phenomenon. According to the penal code, laundering of 

offences or criminal activities, through:  

a) exchange or transferring of assets, aiming at hiding or covering the illegal 

source of it, by being aware that this asset is a product of an offence or criminal activity; 

b) hiding or covering of the true nature, source, location, disposal, transfer, 

property or the rights related to the asset by being aware that this asset is a product of an 

offence or criminal activity; 

c) gaining of property, possessions or use of assets, by being aware that when 

receiving it, this asset is a product of an offence or criminal activity; 

d) perform financial operations or divided transactions in order to avoid reporting, 

according to the legislation for the prevention of money laundering; 

e) invest in economic or financial activities of money or objects, by being aware 

that that are products of an offence or criminal activity; 

f) counseling, helping, inducement or public call for performing any of these 

offences specified as above;sentenced by prison from five to ten years and fined from five 

thousand to five million lek
3
. By subjective, this offence is done deliberately. 

Money laundering is specified as an action that ñhidesò in all the ways, even with 

false excuses, the origin of assets, of goods and income, of the author of a crime or of an 

offence, as result, the former has profited an amount of money in a direct or indirect way
4
. 

For the purpose of this work, with financial market will  refer to every market 

where buyers and sellers take part in the marketing such assets: stocks, bonds, coins and 

derivate. The financial market can be wide and diversified but in most of the cases it is 

characterized from transparent prices, strict rules for their marketing, specified costs and 

fees, and competent authorities for its organization and protection.Meanwhile with 

marketing data will  refer to whatever information that collects a jurisdiction, on paper or 

electronic way, import/export forms or all other supporting documentations. 

Usually this information includes a description of goods that are imported or 

exported, their quantity, value, weight, custom number or their tariff code, way of 

transportation, and/or name and address of the exporter (submitter), importer (expectant) 

and company of transport. In some cases, financial or bank data are gathered
5
.  

  

                                                           
2
 Bank of Albania: What does it mean to prevent money laundering. Informing brochure, Tirana 

2005. Page 6 
3
 Law Nr.7895, date 27.1.1995 Penal Code, Republic of Albania (Updated). Article 287 

4
 Bank of Albania: What does it mean to prevent money laundering. Informing brochure, Tirana 

2005. Page 8 
5
 DPPPP, Good practices on preventing money laundering and terrorism financing in marketing 

activities Tirana 2012, P. 3  

http://fint.gov.al/doc/Pastrimi%20i%20parave%20dhe%20financimi%20i%20terrorizmit%20perme

s%20sistemit%20te%20tregetise.pdf 

http://fint.gov.al/doc/Pastrimi%2520i%2520parave%2520dhe%2520financimi%2520i%2520terrorizmit%2520permes%2520sistemit%2520te%2520tregetise.pdf
http://fint.gov.al/doc/Pastrimi%2520i%2520parave%2520dhe%2520financimi%2520i%2520terrorizmit%2520permes%2520sistemit%2520te%2520tregetise.pdf
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3. NON-BANK  FINANCIAL  MARKETS  AND FSA 

 

Non-bank financial markets in Albania are considered as a relatively new market, 

which is generally related to the developments of recent years and in most of the cases its 

performance is rated as lukewarm. The small size of non-banking financial institutions is a 

result of former developments of the Albanian state, lack of knowledge about the products 

and financial services from the possible users and their low level of essential financial 

basis
6
. 

In Albania, non-banking financial market is composed of three main sectors where 

including: insurance market and its operators; securities market and its operators; and the 

private supplements pensions market and its operators. These three segments of financial 

markets have seen different developments in the Albanian reality, not only about the 

shown performance but even in the regulatory framework, for the creation of competent 

authorities for their regulation and supervision. As all over the world, formerly in Albania 

was applied a vertical model of financial supervision, otherwise called institutional model 

or that traditional, where a special authority existed for each of these markets, competent 

for its regulation and supervision. In fact history showed that one of the essential reasons 

that these markets failed in Albania was exactly the application of this model, where the 

existence of a lot of laws and institutions were not able to create a quiet and secure 

environment to urge foreign or Albanian investors to invest on them. 

Considering the low level of development of the financial sector (notably the non-

banking sector) and the large number of relevant regulatory institutions until 2006, it came 

to conclusion that Albania had a lot of financial regulators
7
. This was the main reason that 

the non-banking financial market forwarded the need for a new reform in the Albanian 

regulation system, by changing form in 2006 with the creation of Financial Supervision 

Authority. In this way the financial supervisionôs architecture in Albania changed model 

by distancing itself from that institutional to horizontal financial supervision, or 

supervision based on objectives
8
. In the case of Albania, it is chosen the ñhorizontal 

integrationò, a combination of functional integration in the highest levels of organizational 

units of FSA and an internal sectorial division.
9
 

Based on the Governmentôs initiative to reform the nonbank financial regulator 

system to the unification of a single consolidated regulator organ under the strict technical 

advice and support of World Bank and IMF, in October 2006, it was conducted the 

integration of regulatory organs ï super visional for the marketôs activity and subjects in 

the insurance field, securities and the private supplements pensions
10

. In this framework, 

the unification of the Authority of Insurance Supervision (AIS) was achieved, Commission 

of Securities (CS), as well as the Inspectorate of Private Supplements Pensions (IPSP), by 

creating the Financial Supervisory Authority (FSA) as the only responsible institution for 

                                                           
6
 See: FSA, Albania: Financial System Stability Assessment - FSSA, IMF Country Report, August 

2005.  
7
 Financial Supervisory Authority, Annual Report 2006. Tirana 2006 

http://amf.gov.al/pdf/publikime2/raport/amf/AMF_Raport_Vjetor2006_Shqip.pdf 
8
Twin Peaks Model 

9
 Financial Supervisory Authority, Annual Report 2006. Tirana 2006 

10
Ibid. 

http://amf.gov.al/pdf/publikime2/raport/amf/AMF_Raport_Vjetor2006_Shqip.pdf
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the licensing, supervision and regulation of the whole activity regarding the non-banking 

financial sector in Albania
11

. 

A fully  integrated super visional structure is better than a fragmented structure. 

This for the reason that
12

: 

¶ Integration secures same regulatory standards and treatments for different sectors; 

¶ Integration offers synergy between different regulatory functional fields from the 

personnel point of view as well as regulatory neutrality; 

¶ Integration eases international cooperation. 

According to law no. 9572, date 03.07.2006 ñOn Financial Supervisory 

Authorityò
13

, the Authority is a legal audience person, independent, headquartered in 

Tirana, specialized to regulate and supervise the subjectôs activity, that exercise one or 

some of the activities related to the securitiesô markets, insurances, private supplements 

pensions and other non-banking financial activities. 

The financial system in Albania is based on a nearly fully  division between bank 

and that of non-banking sector, by predicting Bank of Albania and the Financial 

Supervisory Authority as the two competent authorities for the regulation and supervision 

of each of them. This structure is designed according to the horizontal financial 

supervision or supervision based on objectives, where each of them has clearly provided, 

in the establishment law, its rights and responsibilities. 

Advised from international organizations experienced in this field, the Albanian 

government preferred the horizontal model with two special authorities for the regulation 

and financial supervision, deciding to evaluate in a second moment the need of their fully  

unification and integration. 

From the organizational point of view, the Financial Supervisory Authority is 

almost regulated in a fully  way. However, in its structures we still find some important 

deficiencies which would ease in a considerable way the duty of this institution and the 

desired results would come quickly. As one of its deficiencies of this structure we can 

mention the absence of a special directorate with competencies in the field of money 

laundering financing of terrorism. According to World Bank, but even by the Directives of 

European Union, a directorate with such functions should be part of FSA structures. As we 

mentioned above, actually in our institutional system, it exist a directorate dependent from 

Ministry of Finance, named the General Directorate for the Prevention of Money 

Laundering having as a mission war against money laundering and financing of terrorism, 

but this directorate is not in function of FSA. 

Financial Supervisory Authority has a contact person who makes continuous 

liaises with this directorate, but again it is not enough. In our opinion, the authority must be 

reformed in this direction by establishing a similar directorate inside its managing 

structures, in a way that the financial markets feels secure and healthy. 

 

4. MONEY  LAUNDERING  IN THE FINANCIAL  MARKETS  

 

At this point of the study we think that it is the moment to stop and record or 

identify some of the frequently practices of money laundering. Different researchers put 

                                                           
11

 Financial Supervisory Authority, Annual Report 2006. Tirana 2006 
12

Ibid, p. 6-7  
13

 Article 3 of law nr. 9572, date 03.07.2006 ñOn the Financial Supervisory Authorityò. 
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forward three main stages through which this process undergoes: investment, re-gathering 

and integration. 

In the first stage, that of funds entrance in the bank system, the deposition of 

amounts of money in bank accounts, benefiting or getting amounts of money in forms of 

checks, and the use of casinoôs checks and those of gambling games can be mentioned 

among frequent practices. In the second stage, these funds are re-gathered by being 

converted or displaced towards other funds. This stage is characterized by fractionation 

and then the regrouping of bank deposit or payments; following with financial operations 

that ñmasksò the fraudulent origin of funds (fake invoices, returning of ñfictionalò loans 

etc.); buying and reselling of goods or assets, and transfers of international funds. The third 

and last stage has to do with the reintegration of the amounts of cleaned money in the 

formal or legal activity of economy by investing them in properties, by creating or 

rebuying private enterprises (and not only), or by investing them in stock market. 

In the last stage, the financial instruments, stocks or bonds, makes it quite difficult  to trace 

down their owners and their transfers. So they can be used by ñlaunderersò, to hide the true 

owners of different entity that can take part in the net of cleaning capitals or better said, to 

perplex and made more complex, the net of financial turnover of money laundering
14

. 

 

5. ALBANIAN  LEGISLATION  AGAINST  MONEY  LAUNDERING  AND 

FINANCING  OF TERRORISM  

 

In the recent years, in Albania, there have been different law changes for the 

purpose of improving and prevention of this phenomenon so negative for the economy and 

society in general. In the Albanian legislation there are a series of provisions that regulates 

relations and the consequences coming from this offence by strengthening even more the 

penalties, derives from this offence. 

Money laundering and financing of terrorism are considered offences according to 

Penal Code of the republic of Albania. The latter, in article 287 and 230/a anticipate forms 

through which it could be possible to clean products of the offence and criminal activity 

and also the tools or products used to finance terrorism. Inside this framework, in 2002, the 

Albanian state with law no. 8920, date 11.04.2002 ratified in the Convention ñAgainst 

international organized crimeò by making in this way changes to article 287 of Penal Code. 

The first main change was made on the title of article 287, where it provided the cleaning 

of offences or criminal activity. The reason for changing it is the fact that ñmoney 

laundering is an activity which is performed in different forms of cooperation with 

criminal organizations, terrorism etc.ò (Elezi, 2012). 

There exist two important laws inside the Albanian legal system. The first has to 

do with the prevention of money laundering and financing of terrorism
15

, and its aim is to 

prevent money laundering and the products that derives from offences, and the prevention 

of financing of terrorism; while the second is related to the taken measures against 

financing of terrorism by determining the measures taken against financing of terrorism, 

competences and relations between authorities charged to propose, adopt, control and their 

                                                           
14

 Bank of Albania: What does it mean to prevent money laundering. Informing brochure, Tirana 

2005, p. 28 
15

 Law No. 9917, date 19 05 2008 ñOn the prevention of money laundering and financing 

terrorismò, as amended. 



80 
 

implementation
16

. The goal of this law is to prevent and strike terrorists activities and those 

who support and finance terrorism or those who are suspected of having committed, or that 

are committing or are planning to commit such activities, by blocking, sequestration of 

their assets, implementing the relevant resolutions of Security Council of united nations, 

acts of other international organizations or agreements, where the Republic of Albania is a 

party
17

. Both these laws are a plus guarantee about the Albanian financial system 

highlighting and preventing every suspicious transaction related to financial markets. 

Last but not least, the FSAôs regulation ñOn appropriate precautions measures and 

expansion from subjects of the law on prevention of money laundering and financing of 

terrorismò approved by Board Decision no. 58, date 30.06.2015, amended by Board 

Decision no. 135, date 21.12.2015, is another important law guarantee which aims at the 

prevention from subjects on money laundering and/or financing of terrorism
18

. 

 

6. CONCLUSIONS 

 

Money laundering is still one of the most problematic issues of Albanian financial 

system by dictating in this way the strengthening of the needed measures on preventing 

money laundering or financing of terrorism. The hiding of the ñuncleanò source or illegal 

of the income by using legal ways for their circulation it can indeed put in danger the 

economic and politic security of the country, and for this reason the public operator must 

be alert towards these illegal actions. 

In the end of this work, we can list some conclusions and recommendations:  

¶ Further harmonization of legislation on preventing of money laundering and 

financing of terrorism with the international standards of the Task Financial Action 

and aquis communautaire; 

¶ Growth and further strengthening of the cooperation between competent bodies on 

war against money laundering. 

¶ Putting up of a special directorate next to the Financial Supervision Authority 

which will be in charge of issues related to money laundering and in the non-bank 

financial markets.  
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1. INTRODUCTION  

 

Corporate crime is a phenomenon that marked the XX century. The first half was 

marked by two major world economic crises (The Great Depression) and the second with 

an increasing number of massive corporate scandals. 

Corporate crime stems from business activities and although there were financial 

scandals in the previous centuries, corporate crime was in full swing in the last two 

decades. Modern business has significantly dematerialized and transformed into virtual 

reality, which on one hand represents a significant breakthrough, but on the other hand it 

opens a wide space and offers modalities for perpetrating crimes in the field of finance. 

Nevertheless, regardless of the conditions of modern business, the basic reason for 

corporate crime derives from human greed, or more precisely, the wish to acquire 

resources which are limited by nature. What is significant is the fact that this type of fraud 

is spreading, and as a consequence, a need to study this concept from the scientific and 

professional perspectives, so as to find a solution and enable corporate crime prevention 

has emerged. 

In this paper we will analyse corporate crime, errors, victims and financial 

statements as possible key points in the conception of corporate crime. So, to point the 

corporate crime we also point out the need of knowledge of accounting and rules for 

making financial statements, sufficient experience in coping with corporate crime 

incidents. The protection of interests in business is still not perfectly clear, starting from 

the fact that it is hard for creditors to protect their interest and collect their receivables to 

the fact that the interest of a certain party prevails over the common interest, management 

or owners, often establish a big number of small companies, directly or indirectly 

connected and thus break their business into pieces with the aim to avoid the audit of 

financial reports and the overall fraudulent financial statements cause substantial damage 

to economy. Further we will be offer the essentials that fraud examiners who investigate 

should be good and experienced experts in this field and thus they will be able to recognize 

the symptoms of modified financial statements. 

Key words: corporate crime, fraud, victims, financial statement, mistakes.  
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2. CORPORATE CRIME   

 

Corporate crime is a rather broad concept and it refers to different types of frauds 

and abuses related to business. Generally speaking, the original form of corporate crime 

and occupational crime is the white collar crime. Corporate crime is an activity carried out 

ñon behalf of and for the benefit of the companyò by individuals who in that way promote 

their personal interests, so in that situation the company interests and the individual 

interests are integrated. Therefore, corporate crime acts are a creation of an individual or a 

group of people who can use their professional competencies to reach the goals of the 

company; hereby they appear as perpetrators and beneficiaries of the fraud. The concept of 

corporate crime refers to acts committed to harm or benefit a company and includes 

criminal acts ranging from different types of frauds, misuse of assets, corruption, money 

laundering, tax evasion, forgeries, to fraudulent financial reporting. Corporate crime refers 

to acts perpetrated by individuals or companies which enable them to obtain certain 

benefits which they would not be able to obtain otherwise in regular business 

circumstances.   

Corporate crime as an activity which happens in the field of business is an act it 

can inflict considerable damage to the economy, so it is necessary to make significant 

efforts for its prevention and timely identification. Damage caused by corporate crime can 

be enormous in financial terms, and its amount and influence are often hard to establish. 

An international survey which has been conducted by ACFE
1
 for several years and 

which is published in the Report to the Nations
2
 indicates that the criminal act of assets 

misuse inflicts a considerably smaller damage than fraudulent financial statements
3
. The 

study implements a certain framework for corporate crime acts and occupational crime 

based on a division given by ACFE which refers to: assets misuse, corruption and 

fraudulent financial statements. This study is limited by the fact that the sample from the 

region countries is insufficient to make relevant and applicable conclusions since the study 

does not take into account specific features of certain countries and economies. Therefore, 

business models which are practiced in modern developed countries cannot apply directly 

in the region. Some of the reasons lay in the fact that former socialist countries are 

overloaded with the remains of the socialistic past, unsuccessful or unfinished 

privatization, transition period, process of adaptation to new economic conditions and 

eventually affected by the current economic situation. 

 

3. ERROR OR FRAUD 

 

What is specific about corporate crime is the fact that frauds often look formally 

regular and sometimes they are not classified as frauds by the criminal law, or by any other 

law. Business activities which are in integral part of some criminal scheme are well backed 

up by documentation which confirms a certain business activity, but it is also the weakest 

link because certain documents are created to confirm the correctness of a certain business 

transaction. 

                                                           
1
 Association of Certified Fraud Examiners http://www.acfe.com/ 

2
 Association of Certified Fraud Examiners ï Report to the Nations Archive 

http://www.acfe.com/rttn-archive.aspx 
3
 Ibidem, Page 12 
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Errors do occur often and are not uncommon in business, especially in a situation 

when there are frequent changes in the legal and professional regulations, as it is in the 

countries in the region which are in the process of EU accession. It is also common that 

persons who participate in business are not sufficiently competent and trained which can 

result in a large number of errors. 

What errors and frauds have in common is the fact that certain business 

transactions are not presented in the right way and consequently the information presented 

in the financial statements is incorrect, so in the process of investigation it should be 

established if you are dealing with an error or a fraud. 

It is an intention to present specific business activities in a certain way which 

differentiates an error from a fraud. On one hand, frauds are deliberate acts perpetrated by 

one or more persons from different positions such as, executives, employees or third 

parties with an aim to reap certain benefits. On the other hand, an error is an unintentional 

act caused by a failure to present certain data or by a misstatement of facts connected to 

some business activity. 

On the basis of the above mentioned, we can conclude that the same statements 

can be interpreted in two completely different ways in business records and financial 

statements. Namely, the same business activity can be either an error or a criminal act. 

Since it is an intention which separates an error from a fraud, it can be observed that the 

very absence of intention to present the information incorrectly in financial statements is a 

differentiating factor between these two acts. However, if there is an intention to modify 

information and present fraudulent financial statements, then it will be a pervasive 

phenomenon in business records and financial statements. It rarely happens that a fraud 

appears in only one place in financial statements, actually the entire business records and 

financial statements will contain several different business changes which have the same 

purpose, to modify the information in financial statements so as to present a desired image 

and lead to a certain conclusion. On the other hand, errors can be unintentional and 

sporadic caused by oversights or the lack of understanding of the business activity or they 

can be unintentional but systematic, which points to inadequate competence and training to 

accomplish tasks. Consequently, differentiating between errors and frauds in financial 

statements requires profound knowledge of accounting and rules for making financial 

statements. 

 

4. VICTIMS OF CORPORATE CRIME  

 

Corporate crime in the broadest sense of the word is an act which provides certain 

benefits to the perpetrators, but it also has its victims and damage which can be bigger than 

the benefits obtained. 

Victims of the corporate crime can be: 

¶ The company; 

¶ Business partners; 

¶ Employees; 

¶ The state. 

When speaking about corporate crime, the company can be the perpetrator, but 

also a victim of a fraud. Corporate crime is committed by a certain group of managers or 

employees, possibly in cooperation with third parties, with the aim to get certain benefits 

for the company, and in that way obtain certain benefits for themselves. However, other 
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people from the company are not included in these activities, as well as the state and 

business partners, so they appear as potential victims. According to the study
4
 the biggest 

number of companies involved in corporate crime do not manage to recover afterwards, 

whereas a smaller number of companies manage to recover to a lesser or greater extent. 

The mildest consequence of corporate crime will be reduction of the disposable resources 

and depreciation of the company value; whereas the most severe consequence will be the 

company bankruptcy; hereby both options leave consequences on other participants in 

business. 

Bankruptcy of the company is not a desirable outcome from the economic aspect 

because in that way the scope of business activities is reduced, which can have numerous 

consequences. With bankruptcy the company ceases to exist, which causes employees to 

be left without their jobs and earnings, which except for personal consequences, it also has 

influence on the economy by reducing the purchasing power of individuals. Business 

partners, banks and other creditors are left without their receivables which cannot be 

collected from a bankrupted company, whereas buyers cannot receive their goods, so their 

business activities are reduced until they find a solution. There is damage inflicted to the 

state, which above all, refers to the lack of regular tax revenue from VAT, profit tax, social 

welfare and other public revenues. Furthermore, apart from having reduced revenue, the 

state has to shoulder the burden of the unemployed who were made redundant because of 

the bankruptcy caused by corporate crime which increases its social expenditures. 

Collateral damage which is a consequence of all the above mentioned is a reduced tax 

revenue, because of the reduced income of the citizens who were left without their 

earnings and the creditors who had to reduce their profit after writing off the receivables 

form the company which had bankrupted. 

Except for the above mentioned damage which stems from corporate crime, there 

is another form of intangible damage which can have serious consequences on the level of 

national economy ï it is the country risk which refers to reputation and susceptibility of the 

country to corporate crime. When an economic system is in order, corporate crime is less 

common, and as long as the economy is not so well-organized, especially when it is under 

the influence of specific circumstances (crisis, transition), corporate crime is far more 

common. Every national economy is interested in attracting as many investments as 

possible in order to start and maintain economic activity. In regular circumstances 

investors are interested in investing their funds wishing to maximize their profit with 

minimal risk. Moreover, investors who earned money in ñgray economyò
5
 are also 

interested in laundering that money and investing it with minimal risk, so they are not even 

ready to accept an excessive risk of a disorganized economic system. Nevertheless, there 

are investors who do not mind disorganized economy, because in that way their profit 

made in ñgray economyò is increased, and on the other hand the process of money 

laundering is facilitated. Yet, it often happens that investment in unstable economies is 

                                                           
4
 Ibidem, Page 67 

5
 Gray (informal) economy is a part of economy characterised by irregular and illegal business 

practices. It can be observed as gray economy, namely business operations which can be legalised 

by undertaking certain measures (for example by paying tax) and black economy, which cannot be 

legalised (for example drug dealing). It is characteristic of undeveloped and developed countries, 

but with economic development its share in GDP is reduced. All countries take measures to 

suppress it in order to increase tax revenue. Economic dictionary, (2006) Belgrade University, The 

Faculty of Economics, page 463    
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made within the process of money laundering in order to withdraw or transfer those funds 

in the next phase to some more stable economy, so this refers to one-off investments with 

no intention of continuity. If corporate crime becomes a common phenomenon in a certain 

economy, there will be no quality long-term investments and suspicious short-term 

investments will increase, which will not contribute to the stability and growth of the 

economy. 

It is evident that corporate crime causes enormous damage, the most severe one 

deriving from fraudulent financial statements. Because of that, the state will have to 

establish a regulatory system which will protect all the participants in the business without 

favouring any of them. However, practice shows that this is still barely feasible which is 

confirmed by the practice of the developed countries. Namely, the American system is 

primarily focused on the protection of shareholdersô and stakeholdersô interests, whereas 

the European system is more focused on the creditorsô interests, which means that meeting 

creditorsô requirements is a priority in case of a crisis or bankruptcy. Nevertheless, one 

must bear in mind that according to legal regulations and by pure logic the requirements of 

owners are the last ones to be met and creditorsô interests come before them. However, 

both concepts neglect the fact that the utmost interest of all companies is to keep and 

continue business activities because in that way they will successfully settle all the 

liabilities to creditors and owners. It must be emphasized that the state in this situation has 

the biggest interest to keep the company and business, since it will still have tax revenue, a 

smaller burden of social welfare contributions, and higher social stability. 

It must be stressed that countries in the region, especially the ex-socialist ones, still 

lack sufficient experience in coping with corporate crime incidents. The basic problem lies 

in the fact that the concept of private property in these countries was created through the 

procedure of ownership transformation and privatization. In these countries, which are 

undergoing the process of transformation, the protection of interests in business is still not 

perfectly clear, starting from the fact that it is hard for creditors to protect their interest and 

collect their receivables to the fact that the interest of a certain party prevails over the 

common interest. In business, all participants have their interests and of course a short-

term interest of one party should not be put in the foreground to cause damage to all the 

others. It is common to put the short-term interest of the state in the foreground. It can be 

the collection of the current tax liability which can lead the company to bankruptcy, 

without taking care of the long-term interests of the state based on maintaining and 

increasing economic activity, by keeping the company so it can continue to operate. The 

state as a creditor should collect its receivables, but if this collection leads to a company 

bankruptcy, then long-term interests should be put before the short-term ones because after 

bankruptcy the state will have to shoulder the greatest burden. If long ïterm business 

activities of a company are protected, the tax revenue from it is maintained, interests of all 

other participants in business are protected and the burden of social welfare is reduced. 

In ex-socialist countries, corporate crime investigations start from the state 

interests and tax evasion, and they are not sufficiently focused on the interest of other 

participants in business and the public. The investigation strategy should be focussed on 

collecting evidence, establishing facts and liability, as well as proving everything in court, 

with an aim to take care of the long-term interests of the state and the company, to let the 

company maintain its business activity. Not every company whose management has 

committed corporate crime should go bankrupt, because it is not in anybodyôs interest ï the 

interest of the state, creditors, buyers, employees and others is to keep the company, make 

it continue its business activities and thus settle its liabilities regularly. 
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5. FINANCIAL STATEMENTS AS A CORPORATE CRIME FACTOR  

 

The purpose of financial reporting is to provide information on the basis of which 

decisions of financial nature will be made. Because of that, financial statements have been 

recognized as a useful tool to win certain benefits which could not be obtained otherwise, 

without modifying financial statements, so they have become an important factor of 

corporate crime. 

Financial statements comprise information about the business activities of a 

company and they show different forms of assets, liabilities, capital, as well as income and 

expenditure, with plenty of additional information which helps to increase the 

understanding of financial statements. All the information in financial statements is official 

as well as the public statements regarding the company business, so this information bears 

a great importance. Financial statements of some companies are audited and auditors 

express their opinions with a reasonable level of conviction
6
 regarding the correctness of 

financial statements. However, a great majority of financial statements are not audited, 

which decreases their reliability. 

The obligation of audit of financial statements is regulated by the law most 

commonly according to certain criteria which a company has to meet (the size of the 

company, value of assets, revenue, or type of organization ï for instance, a shareholding 

company or a limited liability company), although any company can decide to have its 

reports audited as a part of the company business policy. Companies today, more precisely 

- the management or owners, often establish a big number of small companies, directly or 

indirectly related and thus break their business into pieces with an aim to avoid the audit of 

financial reports. 

 

6. USERS OF FINANCIAL STATEMENTS   

 

Users of financial statements are various legal entities and individuals who obtain 

the information for making business decisions from financial statements of a certain 

company. Users of financial statements can be: 

¶ External 

a) The state and its organs; 

b) Creditors (banks and other financial institutions, as well as other companies); 

c) Business partners (suppliers and buyers); 

d) Potential investors, and  

e) Public. 

                                                           
6
 ĂAs the basis for the auditorôs opinion, ISAs require the auditor to obtain reasonable assurance 

about whether the financial statements as a whole are free from material misstatement, whether due 

to fraud or error. ... However, reasonable assurance is not an absolute level of assurance, because 

there are inherent limitations of an audit which result in most of the audit evidence on which the 

auditor draws conclusions and bases the auditorôs opinion being persuasive rather than conclusive.ñ 

ï International Standard on Auditing 200 ï Overall Objectives Of The Independent Auditor And 

The Conduct Of An Audit In Accordance With International Standards on Auditing, International 

standards and announcements of the revision, control of the quality, reviews and other 

confirmations and similar services 2013 (2015) Book I, Union of accountants and revisers of 

Serbia, Belgrade, Page 85 
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¶ Internal 

a) Shareholders; 

b) Company management; 

c) Professional departments within a company, and 

d) Employees. 

Since there are numerous users of financial statements, each of them needs 

different information, depending on their business goals and decisions which they need to 

make. Investorsô goal is to make as much return on investment as possible, whereas 

creditors need information about the company leverage and the capability of the debtor to 

pay back loan instalments and interest. 

Suppliers and other creditors seek to make sure that the company will be able to 

settle its liabilities on time, whereas buyers want to make sure that the company will be 

able to deliver goods or services. The state and its organs need the information about the 

business activities of a company as a basis for establishing liabilities for public revenues 

and tax policy, as well as for generating statistical data and analyses. The public is also 

interested in financial information, whether as a potential investor or to follow economic 

trends, company development and the influence on the local economy. 

Except for external interested parties there are internally interested parties who 

also make business decisions on the basis of the information from financial statements. On 

the basis of financial statements, shareholders obtain information about the profit rating of 

the company and potential dividend. The management, employees and the professional 

departments can have a more complete insight into the company trends and developments, 

whereas if they are in the capacity of shareholders they also have inside information at 

their disposal, on the basis of which they make decisions about further investment or 

disinvestment in the company. 

All of the above mentioned groups use financial statements in order to obtain 

relevant information on the basis of which they could make financial decisions and that 

very fact is the reason for making modifications of financial information which result in 

fraudulent financial statements. 

 

7. MODIFICATION OF FINANCIAL STATEMENTS  

 

Modification of information in financial statements depends on the goal which we 

want to achieve, or what kind of conclusions we would like to lead the users of financial 

statements to. In line with that, fraudulent financial statements are by rule a decision made 

by the top management and company owner. The modification of information which 

eventually results in fraudulent financial statements will be carried out depending on 

whom they want to mislead. 

Techniques which present the general framework for making modifications in 

financial statements are the following: 

Overestimating                Underestimating                  

Assets                                                       Assets                                                     

Liabilities                                      Liabilities 

Accruals and deferrals                               Accruals and deferrals 

Income/profit                                             Income/profit 

Expenditure/loss                                        Expenditure/loss  

The process of preparing financial statements is based on business transactions 

which provide financial information on the basis of which financial statements are made as 
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a reflection of a companyôs business activity for a certain period. On the basis of financial 

statements made in this way the users make further decisions regarding the approval of 

loans, investing, taxing, etc. However, in the process of making fraudulent financial 

statements, techniques are implemented using a reverse process.  In the reverse process 

you start from a desired image of financial statements and information is modified in the 

way to accomplish that. 

The reverse process means that you start from the final goal, which means 

presenting the desired picture in financial statements of a company which will result in 

making a certain favourable decision, for example getting a bank to grant a loan under 

favourable conditions. In order for such a decision to be made it is necessary to present the 

information in the financial statements that the user wants to see. For the purpose of 

getting a convenient loan, financial statements will be modified to show small leverage 

with banks and other creditors, low interest expenses, substantial assets and receivables, as 

well as a significant profit rating of the company. This can be achieved by underestimating 

liabilities and interest expenses, as well as by overestimating assets and revenues, or profit. 

In this way the company can show that it is not indebted by underestimating liabilities or 

not presenting them at all. It can also underestimate or hide interest expenses for which 

purpose positions of accruals and deferrals can be used. By overestimating its assets the 

company will show that it has assets of great value so it can guarantee settling its debts, 

whereas overstating revenues and profit will confirm that the company is doing fine which 

could put it in the group of low-risk companies which can get a loan under more 

favourable conditions. 

If the company aims to present a favourable picture of the company business 

activity or to attract investors for a new emission of shares, then profitability, as well as 

payment of dividend will be very important indicators. In order to reach this goal, profit 

and receivables in financial statements can be overestimated and payables and expenses 

underestimated, which can result in increased profit. Investors who rely on such financial 

statements run a special risk because a long-term implementation of such a policy can 

create an illusion of stability, growth and profitability of the company that is all based on 

misstatements.   

Techniques applied in making fraudulent financial statements can be very 

perfidious, especially when there is a certain aim, or an intention to influence the users of 

financial statements to make certain decisions. The application of these techniques is a 

work of experts from the fields of accounting, auditing and taxation. Whatôs more, 

excellent professionals with a profound knowledge of accounting can use these techniques 

to modify financial statements in such a way that not even experienced investors and 

bankers can recognize them on time. Since fraudulent financial statements cause 

substantial damage to economy, it is essential that fraud examiners who investigate are 

good and experienced experts in this field, and they will recognize the symptoms of 

modified financial statements. 

 

8. CONCLUSION     

 

Business activities of every company are presented in financial statements made by 

the management and which are used to present the company in public. On the basis of 

financial statements very important financial decisions are made; creditors decide whether 

to approve loans, investors decide whether to invest, and the state established the amount 

of tax liability, etc. Owing to techniques and reverse process in creating financial 
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statements, the information presented in them can be modified in order to present the 

company in the way that the management or owners have planned and gain a certain 

benefit by misleading the users of this information. In this way, goals of a certain group of 

people, often owners and management are accomplished, while jeopardizing the goals of 

other participants in business. This type of corporate crime is the most detrimental one for 

the economy and the state, because it can demotivate investors and decrease investment 

activity in economy, which again has very serious long-term consequences on the national 

economy. A big number of professionals studied and have been studying this field, but 

since it is very dynamic, a number of diverse and more complex business combinations 

have appeared with the aim of concealing corporate crime. For this reason, numerous 

experts from different fields (accounting, auditing, tax advisors, or lawyers) have been 

engaged to implement their knowledge in order to present certain business changes, which 

are part of a criminal scheme, in the most regular way. The essence is to present the overall 

business of a company in the business records and summarize it in financial statements, so 

they have become the tools with which corporate crime is committed. 

To sum up, the number of victims and damage of the corporate crime are big, and 

the biggest victim can be the state itself if it does not organize the economic system in the 

right way and establish the economic climate which will prevent corporate crime. 
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Abstract  

 

When harm is done, it creates obligations and liabilities. This is a very important principle 

of civil law that accompanies criminal acts. The criminal behavior infringes the law, but at 

the same time, it violates and harms the victims, who have the right of civil restitution. The 

Code of Criminal Procedure in Albania has specifically determined the possibility of the 

civil part damaged by a criminal act, to actively attend the criminal process, by requesting 

the civil damage suffered. Exploiting the possibility granted by the Code is a good 

alternative to prevent criminality, because in certain cases, paying the civil reparations can 

be more effective, towards the victim, than serving the criminal sentence of the court. The 

victims of criminal offence suffer financial losses, for several causes: hospital bills, losing 

time from work, mental or psychological disorders, damaged or stolen goods, funeral 

expenses, etc. The offender is obliged to pay the property and moral damages they have 

caused to the victim. The court is the competent authority to decide the sum of restitution. 

The latest international studies in the field of victimology show that civil restoration of the 

damage caused by criminal acts is more satisfactory for the victims. The civil restitution is 

in some cases the only way to make a person responsible for the criminal acts, especially in 

the case of juvenile offenders. In these cases, considering that the minor has no criminal 

responsibility and the lack of correction institutions for juveniles in Albania, the only way 

to punish is though the civil restoration of the damages. The purpose of the paper is to 

analyze the Albanian judicial practice regarding the civil damage during the criminal 

process, as a way to reduce court and procedural expenses. From the data collected by the 

Albanian courts, we conclude that the number of civil claims during criminal proceedings 

is limited. Taking in consideration that the majority of the civil petitions for criminal acts 

damage restoration are done in separate judicial processes, the paper aims to highlight the 

main reasons for this occurrence and to suggest more effective ways for the civil 

compensation of criminal acts. 

Key words:Civil compensation, criminal acts, crime prevention, Albania 

 

1. INTRODUCTION  

 

In primitive cultures the victim of crime punished the offender through personal 

retaliation or revenge. He or she inflicted physical injury or damage and took what he 

wanted from the offender as reparation for the commission of the crime. The ancient 

concept of composition or reparation to the victim in the modern times has become 

incorporated into the civil law of torts. Nevertheless, vestiges of the reparation concept are 



93 
 

present in the modem systems of criminal justice. (Jacob, 1970) This aspect of criminal 

proceeding is fundamental for guaranteeing an effective criminal process, which otherwise 

would be incomplete and partial. 

Restorative justice is the prime but not only example of the recent trend towards a 

more ñemotionally intelligentò approach to criminal justice (Sherman, 2003). It is 

considered as an effective strategy to respond to the intentional cries. Restorative justice 

refers to a process for resolving crime by focusing on redressing the harm done to the 

victims, holding offenders accountable for their actions and also, often engaging the 

community in the resolution of that conflict. Participation of the parties is an essential part 

of the process that emphasizes relationship building, reconciliation and the development of 

agreements around a desired outcome between victims and offender. (Handbook UN, 

Vienna). 

The fundamental premise of the restorative justice paradigm is that crime is a 

violation of people and relationships (Zehr, 1990) rather than merely a violation of law. 

The criminal justice system should provide those most closely affected by the crime (the 

victim, the offender, and the community) an opportunity to come together to discuss the 

event and attempt to arrive at some type of understanding about what can be done to 

provide appropriate reparation. (Latimer, Dowden, Muise, 2005). This procedure 

guarantees the right of the victim to be compensated, which it is not always achieved 

through the normal criminal procedure. On the other hand the participation of the offender 

in the whole process of civil compensation of the victim helps in achieving the balance 

which is destroyed by the criminal acts of the offender. On the other side the civil 

responsibility along with the criminal responsibility will help in the prevention of crimes. 

It is important to emphasise also a very important aspect of restorative justice, the need 

that the offenders have in several cases to repair the damage they have caused, which is 

met specifically by the restorative justice, that gives the possibility of both the victim and 

the offender the possibility to restore the existed state of affairs. 

During the 20th century, indemnity from criminal acts was mainly related with 

property damages and health injuries. Initially they were separate civil processes, which 

required time and money, and were frequently difficult to conclude in favour of the victim. 

The first processes regarding civil reparations were seen as a way to compensate the victim 

for the actual loss he had suffered from the crime. Further studies showed that 

compensation as part of restorative justice is also seen as a form of vindication, a way to 

restore also the psychological damages of the victims and an attempt to make them feel 

better with the society. (Zehr, Gohar, 2003; Daly, 2011) 

Though certain, incentives such as legislation, in many states encouraging victim 

participation in the criminal justice process, victims counselling agencies, victim 

restitutions, restorative justice, local community involvement, and victim impact 

statements have been accomplished, but many victims still feel left out, unsatisfied, or 

further victimized by the justice process. 

There are several ways in which the victim can be part of the criminal justice 

process and restorative justice is one of the most used in recent years. Several countries use 

the classic form of participation of the victim in the criminal proceeding. The victims' 

rights in criminal procedures vary widely from one country to another. In several countries 

the victims have broad rights, such as the right to be represented, to have free legal aid or 

to interrogate witnesses. (Ukraine, Germany, Italy). In Albania these rights are not defined 

well.  The main scope of the criminal proceeding in Albania is to decide whether a person 

is guilty or not of the criminal offence for which he is accused of. According to the 
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Criminal Procedural Code, the victim of the crime can be part of the process in two forms. 

One way is by being the claimant, when the defendant is accused of crimes for which the 

claim from the harmed part is indispensable for bringing the case before the court. The 

other way is by being a civil part in the criminal proceeding. In the second case is the 

prosecutor who brings the criminal case before the court for the punishment of the 

defendant, by the court. However the civil part, urges civil reparations for the harm 

suffered. 

Restorative justice is considered a very effective way not just for expanding the 

influence of the criminal decisions, but also for recovering the harmed civil part, and for 

trying to bring the situation at the financial status it was before the criminal act happened. 

It is important to emphasize that the restorative justice is not based on universal general 

principles, due to the very different approach that different parts of the words have towards 

the victim and the steps to be taken for his/her moral and economic compensation. Another 

direct benefit of civil compensation, relates with the reduction of recidivism. It is important 

not to focus solely on this aspect, but it canôt be ignored the psychological impact that the 

civil compensation has on the person that has committed the crime. However, installing a 

functioning system for civil compensation of the damages caused by criminal acts, needs a 

well functioning justice system and the appropriate backup administrative institutions. 

 

2. CIVIL LAWSUIT IN THE CRIMINAL PROCEEDINGS IN ALBANIA  

 

In the Albanian common law, or as it is called the Canons, it is possible to find 

elements of civil responsibility for criminal acts. These elements donôt form an adjusted 

and specific juridical institute, but are part of other traditional institutes, like honourôs, 

lifeôs or propertyôs infringement. In these cases, despite the punishment that the author of 

the acts had from the community represented by the council of elders, it was usually 

assigned a monetary fine. (Canon of Lekë Dukagjin) The current Albanian legislation has 

two main institutes related with the civil compensation of crimes: the civil lawsuit in the 

criminal process regulated by the Albanian Criminal Procedures Code and the civil non 

contractual tort, provided by the Albanian Civil Code. These institutions are not 

competitive but complementary with each-other. 

Article 58 of the Criminal Procedural Code determines that, ñThe person 

aggrieved by the criminal offence or his heirs have the right to apply for prosecution of the 

guilty person (perpetrator) and reimbursement of the injury (caused). ... 3. The aggrieved 

person has the right to present his claims to the proceeding authority and require the 

obtaining of evidence.ò The provisions of this disposition are complemented by the 

following articles in more concrete terms. According to article 61, ñOne who has suffered 

material injury by the criminal offence or his heirs may file a civil lawsuit in the criminal 

proceedings against the defendant or the person liable to pay damages (defendant), 

claiming the restitution of the property and reimbursement of the injury.ò The victim, part 

of the criminal process has the right of an attorney. 

The Albanian criminal proceedingsô practice does not give the appropriate 

importance to the civil lawsuit in the criminal proceedings. This is related with the lack of 

knowledge to the relevant law dispositions; the prosecutor does not inform the victims of 

the criminal acts regarding the procedural steps and the commencement of the court 

procedures. In many cases, the court itself separates the criminal case from the civil 

lawsuit. The introduction of civil lawsuit in the criminal process solves rapidly, the 

demands of the person injured by the offense. (Mustafaj, 2011) The civil lawsuit in a 
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criminal case has the main advantage of two procedures that join in one, costing as one. 

The prosecutor is responsible for the collection and presentation of evidence about the 

criminal responsibility of the accused. 

The non contractual tort is an important legal institute of the civil law in Albania. 

The judicial practice regarding this principle has evolved during recent years. Damages 

caused during road accidents have played an important role in this respect. A few years 

before, only rare cases were brought to court regarding the compensation for harm suffered 

by road accidents. The situation is completely different now, mainly due to the increase of 

knowledge by the public regarding this possibility. Article 608 of the Civil Code 

determines: ñThe person who illegally and for his fault, causes a damage to another 

person or to his property, is obliged to recompense the damage caused. The person who 

has caused the damage is not liable if he proves that he is innocent. The damage is illegal 

when it results from the violation of the interests and rights of the other person, which are 

protected by law, judicial order, or custom.òAccording to the Albanian Civil Code, if more 

than one person has caused the harm, than they are jointly responsible towards the injured 

party. However, it is responsibility of the judicial process, either the criminal or the civil 

one, to determine the extent of liability of all the participants in the criminal act. The civil 

lawsuit in criminal proceedings is addressed to the accused, or to the defendant, when the 

civil responsibility weighs on someone different from the person who has committed the 

crimes, as in the case of juvenile. 

The civil damage occurred as a consequence of a criminal act continues to exist 

and respective persons have the right to demand it, even in the cases where the criminal 

responsibility is avoided as a result of an amnesty, pardon, or other reasons. 

 

3. CIVIL LAWSUIT PROBLEMS DURING THE CRIMINAL PROCESS  

 

The District Court of Tirana is the only first grade court that has uploaded all its 

civil and criminal decisions in its web page, being of great assistance for studying the 

judicial practice of the Albanian courts. Looking at the court criminal decisions during 

recent years, it is evident that the civil lawsuit cases during the criminal proceedings are 

very rare. Even in those few cases when the victim or his relatives have deposited a request 

for damages, the court had rarely accepted the request. The analysis of these decisions 

highlights some of the main reasons for this situation.  

¶ Albanian Criminal Courts find a shortcut for the civil claim in the criminal process. 

Considering it a burden for the overall progress of the criminal process, they decide 

to separate the cases. Article 62/3 determines that the court can decide to separate 

the civil lawsuit from the criminal case in case it complicates or delays the latter. 

When considering that during the criminal process the court examines the facts, the 

evidences, the witnesses, the expertises, submitted by the prosecution and the 

defendant, it is very clear that the separation of cases harms not just the victim but 

the legal system and the overall rule of law. Moreover, according to article 297/a, of 

the Civil Procedural Code: ñThe court decides the suspension of trial when the case 

cannot be settled before another criminal, civil or administrative case is resolved.ò 

According to this article, the victim of the criminal act will have to wait the 

conclusion of the criminal process for proceeding with the civil process. This 

implies that if the court considers the request for civil compensation reasonable and 

based on law, it will pass from 2-4 years, and occasionally even more, before the 
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civil compensation is granted. The passing of such a long time harms the law 

implementation and the effectiveness of justice. 

¶ Another potential weakness of the civil lawsuit during criminal proceeding is the 

possibility of the lawsuit to pursue the fate of the criminal case. This means that 

when an occurrence is not considered a criminal act, or where the defendant is found 

not guilty, the possible civil lawsuit against the same defendants is not accepted by 

the court. The claim cannot be submitted in a civil court anymore, having already 

been examined; otherwise it would constitute violation of the principle to not 

consider twice the same case. 

¶ One of the main differences between the two procedures is that it is not possible to 

request the moral damage in the criminal case. The moral damage may be requested 

only through a separate civil process. In many cases the compensationôs request 

from the crimeôs victims is related with moral harm. This is often the reason for not 

presenting the request for compensation in the criminal proceedings. The victims 

may have not suffered material damages, but only moral ones, or proving its 

existence could be so difficult, that the civil claim will become void. On the other 

hand, the civil process is time and money consuming and criticized for delay and for 

unfair decisions. 

¶ Victims in Albania are not fully informed about their legal rights regarding civil 

compensation of criminal acts. Government officials, including police officers and 

prosecutors, are not legally obliged to inform the crime victims regarding the 

compensation opportunities. It is necessary for the victims to know their procedural 

rights on time, in order to take the necessary steps for compiling a valid lawsuit. 

¶ The Criminal Procedural Code provides the possibility of free legal aid for the 

accused who cannot afford a lawyer. This procedural right is not guaranteed to the 

victims of the crimes, despite the fact that they are the most harmed and in many 

cases they donôt have the necessary means to attend the trial and to be part of the 

legal procedures. The lack of free legal aid is considered a major obstacle for the 

adequate implementation of the procedural rights of the victim in the criminal 

proceeding. 

¶ Another deficiency of the procedural position of the victim, in accordance to the 

Albanian Criminal Procedural Code, is the lack of explicit rights for the victim in 

the criminal process. The only way it can become an active participant, is by 

depositing the civil lawsuit in the criminal process. Even in those cases where the 

victim has legal representation, its representative has very few legal rights. 

¶ The police and prosecution are not obliged to collect and present before the court the 

evidences in order to support the civil lawsuit in the criminal proceeding.  

 

4. CONCLUSIONS 

 

The Albanian Criminal Procedural Code should be reformed and grant the proper 

position and the proper importance to the crime victims. The Criminal procedural Law 

should include the concepts of restorative justice, which would help to improve the 

efficiency of the criminal law and criminal proceedings. This would encourage the parties 

to better evaluate the consequences of the criminal acts and the respective civil 

compensation. The main objective should focus not only in avoiding two separate 

processes for the same occurrence, the criminal and the civil one, but also in reversing the 
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harm that has been done to the victim. The restorative justice gives the victim a central 

role. The actual criminal procedures donôt offer the victim the possibility to negotiate with 

the offender, like it is done in the restorative justice. This form solving the criminal act can 

have a more positive impact on the victim, the offender and the society at all. In no way 

the restorative justice cannot be seen as the sole way to punish the offender, by bypassing 

the criminal punishment, especially in violent crimes. The best way is to combine both 

methods, of criminal punishment and restorative justice, in the same proceedings. 

The doctrine argues the existence of several reasons, for preferring to submit the 

civil lawsuit for criminal acts before the criminal court, instead of the civil court. 

(Mustafaj, 2011; Islami, Hoxha, Panda, 2003) Some of the main reasons may be 

summarized as follows: 

¶ The judge of criminal proceedings has a clearer and complete overview, on the real 

happenings, giving him the possibility to better evaluate the extent of damages 

caused; 

¶ The criminal proceedings are faster and less costly; 

¶ The victim is relieved from the obligation of presenting evidence before the court, 

because this is the duty of the prosecutor; 

¶ Reviewing both cases in the same process, avoids contradictory decisions 

regarding criminal and civil claims; 

¶ Gives the victim, or his successors the possibility to be present during the criminal 

proceedings, which otherwise would be impossible. 

Another important element for the process of civil compensation from the criminal 

acts is related with the real possibilities of compensation. The civil laws and bylaws in 

Albania, guarantee the overall fulfilment of civil obligations. However the specific of the 

civil compensation in criminal cases, must have specific provisions that cannot be 

implemented in the ordinary civil cases. Some of the measures which might be taken in 

this regard include: 

¶ The creation of a special state fond for the compensation of crime victims. 

International Agreements that aim to protect the rights of victims of crime, but also 

other countries legislation in this area, recommend the creation of this special state 

fund, which will aim to compensate and indemnify the crimes victims. This fund can 

be managed by a special institution, which will be responsible for the recovery 

lawsuits towards the defendant. In the area of human trafficking, Albania has created 

the institution of the National Coordinator, who has the responsibility of creating the 

scheme for compensation and rehabilitation of victims of trafficking.
1
 

¶ A good option would be to use the confiscated properties of the accused and 

convicted, in order to create this fund. According to existing legislation, in some 

criminal cases, specially related with human trafficking, the state is authorized to 

confiscate the property of the accused, at the beginning of the criminal case. The 

state can use all its competences to investigate the defendant's assets. During the 

civil process, it is possible to confiscate or to sequester the movable and immovable 

properties of the defendant; meanwhile during the criminal process it is possible to 

confiscate all the properties generated through the criminal activity.  

                                                           
1
The Coordinator Report of 2006 said: ñThe scheme for compensation and rehabilitation of victims 

of trafficking, based, among other things, the properties confiscated shall be established soonò. The 

same commitment is present in the official document, ñStrategy for Combating Trafficking in 

Persons and Action Plan 2014-2017ò, but the fond or the scheme is not created yet.  
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¶ The civil compensation will be helped through the creation of possibilities for 

employing the persons who have committed the crimes, in order to give to them the 

real possibility of generating incomes, which will be used then to pay the civil 

compensation. 

¶ The civil compensation of the victim can also be encouraged by the court through 

the formulation of the criminal sentence. A good option is the implementation based 

on the model of Germany. As early as the investigation proceedings there is a 

possibility for inducing the accused to redress the damage caused to the victim 

(Article 153/a/1 German Criminal Procedure Code). The public prosecution office 

can dispense with the investigation proceedings with the agreement of the accused if 

he makes certain payments in reparation for the damage caused by the offence. This 

payment may also be paid to the victim of the crime. In case the accused does not 

meet the obligations that have been charged to him, on behalf of the crimeôs victim, 

the penalty suspension will be abrogated.  

The civil compensation of damages caused during the criminal acts is important 

for the wellbeing of the victims, for avoiding recidivism in criminal acts and for granting 

to the society a human dimension, which in these moments Albanian society seems to have 

lost. The best way, as it is argued in the article is to include the civil process for 

compensation during the criminal proceedings. Legal reforms in this regard are 

indispensable, because currently the civil lawsuit during criminal processes is legally 

possible, but in practice there are very few chances to conclude it successfully. It is crucial 

for fragile societies to grant the same importance to the compensation of the crimeôs 

victims as that granted to the conviction of the law violators.  
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Abstract 

 

Macedonia aspires to join the NATO alliance. NATO integration is a strategic decision of 

the state and the main reason for major reforms faced by the countries of the Balkan 

Peninsula, in particular the Western Balkans in the last two decades. Macedonia works 

hard on the implementation to the criteria for membership in the alliance. 

The contribution to NATO that Macedonia gives is at least affected by various analyses. 

The first part of the paper will  analyze the contribution to NATO that Macedonia has made 

through the years. It is best reflected by the expenditures of the state budget in section - 

Integration in NATO. In the central part of the paper, authors will  make a comparison of 

the financial expenses for the defense in relation to the member states and aspiring 

countries for membership. For better understanding, the comparative method will  be used. 

Of special interest in the research will  be those countries which are candidates for 

membership.In this way, it is best to measure the contribution of Macedonia. 

Although the aim of the authors of this paper is to show through the statistical data the true 

contribution to NATO from a financial standpoint, this research will  take in consideration 

a certain political moment which is inseparable part of the overall process. Of course, this 

should serve in addition to the financial part, in order to get a clearer picture of the 

contribution that Macedonia has achieved in the recent years. 

Key words: Macedonia; NATO; Financial expenses; budget; comparative analysis; 
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1. INTRODUCTION  

 

Macedonia as one of the states - founders of the United Nations, then as a federal 

unit - Democratic Republic of Macedonia, as part of Yugoslavia, started its commitment of 

independence on 25.01.1991, when with an acclamation, the Parliament adopted the 

Declaration of Independence of the Republic of Macedonia (Georgievski & Dodevski, 

2008, p. 126). After only 6 months, on 08.09.1991 (Cepreganov, 2008, p. 330) was held 

the referendum on the independence on which 95% of the citizens voted for Macedonia to 

become a sovereign and independent state equal with all other countries in the world. As a 

sovereign and independent state we gained the opportunity to decide on relations with 

other countries internationally, as well as a number of international factors that acted as a 

risk for Macedonia in the period before the crisis in Bosnia and Herzegovina, Slovenia and 

Croatia. It was crucial for the state to become a full  member of the UN as soon as possible. 

The lobbying for international recognition of Macedonia was accompanied by the 

Declaration on the International Recognition of Macedonia as a sovereign and independent 

state, which demanded recognition from the international community. 

As of 11.06.1992, the Macedonian Defense Minister addressed to the North 

Atlantic Treaty Organization through a letter as well as to the neighboring countries of 

Macedonia, the future concept upon which the defense system of the country will  be build 

up, as well as the focus on membership in the alliance. In 1993 followed the decision on 

entering into NATO, which in turn was accompanied by the membership of Macedonia in 

the incentive ñPartnership for Peaceò from November 1995, which was the initial spark of 

integration into the alliance (Ruģin N., 2010, p. 213; Gocevski, T., 2005, p. 33 and 34; 

Gocevski, T. 2006, p. 46 - 47; Nacev, Z., Petrovski, D., 2009, p. 34). If  we want to see 

the contribution that the country has made, it is necessary to compare the financing of 

defense with other countries-members of NATO, and especially important states like 

Macedonia, which aspire to also become members of the alliance. 

The allocation of funds from the budget for the military of one country is a 

standard obligation. That funding needs to be in a specific amount, as much as it is 

necessary to maintain the security of the country and its foreign policy, dependent or 

independent. There cannot be a question of whether those allocations cost the state and 

whether they are large or small, because the state security is of vital interest. The Ministry 

of Defence must possess enough funds to finance the running costs of the military and all 

other incidental costs that may arise in the course of a year. The decision on the amount of 

financial expenses is a political decision of the government of the state. The government, 

and in its composition the line ministry, is responsible for the amount of funds that would 

be determined by the state budget annually for its defense. These expenses have financial 

precedence over most other financial expenses, determined by the state budget. 

In recent years a number of scientists and experts in the field of science and 

security analysts of international relations in Macedonia, explore the topic about 

Macedonia's integration into NATO. Each of us in his own way seeks as much as possible 

to give his own prognosis for the future social trends on this issue and on that how truly 

Macedonia contributes to NATO. In the last part of the paper it will  be made a comparative 

analysis between Macedonia and Montenegro on the same issue.  
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2. MACEDONIA`S LONGTIME CONTRIBUTION TO THE NATO 

ALLIANCE  

 

The concept of collective security can be understood as a security arrangement, 

political, regional, or global, in which each state in the system accepts that the security of 

one is the concern of all, and therefore commits to a collective response to threats to, and 

breaches to peace. Ever since Woodrow Wilson presented it as ñexperiment that promisesò 

for greater centralization of power, wanted to clear that as a form of organization of power 

in the international society would protect the small and weak countries and that every 

problem would be overcome by the major world powers (Maleski, 2000) i.e. in ultima 

linea, as a mechanism to maintain balance and aggregation of military power against 

threats to peace and security (pg. 459 and 461). NATO is established on the same concept. 

The professor of international studies Andrew A. Mihta (2009) has a clear position 

on the issue of the alliances: From a historical point of view alliances were against 

something or somebody and just against something declaratively. During the Cold War, 

the essential function of NATO was to defend Europe from Soviet aggression, while other 

tasks, such as the adoption of a community with shared democratic values or increase of 

the area of security, were in second place. Today the alliance knows for which questions is 

ñforò without to decide for which questions is ñagainstò (pg. 142). As for NATO and the 

Republic of Macedonia with its strategic commitment to membership in this international 

military organization of regional character, it is obvious that nowadays the atmosphere on 

international level imposes certain conditions that must be fulfilled  previously by our 

country. 

First, the demonstration of will,  i.e strategic and declarative commitment of a 

country for membership in the international military-political alliance is not enough 

(Ortakovski & Milenkovska 2014, pg. 338). A series of conditions that must possess the 

future NATO state, find its source in the UN Charter, in accordance with the principles and 

objectives of promoting a mature, stable, democratic society, freedom and the rule of law 

above everything and consequently having the capacity / ability to cope with future direct 

clashes of various character appropriate to the contemporary international environment. 

Given that each organization has its basic principles on which is based, NATO has a 

standard amount of the financial cost of the defense of its member states too. Therefore, 

that NATO standard is a minimum 2% of the state budget annually. If  we are guided by 

that principled policy in the organization we can say that, according to this, the Republic of 

Macedonia is under that standard. However, these statistics which will  be presented in the 

paper show that many member states of NATO have a lower defense budget than 

Macedonia in continuity, which proves the non-principle policy of these countries.  

If  the state, in this case Macedonia, has serious intentions and strategy for 

membership in the alliance or organization with other countries, then the conditions which 

that union or organization imposes, should be completely fulfilled in general. On the other 

hand, that same international structure is required in equal measure to counteract the state 

through its capacities that owns and ensure its safety as much as possible. This includes 

more indicators by which these capacities can be measured. Of course, in every moment, if  

every state in the international community wants to be respected and to be seen on the 

same as a serious partner and a factor in the region in which it exists, it is necessary to 

have a serious, realistic and flexible security strategy and through which shall fix  the route 

of its integration in these specific international security organizations. The main task of 

any international entity if  it wishes to enter into an alliance with other countries is firstly to 

https://en.wikipedia.org/wiki/Security
https://en.wikipedia.org/wiki/Treaty
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fulfil  the necessary criteria to join that alliance which he has determined. However, we 

have seen a number of cases where despite all the conditions, some subjects became part of 

certain alliances in short term because of the geo-strategic interests of that union/alliance. 

In general, one scientific research must not be guided strictly by those exceptions, but it is 

good to be mentioned and to know about that. 

 

2.1. Macedonia as a part of NATO missions 

If  Macedonia actively participates in NATO and at the same time, implements the 

policies of the alliance, then it represents her specifically expressed commitment to join the 

alliance. Above all it is the involvement of the state in some military actions. Given that 

the nineties of the last century had opened a new opportunity for NATO to win the Central 

and Eastern Europe, including here and the countries that emerged from the Soviet Union 

and voted its independence through the creation of the program ñPartnership for Peaceò 

with continuous dialogue between previous member-states of the alliance and third states-

partners, it cleared the way for the states-partners to be involved in military operations 

around the world (Frļkoski, Georgievski, Petrusevska 2012, pg. 446). We are still to the 

realization idea of Straw Talbot, as a mechanism to conquer the countries of Eastern 

Europe which were transformed over the years. 

By sending Macedonian soldiers in Afghanistan in 2002 for the first time in Iraq in 

2003, Macedonia has demonstrated the maturity to be a partner with the members-states of 

the alliance (Nacev, Z., Petrovski, D., 2009, p. 51 ). The key strategic documents: The 

National Concept for Security and Defence in 2003, The National Security Strategy from 

2008, The Defence Strategy from 2010 and Long-Term Development Plan of Defense 

from 2011 to 2020, declares the planned implementation state tasks for a better security of 

the state. It only remains to see on what level the social mainstream will  be and whether 

there would be major changes in the region of Southeast Europe. Since 2002, more than 

3,200 members of the armed forces have participated in a few international operations.In 

the Annual National Programme of the Republic of Macedonia for the NATO membership 

for 2014 - 2015 stated that the state will  continue to participate in the NATO mission - 

"ISAF" in Afghanistan by the end of the year 

http://arhiva.vlada.mk/registar/files/Godisna_Nacionalna_Programa_na_Republika_Maked

onija_za_clenstvo_vo_NATO_za_2014-2015.pdf 

In the following table is presented a comprehensive data of the costs of 

peacekeeping missions per year from the state budget in the area - Integration into NATO, 

i.e., financing peacekeeping missions in the period 2003 - 2014: 
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Table No. 1. Review of the expenses of Integration into NATO (peacekeeping 

missions) per year 

 OVERVIEW OF THE EXPENDITURES FOR NATO INTEGRATION 

(PEACEKEEPING MISSIONS) PER YEAR                                                                                           

                                                                                          *The amounts are expressed in 

denars   

year 
MoD budget 

by year 

MoD budget as 

a percentage of 

the state budget 

expenditures for 

NATO integration 

(peacekeeping 

missions) 

% 

of the expenses for 

peacekeeping missions in 

relation to the budget of 

MoD 

2003 6,454,929,000 2,34% 49,965,800 0.77% 

2004 6,368,377,000 2,38% 61,318,000 0.96% 

2005 6,292,020,000 2,03% 90,272,000 1.43% 

2006 5,954,844,000 1,84% 170,252,000 2.86% 

2007 7,123,388,000 1,95% 496,000,000 6.96% 

2008 7,242,433,000 1,74% 551,800,000 7.62% 

2009 7,009,077,000 1,69% 477,400,000 6.81% 

2010 6,050,801,000 1,38% 682,000,000 11.27% 

2011 5,869,376,000 1,26% 496,000,000 8.45% 

2012 5,731,353,000 1,23% 558,000,000 9.74% 

2013 5,871,065,000 1,17% 496,000,000 8.45% 

2014 5,742,745,000 1,18% 496,000,000 8.64% 

 

Source: Ministry  of Defence of the Republic of Macedonia - Department of Finance, 

23.11.2015 

 

As it can be seen from this table display, since 2003, where the budget of the 

Ministry of Defense was only 0.77%, so until 2010, where the percentage increased to 

11.27%, the level of resources for NATO missions marks some growth. This is the 

opposite of 2011, where there was 8.45% until 2014, when it was 8.64%, these funds 

registered level of status quo. The aspiration of the state in the early 2000s was walking 

towards uncompromising membership in NATO and the possibility of Macedonia through 

the NATO missions to prove that it is worth being a full  member. Specific and special 

moment was the NATO Summit in Bucharest in 2008 when, although the state expected an 

invitation, it did not happen with the explanation that Macedonia needs to change its name, 

as a condition for membership into the alliance.De facto, Macedonia got a sort of a 

ñconditional invitationò. The Declaration of the Bucharest Summit of the NATO in 2008, 

cites the unfulfilled condition for coming up with a solution to the name dispute of our 

country. 



105 
 

The role of these data expressed as a percentage is to show how much the state has 

allocated from its budget, i.e. of the budget for the Ministry of Defence for NATO 

missions in recent years, as an additional attachment that would enrich this paper.  The 

main data are going to follow in the second part of the paper, where there would be 

presented the real contribution of Macedonia to NATO, through a comparative analysis of 

the defense spending of the member -states of NATO and states - aspirants, in this case 

Macedonia.  

 

2.2.  Defining the term ñdefense spendingò and a comparative analysis of the 
financial expenses for the defense in respect of NATO member - states and 

states ï aspirants for membership 

Although national defense is an important function of government in providing 

security from external threats, high military expenditure on defense or possible civil  

conflicts can hamper the economic growth. The data on military spending as a share of 

gross domestic product of the state is a rough indicative of how part of the national 

resources are used for military activities and go to the burden of the economy. It can spend 

the state economy to its maximum limits in certain cases.As a Ăinputñ measure, military 

spending are not directly related to the output of the military activities 

(https://www.marketvis.io/economy/wb-mne-ms.mil.xpnd.gd.zs). The International Peace 

Research Institute in Stockholm (SIPRI), adopted a definition of the military expenditure 

arising from the former definition from the North Atlantic Treaty Organization (NATO). 

This definition includes all current and capital expenditures of the armed forces, including 

peacekeeping forces; Ministries of Defense and other government agencies engaged in 

defense projects; paramilitary forces - if  they are judged to be trained and equipped for 

militaryoperations: 

http://wdi.worldbank.org/table/5.8http://data.worldbank.org/indicator/MS.MIL.XP

ND.GD.ZS. Furthermore, under these military expenditures are included: costs for military 

and civilian personnel, including pensions and social services for military personnel; 

operation and maintenance; purchasing equipment; military research and development for 

defense; military assistance in military expenditures of donor countries. This definition can 

be applied to all countries equally but still serves as a broader framework in this section. 

For example, military budgets might or might not have cover civil  defense, reserve and 

auxiliary forces, police and paramilitary forces, military grants in the form of pensions for 

military personnel and social security contributions. It depends on the formulated financing 

policy of the states individually. These data are obtained from the budget documents, 

White Paper of Defense that Macedonia has too, and other public documents from official 

government agencies, including government responses to questionnaires sent by SIPRI, 

UNODA, orOSCE. Secondary sources include international statistics, such as those of 

NATO and the Financial Yearbook of the IMF. 

If  Macedonia continuously through the years has a higher percentage of financial 

expenses for the defense than certain member states of NATO, then its undoubtedly and 

indisputable, direct participant in the implementation of NATO policies and strategies 

around the world, and it has a greater role in NATO missions than some other members of 

the alliance. 

The statistical data that are processed, are covering the period from 2004 till  2014. 

At first, there are presented a data about the member states of NATO which have a lower 

defense budget than the Macedonian, and then follows those member states of NATO, 

which in turn, have that NATO minimum standard of 2%.  

https://www.marketvis.io/economy/wb-mne-ms.mil.xpnd.gd.zs
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Before presenting these data, it is important to mention one NATO member state 

which has a different position than the other members, Iceland. Iceland is the only NATO 

member that does not have a permanent military force. By 2006 on the territory of Iceland 

were stationed US military forces. All  US military forces in Iceland were withdrawn in 

October 2006.Iceland's defense is the responsibility of NATO military presence there over 

the airspace of Iceland. This member of the alliance participates in international 

peacekeeping missions with its own civili an crew - Icelandic Crisis Response Unit 

(ICRU)(https://www.cia.gov/library/publications/the-world-factbook/geos/ic.html).  

The financing of the defense of NATO member states, compared to the 

Macedonian defence budget expenditures (2004-2014) is presented in the following tables: 

 

Table No.2. Nato member states with  lower expenses of defense budget in respect of 

Macedonia 2004 - 2014 (in percent of gdp). 

 

 
 

Source: (http://www.multpl.com/ ) 

  

https://www.cia.gov/library/publications/the-world-factbook/geos/ic.html
http://www.multpl.com/
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Table No.3. Member states of nato with  defence budget above the average of 2% 

(2004 - 2014) 

 

 
 

Source: (http://www.multpl.com/ ) 

 

This tables presents the defense budget spending of NATO member states 

compared to the budget expenditures of Macedonian defense budget. It may be noted that 

even 17 members of the alliance for the year 2004 have lower budget costs than 

Macedonia. Macedonia in 2004 is participating in peacekeeping missions carried out by 

the NATO in the world. However, for that year Macedonia had the defense budget of 

2.38%, which is a satisfying NATO standard of at least 2% of the state budget. An 

interesting is the fact that the big the countries such as Germany, Italy, Canada and Poland, 

are entering into this group. In 2006, Macedonia does not satisfied the NATO standard of 

minimum 2% of GDP. A total 1.84% of GDP are allocated for the defense budget, but it is 

before 14 member states of the alliance. 

Macedonia with 1.95% in 2007, has a defense budget expenditure lower than the 

anticipated NATO standard. However, it is larger than the group of 16 members of the 

alliance, among which are included Germany, Canada, Italy. For the same year of 2007, 9 

member states of NATO has reached that standard: US, Lithuania, Greece, Bulgaria, 

Turkey, Great Britain, France, Poland and Estonia.In 2008, despite a group of 15 NATO 

members that had a lower % of GDP on defense, at the Bucharest Summit, Macedonia did 

not received an invitation to join the alliance. The fact is that, with only 1.74% of GDP the 

state is below that minimum NATO standard but is still larger than most members of the 

alliance.The funding of the defense budget of 1.69% for 2009 for Macedonia, has 

http://www.multpl.com/
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decreased compared with the previous year. However it is larger compared with the 14 

member states of NATO.The trend of more budgetary spending for defense of Macedonia 

in regarding the member states of NATO continued in 2010, when the group consists of 11 

countries.In 2013, from the Macedonian defense budget are allocated 1.17%, which again 

represents an amount below the minimum NATO standard, but again higher than the 

defense budget of 10 members of the alliance. This group of countries includes Canada and 

Spain, which in the past years had a consistently smaller defense budget in relation to 

Macedonia. For 2014, there are 12 NATO countries that have lower defense budget than 

Macedonia for this year. 

This is a comprehensive review for a period of 11 years, where on a more 

extensive way were presented those arguments in favor of the thesis that if  Macedonia 

continuously in the past years has a higher percentage of defense budget expenditures then 

certain member states of NATO, its clearly an indisputable and direct participant in the 

implementation of the NATO policies and strategies throughout the world, and it has a 

greater role in NATO missions than some members of the alliance. Of course that should 

not be missed the fact that Macedonia continuously from 2006 onwards, does not reaches 

the NATO standard of 2% of GDP. That minimum standard is not reached by many 

members of the alliance and in continuity, are still members of the alliance. Can this be 

called an non-principle behaviour of a few participants in this process when it is in terms 

of fulfilling  of the given principle and the founding treaties of the alliance? Is it possible in 

this case in some existence of a dose of tolerance in the NATO in respect of its member 

states? Take for instance, Germany as one of the largest European countries. Does 

Germany decided that there is no need to allocate more funds in this section? All  these 

issues should encourage a thinking. 

What is particularly remarkable is that countries like USA, UK, France, Greece, 

Estonia, Lithuania and Turkey in recent years are those countries which allocated the 

highest funds for defense. A logical explanation for this is the fact that these countries, 

especially Greece, Turkey, Lithuania and Estonia are on the border line with the Asian 

continent. A geo-strategic interest for the NATO is to approach as close as possible to the 

borders of the Russian federation.  

 

2.3.  Comparative analysis of defense budget expenditures of Macedonia and 

Montenegro (2006 - 2014) 

With the last enlargement wave, which happened in 2008, NATO has become 

stronger with two more countries, Croatia and Albania (Ortakovski & Milenkovska 2014, 

p. 338). On the one hand, NATO member states have already been identified and have 

taken their position on a number of challenges that can appear. Montenegro is expected to 

join the NATO somewhere in the first half of 2017, since December 2015, by unanimous 

decision of 28 foreign NATO ministers held a meeting in Brussels to give an invitation for 

membership(http://netpress.com.mk/crna-gora-dobi-pokana-za-clenstvo-vo-nato/; 

http://www.sitel.com.mk/crna-gora-dobi-pokana-za-chlenstvo-vo-nato-0; 

http://republika.mk/?p=522702;http://edition.cnn.com/2015/12/02/europe/nato-

montenegro-membership-invitation/;).Thus, that state would become the 29th member of 

the Alliance. We should not exclude that this state has access to the sea and has a geo-

strategic interest for NATO in the Balkan Peninsula. In the light of the membership 

invitation for Montenegro in the alliance, this paper aims to make a small analysis of how 

the defense budgetary expenditures went for Macedonia and Montenegro (2006-2014). 

http://netpress.com.mk/crna-gora-dobi-pokana-za-clenstvo-vo-nato/
http://www.sitel.com.mk/crna-gora-dobi-pokana-za-chlenstvo-vo-nato-0
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 If  Montenegro has continuously does not reaches the NATO standard of 2% of 

GDP on defense annually, then her contribution would be almost similar to the 

Macedonian. Or, it is not exactly like that? In the graphical display No.23 are presented 

data on how these budget spendings took place in the recent years: 

 

Graphic display No.1. Comparative analysis - defense spending - Macedonia ï 

Montenegro (2006 - 2014)  

 

 
Source: (http://www.multpl.com/ ) 
 

The total average of Macedonia from 2006-2014 is 1.49%, while Montenegro has 

1.80%.By this can be noted that Montenegro has a larger defense budget than Macedonia, 

but still is not in such a large amount, which would be an evidence that due to financial 

expenses over the years, the state has received an invitation to join the alliance. Yet here is 

perhaps the reason for NATO to enhance the geo-strategic position in the Balkan and to 

close the Russian exit on the Adriatic Sea. Montenegro has a better geo-strategic position, 

more attractive than the geographic position of Macedonia. 

 

3. CONCLUSION 

 

Macedonia is placed in a situation of choosing the way how to continue its 

survival and existence. On one side NATO and its long standing cooperation that 

represents a strategic commitment of the state. From another side as a variable are 

appearing the Asian countries Russia and China, through its interests in the Balkans. They 

want to take the eastern Mediterranean and the European continent which, according to 

their geo-position with the Asian, are naturally belonging to each other.  
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Macedonia has a crucial role on the Balkan Peninsula, taking into account the 

opinion of Mihta (2009) that ñthe establishment of a safer environment for small and 

medium-sized powers in the alliance is much more important than in larger forces or 

authorities. Minor players are an important part of the alliance, because they play a role in 

the regional security kalkus, setting the pattern for regional cooperation and planning of 

actions that need to be taken in times of conflictò (p. 13). 

Additionally concerns the statement of the US Secretary of State John Kerry in the 

US Senate on the 24.02.2015. He, despite other Balkan countries like Serbia, Montenegro, 

Kosovo, and on the other side, Georgia, Moldova and Transdniestria in Eastern Europe, 

pointed out Macedonia as one of the states that are,,on the line of the fireñ between 

Washington and Moscow(http://netpress.com.mk/keri-makedonija-e-na-linijata-na-ognot/; 

http://fox.mk/aktuelno/makedonija/keri-srbija-makedonija-kosovo-i-crna-gora-se-na-

linijata-na ognot/). 

For 2015, 5 members of the alliance is expected to reach the NATO standard of 

2%: USA, Greece, Poland, the UK and Estonia, which again would be those the same 

NATO members from the previous years.  

(http://www.defenseone.com/politics/2015/06/nato-members-defense-spending-two-

charts/116008/). For Montenegro, as a country invited to join the alliance, is expected 

allocate around 1.3% of GDP for the defense, which is again below the minimum NATO 

standard of 2%, annually. 

It remains for Macedonia to decide how will  act on this issue. 
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Abstract 

 

 In conditions of declared crisis, the coordination of all subjects in the crisis 

management system is one of the key segments for successful managing of it. Considering 

that the Ministry of Interior has the most human and material-technical resources, it is 

necessary to develop an adequate system of coordination with other entities in the crisis 

management system. 

The author of the paper deals with the matter of communication at all stages of dealing 

with crisis situations ranging from monitoring the situation, data collection, analysis, 

assessment and evaluation of the same, in terms of taking preventive action, early warning, 

mitigation and rehabilitation of the consequences of the occurrence of the crisis. 

 Key words: crisis, coordination, communication. 

 

1. INTRODUCTION  

 

Coordination as a concept means synchronisation of the actions of two or more 

participants in one process, i.e. synchronisation and directing of the interaction among the 

elements in order to achieve the planned or adopted objectives
1
. 

The processes of organisational directing i.e. terms such as interaction, which 

according to Lawrence and Lorsch is used instead of the term coordination, in order to 

mark the level at which the members of different sectors cooperate with each other are 

related to the concept of coordination. According to the opinion of James Mooney ñthe 

coordination is a process which integrates the activities of separate sectors for the purposes 

of more efficient achievement of the planned objectivesò
2
. There will be no successful 

achievement of the common objective of the organisation without any coordination, and in 

such cases there is a danger each sector (which although works on the achievement of its 

own objectives does not pursue the objective of the organisation) to endanger the 

achievement of the common objective. In conditions of crisis management, the coordinated 

actions of all subjects included in the Crisis Management System is of significant 

importance and undoubtedly greatly affects the success of the resolving of the crisis 

situation. When managing a crisis situation, the coordination is included in all phases of 

the management process, starting with monitoring of the situation, collection and analysis 

of data, assessment and estimation of the actual situation, as well as in the area of taking 

                                                           
1
Stevanovic, ʆ. management in Police, Second edition, Police Academy, Belgrade, 2003, p. 202 

2
Ibid, p. 202 
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preventive measures, early warning, managing and the area of rehabilitation of the effects 

of the crisis situation. 

The objective of the coordination as the police managing function is introducing 

synchronised relations among the organisational units in order to achieve the planned 

objective. This function is not independent and separate, but it is also realised at the 

remaining police managing functions (planning, organising, ordering and control). The 

intensity and type of the coordination depends on the type of the task and primarily on the 

necessary documentation and exchange of information. When intensive communication is 

needed according to the task, the coordination is intensive as well. The intensive 

communication, as well as the exchange of information, is the key to achieve efficient 

coordination. This is expressed during the actions of the police when managing a crisis 

situation, when besides the coordinated action of the organisational units in the police, 

coordinated action of all subjects in the Crisis Management System is needed as well, 

which additionally burdens the organisation of measures and activities taken to manage the 

occurred situation. The more the task is unclear, the more the need of intensive 

communication and exchange of data is increasing, including communication in the police 

organisation and the communication with the subjects of the environment. The efficient 

coordination in the police is conducted through direct presence of the managers on the 

field and constant tours-visit of the employees at their work positions. This activity enables 

collection of data on the development of the performance of the work tasks, directly by the 

employees and by personal observation.  

When managing a crisis situation, the presence of the managers on the field will 

enable them to detect the points for possible improvement through direct insight in the 

actions of the other subjects in the Crisis Management System. This means that appropriate 

measures for removal of the shortcomings, i.e. improvement of the mutual coordination 

will be taken through joint actions of the managers of the subjects outside the police 

organisation. 

 

2. COORDINATION IN CRISIS SITUATION  

 

2.1 Types of Coordination in Crisis Situation 

In conditions of crisis situation, in organisational sense, the coordination can be 

internal and external. Internal coordination  is conducted among the internal elements of 

the organisation and it can be horizontal, vertical and diagonal. The external coordination 

is conducted with the subjects outside of the police organisation when appropriate 

measures and activities are taken, such as the joint management of the crisis situation. 

Horizontal coordination is conducted among the managers and their 

organisational units, but at a different territory. It is used when performing a task which 

should be conducted on several different organisational units at a different territory, but at 

the same level. The actions of different organisational units when managing the increased 

entry of migrants on the south border, their transit through the territory of the state and 

their leave through the north border is an example of this type of coordination. 

Vertical or linear coordination is conducted by the higher management levels 

towards the lower, subordinate ones. This type of coordination is especially significant for 

the police organisation and represents preservation of the hierarchical set-up.  

Functional dependence of the elements in the organisation which are not connected 

nor horizontally nor vertically, but by the line of professional directing is characteristic for 

the police organisation. The coordination of these professional connections is diagonal or 
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functional coordination. This type of coordination enables consistent actions by all 

elements in the appropriate organisational unit in the police, which also means coordinated 

actions with the other subjects in the Crisis Management System by achieving the same 

objective which is successful managing of the crisis situation.  

The system which conducts the internal coordination in all three aforementioned 

dimensions is stable and successfully exists, in contrary it is subjected to disorganisation. 

The shortage of time and funds is successfully supplemented by good coordination, and 

well-planned functioning of the organisation is always based on the principles of good 

coordination.  

For successful performance of the security tasks and management of the crisis 

situation, the police often cooperate with organisations or authorities outside the Ministry 

of Interior, whereupon a cooperation with the local self-government, organiser of the 

event, stewardship service, emergency service, Red Cross and other non-governmental 

organisations is needed. When performing these tasks, the manager coordinates with 

external subjects and this coordination is called external coordination. The actions of the 

police, when managing the crisis situation caused by the increased entry of migrants on the 

south border, is an example of this coordination. In order to resolve this situation, 

Operational Headquarters is formed in the Crisis Management Centre as operational expert 

body for the purposes of planning, organising, coordinating and control of the measures 

and activities necessary for managing the crisis situation. All subjects in the Crisis 

Management System participate in the Operational Headquarters by their own 

representatives, including representatives of the police. The participation in the 

Operational Headquarters means joint coordinated action of the police with the other 

participants, during which mutual coordination, communication and cooperation is needed. 

So, the coordination among the subjects in the Crisis Management System is conducted 

during the functioning of the Operational Headquarters. However, there is often a need of 

strengthened coordination of only certain subjects in the Crisis Management System such 

as the Ministry of Interior and the Army of the Republic of Macedonia. In this situation, 

direct coordination between these two subjects is made by direct contacts of their 

representatives, contractual meetings, joint actions on the field, etc.  
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Chart 1: Coordination 

 

In formal sense, the coordination occurs as: guiding, cooperation, unification, 

joint work, help and coactions. The unification and help belong to the vertical area of 

coordination which is conducted by the high management police structures towards the 

lower management levels. Most often guiding in work is in the functional or diagonal area 

of the coordination, whereas cooperation, joint work and coactions belong to the horizontal 

area of coordination. 

 

2.2 Coordination Planning 

As the other police activities, the coordination can be planned when managing a 

crisis situation. Spatial coordination is planned when operational and tactical or other 

measures and activities are taken at the same time but at different places. In case of 

managing the crisis situation occurred as a result of the increased inflow of migrants, 

simultaneously, activities may be taken at several different locations in order to stop the 

entry in the country and not to interfere with the action.  

Time coordination is planned when several elements of the organisation use same 

space at different time when performing a task, thus the space is used methodically and 

rationally without overlapping terms. In this regard, the plans for use of the shooting 

ranges, sport facilities, drill grounds, classrooms, meeting rooms during the day, week, 

month or year are characteristic.  

Integration is needed for successful cooperation among the organisational units. 

Here the focus is on the level of cooperation, joint working or structural relations among 

the units as prerequisites for sure success. The goal is to achieve some jointly acceptable 

coordination mechanism rather to create a situation in which all units would have same 

objective and time orientation. In this manner, different units learn to mutually meet their 
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needs while keeping their individuality. The coordination is ñcorrect bringingò in order of 

the effort of the units to provide unity of action following the general objective.
3
 

In case of managing crisis situation, the cooperation of the Ministry of Interior 

with the other subjects in the Crisis Management System is necessary and is realised by 

integration of the activities directed towards achieving the joint objective which is 

managing the crisis situation. In order to achieve the planned and to meet the joint 

objective of all the subjects included in the crisis situation coordination, planning among 

all subjects is needed. Planned coordination covers all the steps which are necessary for 

harmonisation of the relations of different subjects when taking different measures aimed 

at achieving the objective. Planning includes detection and determination of the contact 

points in different institutions through which the communication will be realised, exchange 

of information will be performed, the activities will be synchronised, the performance of 

the planned tasks will be monitored, eventual deviations, shortcomings or obstacles in the 

realisation will be detected, the points of possible improvement will be detected and 

corrective actions will be taken. 

 

2.3 Development of Mutual Respect, Professional Culture, Tolerance and Trust  
 The managers and the staff have permanent characteristics which influence the 

way they think, feel and behave at their work place. These characteristics are features of 

the personality, special tendencies composing the mechanism for raising the awareness 

which leads to mutual respect and trust. The understanding of personality (of the managers 

and the staff) is important because their personalities influence their behaviour and their 

approach in the human resources management. This also develops the conscience as a 

feature to be careful, tactical and persistent. The conscientious managers are organised, 

self-disciplined, since the conscience is well planning of the performance, and develop 

self-respect ï feeling good about themselves and their own abilities.  

 In this way only managers can continually build authority, only by their personal 

example they should create situation that will be managed by them and will be credited for 

the achieved results. In this way, the need of association is met, which is present among the 

employees, thus developing good interpersonal relations necessary for creative 

environment and developing organisational climate and professional culture. 

 Good working relations and good organisational behaviour are observed and 

measured by the satisfaction of the work which represents set of feelings and beliefs of the 

managers and the other employees about their current work tasks. They usually love their 

work, they are motivated and dedicated to it. Shared beliefs, trust, expectations, values, 

norms and working habits are built which influence the ways in which the individuals, 

groups and teams influence each other, cooperate and tolerate each other in order to 

achieve the organisational objectives. There is strong organisational culture when the 

members of the organisation share strong affection for the cultural values, beliefs and 

habits.  The stronger the culture of the organisation is, the more anyone can think that 

he/she becomes a ñpersonò in the organisation because this influences the manner of 

creating joint identity, connection between the personal and organisational needs and 

objectives. 

 The values and norms of the organisational culture strongly influence the manner 

in which the managers perform their managerial functions. The extent to which managers 

                                                           
3
Laurie J. Mullins, Management and organizational behavior, Fifth edition, Financial Times, 1999 
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agree with the values and norms of their organisations shapes their perception of the world, 

their actions and decisions in certain circumstances. In addition, the actions taken by the 

managers can affect the performance of the organisation. According to this, it can be said 

that the organisational and professional culture, the managerial actions and the 

organisational performance are mutually connected. 

 

3. CONCLUSION 

 

On the basis of the aforementioned, it can be established that the Ministry of 

Interior works with the entire capacity of material and technical means and human 

resources which are at its disposal and has a key role in the management of the occurred 

crisis situation. For the purposes of increasing the efficiency when managing the crisis 

situation, further strengthening of the capacities of the ministry is needed in the area of 

mutual communication in all phases of managing the crisis situation starting from 

monitoring of the situation, collecting data, analysis, assessment and evaluation, taking 

preventive activities, early warning, managing, as well as in the area of rehabilitation of the 

consequences of the occurred crisis. 

The coordinated actions of the subjects of the Crisis Management System when 

managing a crisis situation have significant meaning and undoubtedly influence the 

success of the solving of the crisis situation.  

The police organisation which conducts the internal coordination in all three 

dimensions (horizontal, vertical and diagonal) and internal coordination is stable, 

successfully exists and achieves the planned objectives, in contrary it is subjected to 

disorganisation and doomed to failure. The good coordination successfully supplements 

the lack of time and funds, and well-planned functioning of the organisation is always 

based on the basis of good coordination. 

In order to achieve the common objective, coordination planning is needed among 

all subjects in the Crisis Management System. The planned coordination enables organised 

approach of the different subjects when taking different measures aimed to achieving the 

objective.  The planned coordination which facilitates the locating of the contact points in 

different subjects through which the communication will be realised, exchange of data will 

be made, activities will be synchronised, the performance of the planned tasks will be 

monitored, eventual deviations, shortcomings and obstacles in the realisation will be 

detected, the points of possible improvement will be detected and corrective actions will be 

taken. 

 The understanding of the personality (of the managers and the staff) has significant 

influence on the successful coordination, because the personalities influence on their 

behaviour and their approach in the human resources management. This also contributes to 

the improvement of the relation of the manager and makes him/her conscientious, careful, 

tactical and persistent. Conscientious managers are organised, self-disciplined, since 

consciousness means well-planning of the performance, develops self-respect - feeling 

good about themselves and their own abilities.  

Finally, it can be concluded that the coordination among the Ministry of Interior 

and the other subjects in the Crisis Management System when managing crisis situation is 

of significant importance for successful performance of the planned tasks and realisation of 

the previously established objectives. The good coordination achieved by intensive 

communication among the Ministry of Interior and the other subjects in the crisis 



118 
 

management system is a guarantee for successful management of the occurred crisis 

situation. 
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Abstract 

 

The process of association among people aimed to fulfillment of their common goals is a 

characteristic of every area of humanôs social life. The fact that people can achieve a 

greater effect together is the main motive why association is used in the criminal sphere. 

But, we should never forget how dangerous concursus delinquentium is. 

Co - offending is not only a special form of committing a crime, but it is also a special 

crime phenomenon (collective crime) which is much more dangerous than crimes 

committed by a single perpetrator. A collective crime is an accumulation of criminal 

energy, as a result of which a conscious and intentional association emerges. In the theory 

of the criminal law a crime committed by few persons changes the level of social danger 

because co - offending deepens the problem of crimes. 

One of the most characteristic marks of juvenile crime is co - offending and gang related 

crimes, and by this we mean participation of two or more children in the process of 

committing the crime.  

Methods: The article will  analyze the data from a research of valid court cases on the area 

of the Primary Court in Bitola. The focus will  be on cases against people who were under 

18 in the time of committing the crime (juveniles), in the period between 2005 and 2015. 

Results: The research will  show that crimes are mostly committed in groups, by few 

perpetrators; the groups are formed spontaneously, without internal organization and 

hierarchy. Their goals are mostly associated with committing grand thefts and after being 

discovered by the police, they fall  apart. 

Key words: co - offending, gangs, children, phenomenology, social danger.  
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1. INTRODUCTION  

 

Crime
1
 is a negative social phenomenon, which due to its prevalence and social 

threat is a subject of continuous interest of both science and practice. 

The exercise of certain criminal result may be the work of one or more persons. 

Organization in teams for achieving common goals is a feature of every area of social life, 

so the fact that joint efforts can achieve a greater effect is the basic motive for teaming in 

the criminal sphere too. Teaming of individuals (complicity-concursus delinqventium) for 

committing one or more crimes is particularly dangerous social phenomenon. 

Complicity is not only a special form of commission of criminal offence, but it is 

also a special form of crime (group crime) which is significantly more dangerous than 

individual. A group crime is actually an accumulation of criminal energy, i.e. a felonious 

will  where a person knowingly and willfully  takes part in the commission of the crime 

(Baļiĺ, 1980: 321).In the theory of criminal law it is indisputable that the offence 

committed by more than one person changes the nature of social threat of the committed 

offence because the complicity deepens the problem of the offence under certain 

conditions (Jovasheviĺ, 2014: 158). 

Group crime is more prevalent among children
2
 than adults. Very often children 

commit crimes in complicity with other children or adults
3
. In such a community, young 

people are drawn to delinquency, thus emphasizing their strength and importance while not 

exposing them to belittling by peers. Such behavior normally leaves severe consequences. 

Emphasizing this problem, the paper will  analyze the data from the survey of legal 

and executive court judgments on the territory of the Basic Court in Bitola.
4
 The focus of 

the research covers criminal cases related to persons under 18 that occurred between 2005 

and 2014.  

  

                                                           
1 In this work, as an appropriate definition of the term criminality, we consider the definition that 

the term criminality implies the totality of the behavior of individuals and groups that are implicated 

in the positive criminal law of a community. (Arnaudovski, 2007: 53) 
2Child 

- Is a human being under the age of eighteen unless under the law that applies to the child, 

adulthood is attained earlier (Convention on the Rights of the Child, Art. 1) 

- Is any person under the age of 18 years (Law justice for children, Art. 19) 
3Analyzing the number of offences committed by juveniles and children and the number of reported 

perpetrators shows that the number of reported juvenile perpetrators is bigger which points to the 

fact that there is an organized group for commission of crimes. When analyzing the period from 

1992 to 2000, for a total of 44,468 committed crimes, a total of 74,713 juvenile offenders were 

reported. (Nikoloska, 2005: 119). In neighboring Serbia statistics indicate that in 2012 more than a 

third of convicted minors committed an offence alone while 63.3% committed an offence with 

another person. It is important to note that among minors complicity is far more frequently than 

among adults (2012 ¾ of adults committed an offence alone, and in 25% of cases complicity is 

being noted) (Ignjatoviļ, 2014: 190) 
4In the research method to analysis of content (Content Analysis) was applied. As a model of 

recording data were used tabular views that, because of the need to analyze the specified content 

were defined as categories and their codes were constructed. Then came the coding of the material 

and its input in the analytical table, which was processed with software solution SPSS. Analysis of 

content also implied an application of statistical methods. 




